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Abstract of the contribution: The section about distribution of location information gives the wrong impression that the NW PANI replaces the UE PANI. This is not the case because the NW PANI is added and the UE PANI is kept, if available.
1. Introduction
This contribution is written because section 6A on Distribution of location information gives the wrong impression that the NW PANI replaces the UE PANI. This is not the case because the NW PANI is added and the UE PANI is kept, if available. We believe that this needs to be clarified.

2. Discussion

TS24.229 already describes usages of the P-Access-Network-Info header field, where the P-CSCF inserts network provided location information, for access technologies like xDSL, DOCSIS and others.
For those access types the P-CSCCF may add a P-Access-Network-Info to an already existing PANI header field, which comes from the UE. In that respect, adding a PANI by the network in addition to an UE inserted PANI is in line with what is described 24.229. This principle should be kept, there is no need to change the existing P-CSCF behaviour.

Further, from a protocol perspective (and SIP philosophy), it is the UE hat has included its own PANI header field, and it is the UE that “owns” this entry. There is a certain, valid expectation in the UE, that this information is not changed on the way between the UE and an Application Server. It is also not completely ensured that there are no use cases where the information provided by the UE is needed.
3. Proposal

****************Start of Change ************
6A.2
Example call flows

The origination and termination call flows below also apply in the case of session modification (re-INVITE’s).

To simplify the call flows the AS shown in the figures can represent several AS’s. For example, in the case of the ICS scenarios it can represent the SCC AS and the TAS. The CSCF represents the I-CSCF and/or the S-CSCF.
6A.2.1
Mobile origination (1)
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Figure 6A.2.1-1: Mobile origination
1.
A UE sends a SIP INVITE request. It can contain a UE-originated P-Access-Network-Info (UE PANI) parameter.

2.
The P-CSCF obtains the location information provided by the access network. 

3.
The P-CSCF populates the PANI parameter with the location information obtained from the access network and sends the INVITE towards the next CSCF, containing the NW PANI together with the UE PANI.

4.
If an AS is to be invoked for this session the S-CSCF (or I-CSCF) sends the INVITE towards the AS, containing the NW PANI (assuming the AS is in the same trust domain).

5.
The AS sends the INVITE towards the S-CSCF, containing the NW PANI.

6.
The S-CSCF routes the INVITE towards the terminating side. The PANI is removed before routing outside the trust domain.

6A.2.2
Mobile origination (2)

This procedure shows an alternative procedure where the retrieval of location information is performed by the P-CSCF in parallel with sending the INVITE towards the terminating side. The location information might be required by subsequent IMS entities during their processing of the INVITE (eg for routing purposes). If this is the case, the P-CSCF will need to obtain the location information and insert it in the PANI and so the procedure described in 6A.2.1 would apply.

Editor’s Note: Whether the location information is required to be inserted in the initial INVITE is for further study.
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Figure 6A.2.2-1: Mobile origination
1.
A UE sends a SIP INVITE request. It can contain a UE-originated P-Access-Network-Info (UE PANI) parameter.

2.
The P-CSCF starts procedures to obtain the location information provided by the access network. This is done in parallel with steps 3 to 8. 

3.
The P-CSCF sends the INVITE towards the next CSCF.

4.
If an AS is to be invoked for this session the S-CSCF (or I-CSCF) sends the INVITE towards the AS.

5.
The AS sends the INVITE towards the S-CSCF.

6.
The S-CSCF routes the INVITE towards the terminating side.

7.
The terminating side sends an offer response (via the intervening nodes).

8.
The UE provides a response confirmation towards the P-CSCF.

9.
The P-CSCF inserts the location information in the response confirmation, and this is routed towards the terminating side in steps 10 – 12. The PANI is removed before routing outside the trust domain.

6A.2.3
Mobile termination
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Figure 6A.2.3-1: Mobile termination

1.
The CSCF receives an incoming INVITE.

2.
Depending on filter criteria, an AS can be invoked.

3.
The AS sends the INVITE to the CSCF.

4.
The CSCF send the INVITE to the P-CSCF. 

5.
The P-CSCF sends the INVITE to the UE.

6.
The UE sends a response to the INVITE. This can contain a UE-originated P-Access-Network-Info (UE PANI) parameter.

7.
The P-CSCF invokes procedures to obtain the location information. In some scenarios, and with some location retrieval alternatives, it might possible to obtain the location at step 5.

8.
The P-CSCF populates the PANI parameter with the location information obtained from the access network and sends the INVITE towards the next CSCF, containing the NW PANI together with the UE PANI. The response is routed towards the originating party, as shown in steps 9, 10 and 11.

*****************End of Change ****************
3GPP

SA WG2 TD


_1373348887.vsd
UE


P-CSCF


AS


CSCF


1: INVITE [UE PANI]


2: Retrieve location information


3: INVITE [UE PANI]


4: INVITE [UE PANI]


12: Resp Conf


5: INVITE [UE PANI]


6: INVITE


7: Offer Response from the terminating side


8: Resp Conf


9: Resp Conf [NW PANI]


10: Resp Conf [NW PANI]


11: Resp Conf [NW PANI]



_1373349037.vsd
UE


P-CSCF


AS


CSCF


1: INVITE


7: Retrieve location information


2: INVITE


3: INVITE


4: INVITE


5: INVITE


6: Response [UE PANI]


8: Response[NW/UE PANI]


9: Response[NW/UE PANI]


10: Response[NW/UE PANI]


11: Response



_1373348509.vsd
UE


P-CSCF


AS


CSCF


1: INVITE [UE PANI]


2: Retrieve location information


3: INVITE [NW/UE PANI]


4: INVITE [NW/UE PANI]


5: INVITE [NW/UE PANI]


6: INVITE



