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Abstract of the contribution: The present contribution argues that supporting non-seamless WLAN offload in parallel to the SaMOG PDN connection with an unmodified UE (currently an Editor’s note) does not really make sense, because SaMOG introduces an “asymmetrical” PDN connection, which is perceived itself as non-seamless WLAN offload by the unmodified UE.
1
Discussion
Solution 1 in TR 23.852 § 7.1.1 contains two Editor’s notes related to support for non-seamless WLAN offload (NSWO):

Editor’s note: The support for non seamless offload by this reference architecture is FFS.

Editor’s Notes: It is FFS how to support non-seamless WLAN offload.
On the other hand, Solution 1 suggests that from network perspective the SaMOG communication looks very much like a PDN connection, as per the following excerpt:
· The HSS provide APN information to the Trusted Non-3GPP IP Access in the subscription data. HSS provides a default APN for WLAN. PDN type is indicated from HSS in this step.

Given that the UE is “unmodified” (and, presumably, uses neither SWu nor S2c), it can perceive the SaMOG WLAN only as a WLAN that is used for non-seamless WLAN offload.

As a consequence, the SaMOG communication with unmodified UE appears as a new hybrid concept that is perceived as a PDN connection from the network side, but as NSWO from the UE side.
While the UE “thinks” that it is offloading traffic on the SaMOG WLAN, all “offloaded” traffic is actually backhauled to the EPC! This is very different from the Rel-10 meaning of “offload”, where the offloaded traffic is directed e.g. to the Internet, thus by-passing the EPC.
Conclusion 1: The SaMOG PDN connection is perceived itself as non-seamless WLAN offload by the unmodified UE, which is why the Editor’s notes in TR 23.852 § 7.1.1 related to support of NSWO in parallel to the SaMOG PDN connection make no sense.

Conclusion 2: The SaMOG WLAN can only be used for access to the EPC. Specifically, the SaMOG WLAN cannot be used to access local resources on the WLAN or for direct access to the Internet.

It should be possible to re-use Rel-10 ISRP rules for Non-seamless WLAN offload for steering of traffic flows from 3GPP access towards the SaMOG WLAN. Establishing a communication over the SaMOG WLAN in Solution 1 necessarily implies establishment of a new PDN connection. The question then arises as to the relationship between the APNs used on 3GPP and WLAN access, as already reflected in the following text of TR 23.852 § 7.1.1:
NOTE: 
If the APN used in 3GPP side is same to the default APN for WLAN then the active PDN connection(s) of the APN may be disconnected in 3GPP access. 

Editor’s Note: How to handle this scenario is FFS.

In our opinion, the APN used on the SaMOG WLAN side should be different than any APN(s) used on 3GPP side. This is needed in order to avoid situations where the establishment of SaMOG PDN connection cancels the related PDN connection on 3GPP side (recall that MAPCON allows for multiple PDN connections to the same APN only if these PDN connections are established over the same radio access). Using a different APN over SaMOG WLAN will also allow for partial traffic offload of APN(s) with PDN connections established over 3GPP access. 
Conclusion 3: The APN used over SaMOG WLAN should be different from any APN(s) used over 3GPP access.
2
Proposal

It is proposed to:

· delete the Editor’s notes related to NSWO and clarify the asymmetric nature of the SaMOG PDN connection;

· delete the Internet/Intranet clouds in the figures, and
· clarify the usage of APN over SaMOG WLAN.

********** Proposed changes in TR 23.852 *********
7.1.1
Solution 1 

7.1.1.1
Reference model

When the WLAN is considered as trusted by the operator, the WLAN AN is interfaced as any trusted non-3GPP access i.e. via STa to the 3GPP AAA Server and via S2a to a PDN-GW. 


The reference model is depicted in the following figure. 
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Figure 7.1.1.1-1: Non-roaming Trusted WLAN Inter-working reference model
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Figure 7.1.1.1-2: Home Routed Roaming Trusted WLAN Inter-working reference model
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Figure 7.1.1.1-3: Local Breakout Roaming Trusted WLAN Inter-working reference model

Within the trusted non-3GPP IP access network (TNAN) we distinguish three functions:

· A Trusted non-3GPP access WiFi Access Point (TWAP). This function terminates the UE’s WiFi air link. 

· A Trusted non-3GPP access S2a peer (TNSP). This function terminates S2a.

· A Trusted non-3GPP access STa per (TNAP). This function terminates STa.

NOTE: 
Policy and QoS aspects are studied as part of BBAI.
STa reference point

The STa reference point is defined in TS 23.402 [3] and specified in TS 29.273 [7]. It connects the Trusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access authentication, authorization, mobility parameters and charging-related information in a secure manner. 

STa might need to be enhanced to support: 

· A way for the AAA server to provide the Trusted WLAN Access Network with following information: 

· the APN the user is to be associated with for EPC access; this is required for the Trusted WLAN Access Network to establish the PDN connection with the PDN GW;

NOTE: 
Stage 3 discussions will determine whether existing “Default APN” over STa may be reused for that purpose
· whether access to EPC is allowed for the UE;

NOTE: 
Stage 3 discussions will determine whether existing “Mobility Capabilities” over STa may be reused for that purpose
· the UE IMSI; this is required for the Trusted WLAN Access Network to build the S2a messages towards the PDN-GW;

NOTE: 
Stage 3 discussions will determine whether existing “Permanent User Identity” over STa may be reused for that purpose

SWw reference point

The SWw reference point connects the WLAN UE to the WLAN Access Network per IEEE 802.11-2007 specifications [5]. This includes the support of:

· the security that was defined as part of 802.11-2007 [5] and thus the transport of EAP signalling messages for authentication signalling between the 3GPP AAA Server and the WLAN UE;

· parameters for identification of the operator networks for roaming purposes (i.e. PLMN list). 

SWx reference point

The SWx reference point is defined for EPC in TS 23.402 [3]. It is specified at stage 3 level respectively in TS 29.273 [7].
7.1.1.2
Initial Attach Procedure with GTP on S2a and Anchoring in PDN GW
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Figure 7.1.1.2-1: Initial attachment with Network-based MM mechanism over S2a for roaming, LBO and non-roaming scenarios
Note: 
A per-UE point-to-point link between UE and TNSP is assumed. In particular, it is assumed that the trusted non-3GPP access does not do any routing of UE traffic between TWAP and TNSP. It is assumed that the TWAP applies upstream and downstream forced-forwarding between the UE’s WiFi air link and the TWAP-TNSP link. It is assumed that TNSP applies upstream and downstream forced-forwarding between the TWAP-TNSP link and the UE’s GTP tunnel. The implementation of these assumptions is out-of-scope for 3GPP.
Editor’s Note: Clarification may be needed for forced-forwarding. The need for ARP and for ND in this solution is FFS.

In this specific solution, it is assumed that TNSP is the first hop router and the DHCP server.

Note: 
The link model is different from GTP based S5/S8 and GTP based S2b.
Refer to section 6.1.3.1. Based on assumptions for solutions with no impact to UE, UE cannot provide APN and PCO to TNSP. So, there are following differences than section 6.1.3.1:
· At step 2, the following additions apply:

· The HSS provide APN information to the Trusted Non-3GPP IP Access in the subscription data. HSS provides an APN for SaMOG WLAN. PDN type is indicated from HSS in this step.

NOTE: 
The SaMOG communication is asymmetric in that it is perceived as a PDN connection and as non-seamless WLAN offload by the network and the unmodified UE, respectively. 

NOTE: 
The APN used on the SaMOG WLAN should be different from any APN(s) used over 3GPP access. This precludes situations where the PDN connection over SaMOG WLAN disconnects the related PDN connection over 3GPP access. This arrangement also allows for partial traffic offload from the PDN connections established over 3GPP access. 


· The UE and the EPC are mutually authenticated through the WLAN Access as defined in TS 23.402 [3] section 4.9.1.
· IEEE 802.1X as defined by IEEE 802.11 [5] is used over the WLAN air link to carry EAP.

· After EAP authentication, UE traffic over the WLAN air link may be confidentiality and integrity protected as defined by IEEE 802.11 [5].
· At step3, For IPv4 address configuration, DHCPv4 is the L3 attach trigger. For IPv6, LL-DAD NS or RS is the L3 attach trigger. The TNSP does not send RAs until an L3 attach trigger is received. 
Editor’s Note: It is FFS whether DHCPv4, NS, RS is sufficient for the L3 attach trigger.
· At step 5, when TNSP receives L3 attach trigger message, the TNSP selects default APN according the subscription data received in step 2. If the L3 attach trigger is of an IP version not supported by the subscription PDN Type, the TNSP does not send Create Session Request. Otherwise, the TNSP sends a Create Session Request with the PDN Type of the subscription data: 
· If the L3 attach trigger is IPv4 and step 2 indicates that PDN type IPv4v6 is supported for the default APN, then PDN type in the Create Session Request is set to IPv4v6. If the UE also performs an IPv6 L3 attach trigger, then the TNSP will correlate both requests to the same PDN connection.
· If the L3 attach trigger is IPv6, and step 2 indicates that PDN type IPv4v6 is supported for the default APN, then PDN type in the Create Session Request is set to IPv4v6. If the UE also performs an IPv4 L3 attach trigger, then the TNSP will correlate both requests to the same PDN connection.
· If the L3 attach trigger is IPv4, and step 2 indicates that PDN type is IPv4-only, then PDN type in the Create Session Request is set to IPv4.

· If the L3 attach trigger is IPv6, and step 2 indicates that PDN type is IPv6-only, then PDN type in the Create Session Request is set to IPv6.

· At step 8, PDN GW sends Create Session Response to the TNSP.
· At step 11, for IPv4, a DHCPv4 message with allocated IPv4 address is sent. For IPv6, the TNSP starts sending RAs with the allocated prefix and sets “autonomous address configuration” flag and “O” flag [RFC 4861].

Note: 
A UE might request to get some IP configuration parameters (e.g. DNS server) by means of DHCP. These parameters sent by TNSP(acting as a DHCP server) to the UE in a DHCP reply. These parameters are retrieved by the TNSP(acting as a DHCP client) from the PGW by means of DHCP.
7.1.1.3
Without-UE-impact procedures except Initial Attach
Based on the GTP-S2a procedures in Section 6, for the solution without UE impact the following procedures are considered:
· Detach and PDN Disconnection with GTP on S2a:

· Trusted WLAN AN and HSS/AAA may disconnect the PDN Connection and detach the UE, and the PDN GW may initiate Resource Allocation Deactivation for the default bearer as the PDN disconnection. If there is no traffic received from the UE for a configurable duration and the WLAN AN detects the UE has left based on unanswered probes (e.g., ARP Request, Neighbor Solicitation message), it disconnects the PDN Connection. In these cases the UE IP address(es) are released in the network.

Editor’s Notes: It is FFS how the UE can be informed about the IPv4 address/IPv6 prefix release from the network.
· The UE can send an explicit DHCPv4 message to release the IPv4 address, then the PDN connection is disconnected when the PDN type is IPv4.

· PDN GW Initiated Bearer Modification and HSS Initiated Subscribed QoS Modification procedures may be used to modify the default and dedicated bearer but correspond to no signalling over Trusted WLAN radio.
· The dedicated bearer activation procedure may be used to activate the dedicate bearer in S2a but correspond to no signalling over Trusted WLAN radio.
In addition, the following procedures in Section 6 are not supported:
· UE-initiated Connectivity to Additional PDN connection.
· The handover between Trusted WLAN and 3GPP Access with IP address preservation.
3GPP

SA WG2 TD


_1378887201.vsd
WLAN UE


SWw



3GPP AAA Server


PDN-GW


HSS


STa



S2a


SWx



SGi/Gi



3GPP Home Network


















Trusted WLAN Access Network




H-PCRF


Gx



_1378887225.vsd
WLAN UE


SWw



3GPP AAA Server


PDN-GW


HSS


STa



S2a


SWx



SGi/Gi



3GPP Home Network


















Trusted WLAN Access Network




3GPP AAA Proxy


SWd



H-PCRF


Gx



_1378887256.vsd
WLAN UE


SWw



3GPP AAA Server


PDN-GW


HSS


STa



S2a


SWx



SGi/Gi



3GPP Home Network











Trusted WLAN Access Network




3GPP AAA Proxy


SWd



V-PCRF


Gx


H-PCRF


S9



_1371994309.vsd
WLAN UE


SWw



3GPP AAA Server


PDN-GW


HSS


STa



S2a


SWx



SGi/Gi



3GPP Home Network

















 



_1372060064.vsd
WLAN UE


SWw



3GPP AAA Server


PDN-GW


HSS


STa



S2a


SWx



SGi/Gi



3GPP Home Network










 



_1371994110.vsd
WLAN UE


SWw



3GPP AAA Server


PDN-GW


HSS


STa



S2a


SWx



SGi/Gi



3GPP Home Network

















 



_1370531989.doc


vPCRF







6. IP-CAN Session Establishment Procedure
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