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Abstract of the contribution:

1. Introduction

According to the procedures described in clause 6.3 of TR 23.839 the offloaded traffic from the UE is either routed to an AF in the offloaded network or alternatively, the TDF in the BBF domain might detect the offloaded traffic. 
In the case where the UE contacts an AF in the offloaded network it is currently FFS how such AF discovers the PCRF in the EPC (via Rx interface) to provide service information (see steps 4-5 in Figure 6.2-1 of TR 23.839).  In such a case the AF in the offloaded network will not have information for the EPC network since the AF will only receive the UE’s local IP address. 

In the case where the TDF domain in the BBF domain might detect the offloaded traffic the TDF contacts the PCRF via Sd interface to inform the PCRF about the offload.

The following solutions are proposed for each case in order for the AF and/or TDF to discover the PCRF in the EPC network.  In addition, it is also proposed to split the two procedures in the TR into separate clauses in order to study each case separately.

2. PCRF discovery from AF in the offloaded network by pre-configuration
When the UE contacts an AF in the offloaded network, the UE normally includes the UE’s local IP address (i.e. the address assigned by the BBF network).
It is proposed the AF to be pre-configured with information about the EPC domain.  For example, the AF will be pre-configured with PCRF and/or DRA addresses in the EPC domain.  When the AF provides session information to the PCRF, the AF includes the UE’s local IP address and PDN information (i.e. APN).  Such information would assist the PCRF or DRA to identify the session or DRA binding information respectively.  Figure 1 shows the WLAN procedure when an AF is used in the offloaded network.
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Figure 1 – WLAN procedure when UE contacts an AF in offloaded network

Steps 1-3 
Procedures as defined in Figure 6.2-1 of 3GPP TR 23.839

Step 4.
Offloaded traffic from the UE is routed to an AF in the offload network. The UE includes its local IP address.
Step 5.
AF is preconfigured with PCRF/DRA addresses and provides and provides session information using Rx.  The AF includes the UE’s local IP address and PDN information (i.e. APN).
Steps 6-7.
Procedures as defined in Figure 6.2-1 of 3GPP TR 23.839
3. PCRF discovery from TDF in BBAI premises
When the TDF detect that traffic is offloaded to a WLAN network the TDF is aware of the UE’s local IP address as well as the UE’s IP address(es) in the EPC network.  The TDF can use that information to contact the PCRF in the EPC network.  Figure 2 shows the WLAN procedure when the TDF detects a traffic offload.
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Figure 2 – WLAN procedure when offload is detected by a TDF in the BBF domain

Steps 1-3 
Procedures as defined in Figure 6.2-1 of 3GPP TR 23.839

Step 4.
Offloaded traffic from the UE is routed the offload network.  The TDF in the BBF domain detects the offloaded traffic.
Step 5.
The TDF provides service information to the PCRF regarding the offloaded traffic via Sd.  The TDF discovers the PCRF/DRA in the EPC domain based on the UEs IP address(es) and/or APN information.

Steps 6-7.
Procedures as defined in Figure 6.2-1 of 3GPP TR 23.839
4. Proposed addition in TR 23.839
It is proposed to add the following procedure within TR 23.839 

*****************  START OF CHANGE *******************

6.3
Procedures WLAN
Editor's Note: This subclause will identify the procedure for offloaded traffic when the UE attaches via WLAN.
6.3.1
Traffic offload to an AF in the offloaded network


[image: image4.emf]UE

Roaming Scenarios

3G

~

vPCRF

4. UE contacting AF in the offloaded ne

PP

AF

twork

<

/== -5 3G










 

 

Roaming Scenarios 

UE 

vPCRF 

3GPP 

AAA 

Proxy

 

HSS/ 

AAA  hPCRF 

1. UE attach including setup of S9a 

BNG 

BBF AAA 

proxy

  BPCF 

BBF Access Network 

2. Gateway Control and QoS Rules Provisioning Procedure 

RG 

3. policy interaction 

AF 

5. Rx signalling 

4. UE contacting AF in the offloaded network 

6. Gateway Control and QoS Rules Provisioning Procedure 

7. policy interaction 


Figure 6.2-1: Procedure on policy interaction for offloaded traffic in WLAN

Editor's Note: In the description of the steps below, it is assumed that there is no NAT. The solution that includes NATs is FFS.

1
For details of this step, see the initial attach and handover call flows in building block 1. In this step the UE receives its local IP address. The UE authenticates to the 3GPP network either by means of 3GPP-based access authentication or as part of the S2b/S2c tunnel setup. As a result, S9a for this UE is setup. After this step, the UE local IP address is known to the PCRF (non-roaming case), hPCRF (roaming, home-routed case) or vPCRF (roaming, local break-out case).

2-3 Static policy rules for this UE may be sent to the BBF access network. These rules include the UE local IP address, which enables the BBF domain to correlate packets to this UE.

4. Offloaded traffic from the UE is routed to an AF in the offload network. Steps 5-7 are omitted if the UE does not route traffic towards an AF. 

5. As a result of the previous step, there may be Rx signalling to the PCRF.  The AF may be preconfigured with PCRF/DRA addresses.  In such a case, the AF includes in the Rx signalling the UE’s local IP address and PDN information (i.e. APN).

6-7. As a result of the previous step, dynamic policies may be sent to the BBF access network. These rules include the UE local IP address, which enables the BBF domain to correlate packets to this UE.

6.3.2
Traffic offload detected by TDF in the BBF domain
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Figure 6.2-1: Procedure on policy interaction for offloaded traffic in WLAN

Editor's Note: In the description of the steps below, it is assumed that there is no NAT. The solution that includes NATs is FFS.

1
For details of this step, see the initial attach and handover call flows in building block 1. In this step the UE receives its local IP address. The UE authenticates to the 3GPP network either by means of 3GPP-based access authentication or as part of the S2b/S2c tunnel setup. As a result, S9a for this UE is setup. After this step, the UE local IP address is known to the PCRF (non-roaming case), hPCRF (roaming, home-routed case) or vPCRF (roaming, local break-out case).

2-3 Static policy rules for this UE may be sent to the BBF access network. These rules include the UE local IP address, which enables the BBF domain to correlate packets to this UE.

4. Offloaded traffic from the UE is routed the offload network.  The TDF in the BBF domain detects the offloaded traffic. 

5. The TDF provides service information to the PCRF regarding the offloaded traffic via Sd.  The TDF discovers the PCRF/DRA in the EPC domain based on the UEs IP address(es) and/or APN information.
6-7. As a result of the previous step, dynamic policies may be sent to the BBF access network. These rules include the UE local IP address, which enables the BBF domain to correlate packets to this UE.

*****************  END OF CHANGES *******************
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