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Abstract of the contribution: 
Analysis is presented in this paper on how to identify small data packets when the non-SMS small data transmission solution (e.g. TS23.888 clause 6.53) is used.
1. Introduction

In [1] clause 6.53, a non-SMS solution is proposed for transmitting MTC small data over NAS signalling without establishing AS security and DRBs. In this solution, an optimized data path among UE, MME, S-GW, and P-GW is proposed. MO small data packets are transmitted from UE to MME over NAS signalling connection, and then forwarded to S-GW and P-GW via S11 and S5/8 reference points. Similarly, the MT small data packets follow the reversed path.
In this paper, the MTC small data identification mechanisms which may possibly be applied in the non-SMS MTC small data transmission solution are discussed as well as the detailed operations in S-GW and P-GW. We investigate on the two alternative protocols of S5/S8 interfaces (i.e., GTP and PMIP), and summarize possible solution for each circumstance which has less impact on the existing core network entities.
2. Discussion

According to clause 6.53, the following extra efforts are required in UE and S-GW.
· For MO small data transmission, UE’s application has to know that it is sending a MTC small data, and requests NAS layer to trigger a RRC connection without establishing AS security and DRBs. By this assumption, UE’s applications have to be aware of the MTC small data transmission policy, which may be dynamically configured by operator, and then checks the policy on each MO data packet. When a small data packet is detected, UE’s application is also in charge of triggering the optimization mechanism.
In our opinions, it is not proper to rely on the application layer to handle the transport layer functionalities. If the MTC applications do not follow the configured policy, the small data would be transmitted as a normal IP packet, which triggers the establishment of AS security and DRBs.
Observation 1: Identification of small packets should be handled at transport layer instead of application layer.
· For MT small data transmission, S-GW has to detect the small data for MTC devices and trigger the optimization mechanism. To achieve this requirement, the S-GW has to maintain a set of MTC small data transmission policy for each MTC device, and look into the details (e.g., packets length, IP headers) of each received DL IP packets. 
It shall be considered if the solution puts too much extra load in the S-GW. In the core network that uses GTP-based S5/8 interface, the S-GW does not need to look into the IP header of packets. Instead, it only checks on the GTP-U header, and forwards the packets to the corresponding bearers according to a bearer mapping table constructed while the PDN connection is established. A possible alternative is to reuse the existing bearer binding operation. The bearer binding operation is executed by UE in UL direction, and by P-GW (if GTP-based S5/8) or S-GW (if PMIP-based S5/8) in DL direction. It is used to map IP packets into an EPS bearer, and TFTs (Traffic Flow Templates) are generated while a PDN connection is established. UE and P-GW (or S-GW) would check on each received packets according to the UL/DL TFTs. The bearer binding operation may be extended to also carry out the packet identification function, e.g. to included the small data transmission policy into the TFTs. In this case, the impact to the existing CN nodes could be minimized. 
Observation 2: The existing bearer binding operation could be reused for identifying small data packets.
Possible realizations of the above observations are described as follows:
1. Include the MTC small data transmission policy in TFTs
TFTs are generated by P-GW (in GTP-based S5/8) or S-GW (in PMIP-based S5/8) while the default bearer or dedicated bearers of a PDN connection is established. Therefore, P-GW (or S-GW) has to obtain the MTC small data transmission policy for the UE before the NAS PDN connectivity procedure, in which a default bearer is established. Since the MTC configuration methodology is still under discussion, the mechanism to deliver the MTC small data transmission policy to P-GW (or S-GW) is not clear at this moment. Several options are listed as follows.

· MTC small data transmission policy may be included in the subscription data for each user. It can be delivered from HSS to MME in the NAS Attach procedure, and then forwarded to P-GW (or S-GW) by GTP-C Create Session Request message (Fig 1. Step2 2-3).

· MTC small data transmission policy may be decided by operator and pre-configured in the core network entities (including P-GW and S-GW).

· MTC small data transmission policy may be stored in PCRF and dynamically assigned to P-GW (or S-GW) via IP-CAN session (e.g., Fig1. Step 4).

· MTC small data transmission policy may be configured to P-GW (or S-GW) through OA&M.
The P-GW (or S-GW) generates the UL/DL TFTs according to both the PDN connection parameters and MTC small data transmission policy (Fig.1 Step 5). For identifying the MTC small data packets, filters checking on the data length shall be generated in TFTs. An indicator (e.g., set a flag bit, map packets to a reserved bearer id, or map packets to SRB2) shall also be included to indicate that the packet needs to be transmitted over NAS signalling connection. The DL TFT is maintained in P-GW (in GTP-based S5/8) or S-GW (in PMIP-based S5/8) to check on the DL packets. The UL TFT is transmitted to UE (Fig.1 Steps 7-8) for filtering the UL packets into the S1 bearer.
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Figure 1.  Example of generating TFTs for MTC small data transmission in PDN Connectivity procedure (GTP-based S5/8).
2. Handling the MO small data transmission
In UE side, the UL MTC small data transmission is handled by the LTE protocol, and applications need not to involve. Figure 2 presents the data path for the proposed MO small data transmission. 
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Figure 2. Data path for MO small data transmission
a. In UE side, applications send the UL data to transport layer. Each UL packet is checked by UL TFT. If a packet matches the MTC small data transmission filter while UE is in idle mode and no other UL packets exist, the AS layer shall be notified to establish an RRC connection without establishing AS security and DRBs. Then the packet is transmitted to MME following the description in [1] clause 6.53 “LTE procedure for single MO IP packet (and response)” Steps (b)-(c).
b. MME extracts the IP packet from the NAS message, and queries its EPS bearer ID. Since only GTP-C is defined in S11 reference point, to avoid extra implementation effort in MME, we suggest to use GTP-C message to carry the packet from MME to S-GW.
c. S-GW extracts the data packet and EPS bearer ID from GTP-C packets, and handles the packet as a normal data packet from eNodeB. In GTP-based S5/8, the packet is forwarded to P-GW by GTP-U. In PMIP-based S5/8, the packet is transmitted to P-GW by tunnelling protocol.
3. Handling the MT small data transmission
The MT small data transmission is discussed in two alternative S5/8 protocol cases. 
· On GTP-based S5/8

In this case, the DL bearer binding is handled in P-GW. Therefore, the DL MTC small data packet is identified in P-GW. To avoid redundant work in S-GW, we suggest to use GTP-C (e.g., Downlink Data Notification message) instead of GTP-U to forward the small packet to S-GW. When S-GW receives the GTP-C message, it can immediately recognize that it is for MTC small data transmission, and trigger the optimized mechanism by following the Steps (b)-(f) in [1] clause 6.53 “LTE procedure for single MT IP packet delivery”.
If S-GW also receives other packets for the same UE while receiving GTP-C message carrying MTC small data, it can decide not to trigger the MTC small data transmission mechanism. Instead, it requests MME to wake up UE from idle mode and re-establish the AS security and DRBs. Then, the packets and MTC small data are transmitted through the normal data path.
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Figure 3. Data path for MT small data transmission (GTP-based S5/8)
· On PMIP-based S5/8

In this case, the DL bearer binding is handled in S-GW. Therefore, from P-GW to S-GW, the MTC small packet is treated as a normal data packet and forwarded by tunnelling protocol. In S-GW, the MTC data packet is identified by DL TFT. Similar to the description in the GTP-based S5/8 case, the S-GW can decide if the optimized mechanism is triggered. If it is triggered, S-GW follows the operations described in [1] clause 6.53 “LTE procedure for single MT IP packet delivery” Steps (b)-(f) to forward the packet.
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Figure 4. Data path for MT small data transmission (PMIP-based S5/8)
3. Reference

[1] 3GPP TR 23.888 v1.4.0 (2011-08), “System Improvements for Machine-Type Communications; (Release 11)”.

4. Proposed Changes
(Modify TR23.888 sub-clause 6.53 as follows: )
*************************** Begin of change ***************************
6.53.3
MTC small data identification

To reduce the effort in identifying the MTC small data packets, a concept that integrates the MTC small data policy into the TFTs (Traffic Flow Template), which is used in bearer binding, is proposed. The detailed operation is described as follows.

4. Include the MTC small data transmission policy in TFTs

P-GW (if GTP-based S5/8) or S-GW (if PMIP-based S5/8) has to obtain the MTC small data transmission policy for the UE before generating TFTs in the NAS PDN connectivity procedure. Following is some options to deliver the policy to P-GW (or S-GW).

· MTC small data transmission policy may be included in the subscription data for each user. It can be delivered from HSS to MME in the NAS Attach procedure, and then forwarded to P-GW (or S-GW) by GTP-C Create Session Request (Figure 6.53-2 Step 2-3).

· MTC small data transmission policy may be decided by operator and pre-configured in the core network.

· MTC small data transmission policy may be stored in PCRF and dynamically assigned to P-GW (or S-GW) via IP-CAN session (e.g., Figure 6.53-2 Step 4).
· MTC small data transmission policy may be configured through OA&M.
P-GW (or S-GW) generates the UL/DL TFT according to both the PDN connection parameters and MTC small data transmission policy (Figure 6.53-2 Step 5). For identifying the MTC small data packets, filters checking on the data length shall be generated in TFTs. An indicator may also be included in the filter to indicate that the packet needs to be transmitted over NAS signalling connection. The DL TFT is maintained in P-GW (if GTP-based S5/8) or S-GW (if PMIP-based S5/8) to check on the DL packets. The UL TFT is transmitted to UE (Figure 6.53-2 Steps 7-8) for filtering the UL packets into the S1 bearer.
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Figure 6.53-2:  Example of generating TFTs for MTC small data transmission in PDN Connectivity procedure (GTP-based S5/8).

5. Handling the MO small data transmission

In UE side, the UL MTC small data transmission is handled by the LTE protocol, and applications need not to involve. Figure 6.53-3 presents the data path for the proposed MO small data transmission. 
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Figure 6.53-3: Data path for MO small data transmission

d. UE’s applications send the UL data to transport layer. Each UL packet is checked by the UL TFT. If a packet matches the MTC small data transmission policy while UE is in idle mode and no other UL packets exist, the AS layer shall be notified to establish an RRC connection without establishing AS security and DRBs. Then the packet is transmitted to MME following the description in clause 6.53.2 “LTE procedure for single MO IP packet (and response)” Steps (b)-(c).

e. MME extracts the IP packet from the NAS message, and queries its EPS bearer ID. Then MME forwards the packets to S-GW by GTP-C message.

f. S-GW extracts the data packet and EPS bearer ID from GTP-C message, and then handles the packet as a normal data packet from eNodeB. In GTP-based S5/8, the packet is forwarded to P-GW by GTP-U. In PMIP-based S5/8, the packet is transmitted to P-GW by tunnelling protocol.
6. Handling the MT small data transmission

The MT small data transmission is discussed in two alternative S5/8 protocol cases. 

· S5/8 interface is implemented by GTP

In this case, the DL bearer binding is handled in P-GW. Therefore, the DL MTC small data packet is identified in P-GW and forwarded to S-GW by GTP-C Downlink Data Notification message. When S-GW receives the GTP-C message, it can immediately recognize that it is for MTC small data transmission, and then trigger the optimized mechanism by following the Steps (b)-(f) in clause 6.53.2 “LTE procedure for single MT IP packet delivery”.

If S-GW also receives other packets for the same UE while receiving the GTP-C message carrying MTC small data, it can decide not to trigger the optimization mechanism. Instead, it requests MME to wake up UE from idle mode and re-establish the AS security and DRBs. Then the packets and MTC small data are transmitted through normal data path.
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Figure 6.53-4: Data path for MT small data transmission (GTP-based S5/8)

· S5/8 interface is implemented by PMIP

In this case, the DL bearer binding is handled in S-GW. Therefore, from P-GW to S-GW, the MTC small packet is treated as a normal data packet and forwarded by tunnelling protocol. In S-GW, the MTC data packet is identified by DL TFT. Similar to the description in the GTP-based S5/8 case, the S-GW can decide if the optimization mechanism is triggered. If it is triggered, S-GW follows the operations described in clause 6.53.2 “LTE procedure for single MT IP packet delivery” Steps (b)-(f) to forward the packet.
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Figure 6.53-5: Data path for MT small data transmission (PMIP-based S5/8)

6.53.4
Impacts on existing nodes or functionality
The following impacts are brought from the MTC small data identification mechanism.

1. To describe the MTC small data transmission rules in TFTs, the following modification may be required in TFT format. 

· New packet filter component type to describe the packet features.

· An action indicator to present how to handle the packets matching the filter. For example,
· Add a flag to indicate that the packets shall be transmitted over NAS signalling connection.
· Map the packets to a reserved bearer ID or specific bearer ID (e.g., SRB2) to indicate that the matched packets shall be transmitted over NAS signalling connection.
2. P-GW (if GTP-based S5/8) or S-GW (if PMIP-based S5/8) has to be aware of the MTC small data transmission policy before generating TFTs for a PDN connection.

3. A new GTP-C message (e.g., Uplink Data Notification message) is required to carry the MTC small data from MME to S-GW in UL direction.

4. For GTP-based S5/8, the DL MTC small data is transmitted from P-GW to S-GW by GTP-C message, not GTP-U.

6.53.5
Evaluation

Typical IP flow scenarios (e.g. when TCP transport is used) require multiple round trips.
**************************** End of change ****************************
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