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Abstract of the contribution: This paper provides an evaluation of the proposed solutions with regard to interactions between IMS and PS domains as needed to get NPLI for the different SIP events. Related rows for the comparison table are proposed.

	
	
	LCS-based
	PCC-based

	
	HSS based retrieval
	LCS based NPLI provision from MME to GMLC
	PCC-based
	Enhanced PS domain location reporting

	MO side NPLI based service/routing
(AS needs NPLI)
	HSS based retrieval by AS, roaming case assumed to get adequate location granularity
	P-CSCF queries GMLC.
Roaming expected to get adequate location granularity.
	For this NPLI may be already needed with the INVITE using the “bearer independent NPLI fetch” as it cannot wait for bearer establishment. A differentiator is needed for the P-CSCF as it is may be needed only for some of the UEs. If used for all UEs the bearer dependent fetch may become obsolete.
	P-CSCF fetches NPLI for every INVITE, roaming case assumed to get adequate location granularity

	MT side NPLI based service/routing

(AS needs NPLI)
	AS requested HSS based retrieval with paging, roaming case assumed to get adequate location granularity
	AS to query LRF. LCS active location retrieval with paging.
roaming expected to get adequate location granularity
	AS requested HSS based retrieval with paging may be used, roaming case assumed to get adequate location granularity
	AS requested HSS based retrieval with paging may be used, roaming case assumed to get adequate location granularity

	MO side Successful media/bearer addition/modification
	S-CSCF retrieves when there is modification/addition. No solution for P-CSCF described.
	P-CSCF queries GMLC for NPLI and transfers with INVITE to S-CSCF
	After bearer activation/modification P-CSCF transfers NPLI with UPDATE to S-CSCF
	P-CSCF fetches NPLI for every INVITE and provides NPLI with it to S-CSCF

	MT side Successful media/bearer addition/modification
	S-CSCF retrieves when there is modification/addition. No solution for P-CSCF described.
	P-CSCF queries GMLC for NPLI and transfers with 183 Session Progress to S-CSCF
	After bearer activation/modification P-CSCF transfers NPLI with the next SIP message to S-CSCF
	P-CSCF fetches NPLI for every INVITE and provides NPLI with next SIP message to S-CSCF

	Bearer independent location, service release/termination and media/bearer release/termination
	S-CSCF retrieves when there is modification/addition. No solution for P-CSCF described.
	P-CSCF needs to identify every SIP message that requires sending NPLI to S-SCSF. If that specific message is in direction towards S-SCSF then the P-CSCF delays it until NPLI is received. If that specific message is towards UE the P-CSCF adds the NPLI to the related response message.
The P-CSCF always retrieves the NPLI from PCEF.
	P-CSCF needs to identify every SIP message that requires sending NPLI to S-SCSF. If that specific message is in direction towards S-SCSF then the P-CSCF delays it until NPLI is received. If that specific message is towards UE the P-CSCF adds the NPLI to the related response message.
If the release/termination includes bearer release/termination the P-CSCF gets the NPLI during bearer handling, otherwise the P-CSCF retrieves it from PCEF.
	P-CSCF needs to identify every SIP message that requires sending NPLI to S-SCSF. If that specific message is in direction towards S-SCSF then the P-CSCF delays it until NPLI is received. If that specific message is towards UE the P-CSCF adds the NPLI to the related response message.

The P-CSCF always retrieves the NPLI from PCEF.


Conclusion

The solutions with NPLI retrieval and distribution by P-CSCF require largely similar functionality. The P-CSCF needs to know trigger conditions for retrieving NPLI. And also the restrictions for delivering of NPLI to other IMS nodes are the same for the different proposals. If the triggering SIP message is in uplink direction the P-CSCF has to retrieve NPLI and add it to the SIP message before forwarding to the S-CSCF. If the triggering SIP message is in downlink direction the P-CSCF retrieves NPLI and provides it with the response SIP message to the S-CSCF. It is proposed to adopt such an interaction between PS domain and IMS.
Annex: example flows from 24.228 V5.15.0
5.3
End-to-End QoS and signalling call flows interactions

5.3.1
Mobile Originating with Service-based Local Policy, without resource reservation protocol, only GPRS procedures

Figure 5.3.1-1 shows an example of the GPRS and the COPS interactions during a session setup when SBLP is being applied. Because the S-CSCF is not involved in GPRS interaction, it is not shown in the flow, but it is assumed that the S-CSCF or I-CSCF is the next entity  in the signalling flow.

This example is appropriate for a SIP session requesting the establishment of QoS preconditions, although only SBLP aspects are highlighted. It is assumed in this example that both the UAC and UAS have chosen to use the GPRS procedures to guarantee the QoS, which means both the UAC and UAS establish satisfactory PDP context on their respective accesses. It is assumed that the core network is DiffServ enabled and service based local policy (SBLP) decisions are taken by the PDF. The addition of the GPRS procedures in the access networks to the DiffServ enabled core network guarantees the end-to-end quality of service.
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 EMBED Visio.Drawing.6  
Figure 5.3.1-1: Interaction between SIP/SDP, GPRS and COPS, Mobile originating side

Only the relevant SIP, GPRS and COPS messages are mentioned in this subclause. The complete SIP messages are detailed in subclause 7.2.2. The GPRS messages are detailed in 3GPP TS 24.008 [12] and 3GPP TS 29.060 [10]. The COPS messages are detailed in 3GPP TS 29.207 [9].

6. 
Authorise QoS Resources


At the reception of the 183 (Session Progress) response at the P-CSCF, the P-CSCF obtains the Media Authorisation Token from the PDF.

7.
183 (Session Progress) (P-CSCF to UE)

This message typically contains the P-Media Authorization header, which holds the Media Authorisation Token. Upon receipt of the Media Authorisation Token, the UE generates a flow identifier which identifies an IP media flow associated with the SIP session.  The Flow Identifiers are based on the sequence of media flows in the SDP. A Flow Identifier combined with the Authorization Token is sufficient to uniquely identify an IP media flow.

12.
GPRS: Active PDP Context (UE to SGSN)

The UE sends an Activate PDP Context message to the SGSN as defined in 3GPP TS 24.008 [12]. The UE associates the PDP context to the session by including the media authorisation token information and the flow identifier(s) information. The PDP context is bi-directional.

13.
GPRS: Create PDP Context (SGSN to GGSN)

The SGSN checks the user profile to authorise the requested QoS and also the available resource, if both are granted, it sends the corresponding Create PDP Context message to the GGSN as defined in 3GPP TS 29.060 [10]. This message contains the media authorisation token information and the flow identifier(s) information.

14.
COPS: REQ (GGSN to PDF)

When the Create PDP Context message is received in the GGSN containing the media authorisation token information and the flow identifier(s) information, the Policy Enforcement Point in the GGSN sends a COPS REQ message to the PDF as described in 3GPP TS 29.207 [9]. The PDF verifies that the media authorisation token information and the associated flow identifier(s) information are as expected.

15.
COPS: DEC (PDF to GGSN)


The PDF sends a COPS DEC message back to the GGSN.

16. 
COPS: RPT (GGSN to PDF)


The GGSN sends a COPS RPT message back to the PDF, and includes an acknowledgement and/or an error response to the DEC message.

17.
GPRS: Create PDP Context Resp (GGSN to SGSN)

The GGSN checks its own available resources and if enough resources are available, it sends a Create PDP Context Response message back to SGSN containing the negotiated value of the UMTS QoS IE as defined in 3GPP TS 29.060 [10].

18.
GPRS: Active PDP Context Accept (SGSN to UE)


The SGSN sends an Activate PDP Context Accept message to UE containing the negotiated value of the UMTS QoS Information Element as defined in TS 24.008 [12].

19.
UPDATE request (UE to P-CSCF)

As the confirmation of the preconditions are requested in the 183 (Session Progress) response, when the UE finishes the QoS reservation for both the uplink and downlink direction, according to the GPRS procedures as indicated by the GPRS: Active PDP Context Accept message, it sends the UPDATE request to the terminating endpoint, via the signalling path established by the INVITE request. The UPDATE request includes in the SDP the information about the successful QoS bi-directional mode, due to the successful bi-directional PDP context established. The SDP indicates that the QoS resource reservation for both send and receive mode was successful from the terminating endpoint side.

30.
COPS: DEC (PDF to GGSN)


When the P-CSCF receives the 200 (OK) response to the INVITE request, the PDF sends a COPS DEC message to the GGSN to enable the use of the authorised QoS resources, i.e. to open the 'gate', and allow packet flow in both directions in accordance with the policy decision within the GGSN Policy Enforcement Point.

31.
COPS: RPT (GGSN to PDF)


The GGSN receives the COPS DEC message and enables the use of the authorised QoS resources, i.e. opens the 'gate' within the GGSN, and sends a COPS RPT message back to the PDF.

5.3.2
Mobile Termination, with Service-based Local Policy, without resource reservation protocol, only GPRS procedures

Figure 5.3.2-1 shows an example of the GPRS and the COPS interactions during a session setup when SBLP is being applied. Because the S-CSCF is not involved in GPRS interaction, it is not shown in the, but it is assumed that the S-CSCF is the next entity in the signalling flow.

This example is appropriate for a SIP session requesting the establishment of QoS preconditions, although only SBLP aspects are highlighted. It is assumed in this example that both the UAC and UAS have chosen to use the GPRS procedures to guarantee the QoS, which means both the UAC and UAS establish satisfactory PDP context on their respective accesses. It is assumed that the core network is DiffServ enabled and service based local policy (SBLP) decisions are taken by the PDF. The addition of the GPRS procedures in the access networks to the DiffServ enabled core network guarantees the end-to-end quality of service.
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Figure 5.3.2-1 Interaction between SIP/SDP, GPRS and COPS, Mobile terminating side

Only the relevant SIP, GPRS and COPS messages are mentioned in this subclause. The complete SIP messages are detailed in subclause 7.4.2. The GPRS messages are detailed in 3GPP TS 24.008 [12] and 3GPP TS 29.060 [10]. The COPS messages are detailed in 3GPP TS 29.207 [9].

3.
INVITE request (P-CSCF to UE)

Upon receiving the INVITE request, the PDF generates the media authorisation token; the P-CSCF obtains the token from the PDF and puts it into the P-Media-Authorization header in the INVITE request and sends it to the UE.

5.
183 (Session Progress) (UE to P-CSCF)

The UE sends the 183 (Session Progress) response back to P-CSCF with the accepted SDP. 

6. 
Authorise QoS Resources


At the reception of the 183 (Session Progress) response at the P-CSCF, the P-CSCF authorizes the QoS resources needed for this session.

9.
PRACK (P-CSCF to UE)

This PRACK request may carry the SDP which will be used for this session. The P-CSCF forwards the PRACK request to the UE.

12.
GPRS: Active PDP Context (UE to SGSN)

The UE sends an Activate PDP Context message to the SGSN as defined in 3GPP TS 24.008 [12]. The UE associates the PDP context to the session by including the media authorisation token information and the flow identifier(s) information. The PDP Context is bi-directional.

13.
GPRS: Create PDP Context (SGSN to GGSN)

The SGSN checks the user profile to authorise the requested QoS and also the available resources, if both are granted, it sends the corresponding Create PDP Context message to the GGSN as defined in 3GPP TS 29.060 [10]. This message contains the media authorisation token information and the flow identifier(s) information.

14.
COPS: REQ (GGSN to PDF)

When the Create PDP Context message is received in the GGSN containing the media authorisation token information and the flow identifier(s) information, the P olicy Enforcement Point in the GGSN sends a COPS REQ message to the PDF as described in 3GPP TS 29.207 [9]. The PDF verifies that the media authorisation token information and the associated flow identifier(s) information are as expected.

15.
COPS: DEC (PDF to GGSN)


The PDF sends a COPS DEC message back to the GGSN.

16.
COPS: RPT (GGSN to PDF)


The GGSN sends a COPS RPT message back to the PDF, and includes an acknowledgement and/or an error response to the DEC message.

17.
GPRS: Create PDP Context Response (GGSN to SGSN)

The GGSN checks its own available resources and if enough resources are available, it sends a Create PDP Context Response message back to SGSN containing the negotiated value of the UMTS QoS Information Element as defined in 3GPP TS 29.060 [10].

18.
GPRS: Active PDP Context Accept (SGSN to UE)


The SGSN sends an Activate PDP Context Accept message to UE containing the negotiated value of the UMTS QoS Information Element as defined in 3GPP TS 24.008 [12].

23.
180 (Ringing) (UE to P-CSCF)


As QoS preconditions are requested within the INVITE request, the UE waits for two events to occur. Firstly, the GPRS resource reservation must complete successfully as indicated by the GPRS: Active PDP Context Accept. Secondly, the resource reservation initiated by the originating endpoint must complete successfully. This is indicated by the SDP included in UPDATE request. The UE may now alert the subscriber of an incoming session attempt and send the 180 (Ringing) provisional response.

30.
COPS: DEC (PDF to GGSN)


When the P-CSCF receives the 200 (OK) response to the INVITE request, the PDF shall send a COPS DEC message to the GGSN to enable the use of the authorised QoS resources, i.e., to open the 'gate', and allow packet flow in both directions in accordance with the policy decision within the GGSN PEP.

31.
COPS: RPT (GGSN to PDF)


The GGSN receives the COPS DEC message and enables the use of the authorised QoS resources, i.e., opens the 'gate' within the GGSN, and sends a COPS RPT message back to the PDF.

7.2.2.3
Session abandoned, or resource failure

The roaming subscriber that initiated a session with procedure MO#1a either abandoned the attempt, or was unable to obtain the resources necessary for the session. The signalling flow for this error handling is shown in figure 7.2.2.3-1.

If the session is aborted due to failure to obtain resources, it will occur at step #18 in the signalling flow; steps 19-33 (marked as optional) will not be present. If the session is abandoned due to user command, it can happen at any point between steps 8-33.
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Figure 7.2.2.3-1: Session abandoned or resource failure

1-7.
INVITE (UE to P-CSCF) et seq


UE#1 initiated a session, as described in subclause 7.2.2.1.

8-33.
183 Session Progress (S-S to MO#1a) et seq


Session initiation possibly continued, prior to detection of a failure condition, as described in subclause 7.2.2.1.

34.

CANCEL (UE to P-CSCF) – see example in table 7.2.2.3-34


The UE cancelled the original INVITE request.

8.2
Mobile terminal initiated session release

Figure 8.2-1 shows a mobile terminal initiated IM CN subsystem application (SIP) session release. It is assumed that the session is active and that the bearer was established directly between the two visited networks (the visited networks could be the Home network in either or both cases).
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Figure 8.2-1: Mobile initiated session release

1
SIP BYE (UE to P-CSCF) - see example in table 8.2-1

One mobile party hangs up, which generates a SIP BYE request from the UE to the P-CSCF.

10.6
IMS Message Exchange, UEs in different networks
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Figure 10.6-1 Message exchange, UEs in different networks

Figure 10.6-1 shows two IMS UEs exchanging a Message. The details of the flows are as follows:

1.
MESSAGE request (UE to P-CSCF#1) – see example in table 10.6-1
.
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