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1
Introduction

The contribution proposes conclusions for the IPv4 addressing issue. 

2
Discussion & Conclusions

Since the IPv6 addressing has already been tentatively agreed as the primary solution for the addressing issue, it is expected that the IPv6 based solution will be the most prevalent one. 

For those cases, where IPv4 addressing is needed, it is proposed that the PLMN operator assign a distinct APN for use by each MTC user. MTC devices communicating with MTC servers of this MTC user will be configured with this APN. When the MTC device establishes a packet data connection using this configured APN, the IP address allocated to the MTC device and the IPv4 address of the MTC server will share the same IPv4 address space. This solution will be best suited for a MTC user deploying a large number of MTC devices. 

When the MTC user does not have a large number of MTC devices to support, making the reservation of an distinct APN for each such MTC user unattractive to the PLMN operator, the use of NAT boxes can be considered. But this will be a only very small fraction of the total number of MTC devices to be supported by the network. In such cases, mobile terminated communication will not be possible unless the NAT devices in the data path are configured first. For this case, it is proposed that the PLMN operator use one of the device triggering mechanism (e.g. SMS). When the MTC device receives the trigger, it will establish IP connectivity through the GGSN/PGW to the MTC server and thereby configuring any NAT devices in the path.
Several solutions have been described in the TR. Some of these solutions (e.g.  NATTT) require a protocol change in the UE and/or in the network and hence are more complex to implement. Some solutions work well with a small number of devices (e.g. cell broadcast), but do not scale well when this condition does not hold true. Some solutions (e.g. IP address allocation using existing procedures) are able to scale up to a large number of applications, but are not able to handle mobile terminating communication initiation. 
Hence, it is proposed that a combination of mechanisms already documented in the TR be used. In particular, it is proposed to conclude the following:

-
Only managed NATs be supported for MTC. Unmanaged NATs are outside the scope of the 3GPP.

-
A special APN dedicated to MTC services is allocated by the network operator on a per MTC user basis. IPv4 address assignment follows the already defined procedures and ensures that the MTC device and the MTC server are in the same IPv4 address space.This is described in subclause 6.29 of TR 23.888. In this case, MTC server uses the IPv4 address/port of a MTC device for mobile terminated communication with that MTC device.
-
If special APN dedicated to MTC services is not allocated, then the MTC device and the MTC server could belong to different IPv4 address spaces and have a NAT device interworking between these addresses. For such scenarios, the MTC Server can use any of the Online Device Triggering mechanisms (defind in clause 6.39, 6.41, 6.42, 6.43 and 6.44 of TR 23.888) to request the MTC device to setup a MO connection to the MTC server. Since the NAT device is configured only when the MTC device initiates a data connection to the MTC server, a trigger mechanism (such as SMS) is used by the MTC –IWF to request MTC device to establish a data connection to the MTC server. This is described in subclause 6.51 of TR 23.888. 
-
Given that the above solves the problem of handling private IPv4 addresses, there is no need to document any of the additional procedures in 3GPP specifications.
5
Proposed changes TR 23.888 v1.4.0

**** FIRST CHANGE ****

7.2
Interim conclusions for release 11 specification work 
7.2.1
IP Addressing – Key Issue 5.3

This clause contains the agreed conclusions corresponding to Key Issues 5.3.

3GPP Release 11 specifications should be developed in the following areas:

a) IPv6 as the primary solution for IP addressing of UEs used for MTC;
b) IPv4 based solutions are considered transition solutions and are deprecated;
c) For supporting IPv4 based addressing,
d) -
only managed NAT usage is supported in 3GPP specifications;
e) -
the operator configures, in the MTC device, the APN to be used by the MTC device to connect to a MTC server; IPv4 address allocation is performed following procedures already described in 3GPP specifications;
f) -
when MTC UE and the MTC server do not share IPv4 addresses from a common IPv4 address space, the Online Device triggering mechanism [see clause 6.29] can be used by the MTC server to initiate communication with the MTC device;
g) The documentation approach is described in sub clause 8.2. 
NOTE 1:
The scenario where the MTC Server and/or its end-to-end connection to the mobile operator’s domain is dependent on IPv4 addressing will be reduced as the migration to IPv6 proceeds. However an IPv6 capable MTC Server (i.e. dual-stack) in an IPv4 public address space can still be a valid scenario for some years. For such scenarios where there is no end-to-end IPv6 connectivity, well known transition mechanisms can be used. This is considered normal network design and should be transparent to 3GPP specifications. Therefore an MTC Server using IPv6 addressing connected to IPv6 UE used for MTC over a public IPv4 address space can be considered as an IPv6 scenario (i.e. scenario A in subclause 5.3.1).



**** NEXT CHANGE ****

8.2
Related to Interim conclusions for release 11 specification work 
8.2.1
IP addressing

8.2.1.1
Guiding Principles

This clause provides a proposed way forward and guiding principles on how to document IP addressing related aspects in normative Stage 2 specifications. 

The guiding principles when to documenting IP addressing solutions are:

A. Focus on most important deployment scenarios as per clause 5.3.1

B. Maximize the reuse of existing 3GPP standards and minimize the impact on the 3GPP System

C. Use of IPv6 addressing as the primary solution for IP addressing of UEs used for MTC. IPv4 based addressing is deprecated but not precluded. 

8.2.1.2
Documentation approach

It is proposed that IP addressing aspects are documented using the following approach:

· A normative part giving an overview of IPv6 addressing mechanisms. 

· An informative annex documenting how existing mechanisms can be used to support IPv4 addressing mechanisms to serve as implementation guideline for transition solutions.
**** END OF CHANGES ****






















































































































































































































































































































































































































































































































3GPP


