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Abstract of the contribution: This contribution presents issues concerning the architecture to support roaming 
1. Introduction 
This contribution provides the solutions for the roaming architecture which is FFS
2. Discussion 
In the MTC conference call on 14 September 2011, it was discussed that the MTCsp (and MTCsms) for an UE may be always provided by its home PLMN. When we take the assumption for Rel-11, the following two options are possible for the MTC UEs in the visiting networks. 
· Option1 : Any MTC features requiring the involvement of the MTC server and the MTCsp are not supported 
· Option 2: Only when both the visiting network and the home network have the MTC- IWFs and the MTC IWFs in the home network and in the visited network are securely connected, the MTC features requiring the involvement of the MTC server and the MTCsp are supported
For Option 1, MTC-IWF should know whether the UE is in the home network or in the visited network to the MTC server. Because the MME to which the UE is currently registered is recorded in HSS during location update, HSS can provide the information to the UE and hence the MTC-IWF should have the connection to the HSS.
Proposal 1 : In the home network MTC-IWF should have the connection via the interface zzz to HSS in order to find whether the UE is in the home network or in the visited network
For Option2, in addition to proposal 1, both the visiting network and the home network have the MTC- IWFs and the MTC IWFs in each network are securely connected. Hence, MTC-IWFs should support the interface XXX to MTC_IWF in other network and MTC-SMS/SMS-IP-GW should support the interface YYY to MTC-SMS/SMS-IP-GW in other network as seen in the figure 1. Also, the interface XXX and interface YYY should be securely protected by Network Domain security. 

Proposal 2 : MTC-IWFs should support the interface XXX to MTC_IWF in other networks and MTC-SMS/SMS-IP-GW should support the interface YYY to MTC-SMS/SMS-IP-GW. Also, the interface XXX and interface YYY should be securely protected by Network Domain security. 
3. Suggestion

We suggest updating according to the proposal 1 and proposal 2. 
First Change

4.3
Architectural Reference Model for MTC
The end-to-end application, between the UE used for Machine Type Communication (MTC) and the MTC Application, uses services provided by the 3GPP system, and optionally services provided by an MTC Server. The 3GPP system provides transport and communication services (including 3GPP bearer services, IMS and SMS) including various optimizations that can facilitate MTC.

Figure 4.3-1 shows a UE used for MTC connecting to the 3GPP network (UTRAN, E-UTRAN, GERAN, I-WLAN, etc) via the Um/Uu/LTE-Uu interface. The architecture covers the various architectural models described in Section 4.2.

-
Direct Model - Direct Communication provided by the 3GPP Operator: The MTC Application connects directly to the operator network without the use of any MTC Server;

-
Indirect Model – MTC Service Provider controlled communication: The MTC Server is an entity outside of the operator domain. The MTCi, MTCsp and MTCsms are external interfaces (i.e. to a third party M2M service provider);

-
Indirect Model – 3GPP Operator controlled communication: The MTC Server is an entity inside the operator domain. The MTCi, MTCsp and MTCsms are internal to the PLMN;

-
Hybrid Model: The direct and indirect models are used simultaneously in the hybrid model e.g. connecting the user plane using the direct model and doing control plane signalling using the indirect model.

Editor’s Note: Considerations for hybrid scenarios and for security and scalability for the direct model is FFS.
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Figure 4.3-1: 3GPP Architecture for Machine-Type Communication
The ‘MTC Application’ entities and the reference point API in the figure are outside of 3GPP scope. They are solely used as abstracts to show the end-to-end view for MTC and simplify mapping to MTC specifications of other standardization organizations. 

The MTC Server is an entity which connects to the 3GPP network to communicate with UEs used for MTC and nodes in the PLMN.
The 3GPP Architecture supports roaming scenarios in which the UE used for MTC obtains service by means of Um/Uu/LTE-Uu in a VPLMN.


For the roaming UE in the visited network, the MTC-IWF shall have the connection with HSS/HLR within the home network. Also, optionally, the MTC-IWF in the home network may have the secure connection with the MTC-IWFs in the visited networks. 
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Figure 4.3-2: 3GPP Architecture for Machine-Type Communication
Editor’s Note: the protocols for XXX,YYY and ZZZ is FFS.
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