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Abstract of the contribution: The contribution is to discuss the fundamental non-seamless WLAN offload deployment scenarios for BBAI BB2 when considering the support of the QoS control. 
Introduction
This paper discusses the fundamental non-seamless WLAN offload deployment scenarios for the BBAI building block 2 when considering the support of QoS control.
According to the outcome of the BBAI BB2 scope discussions from the Naantali SA2#86 meeting, the support of QoS control for the non-seamless WLAN offload is a requirement confirmed by multiple operators.  

As captured in TR 23.839[1] section 6, it was agreed that UE needs to be authenticated by the EPC in order to enable the UE’s policies to be provided to the BBF access to support policy enforcement on the UE which should also include the QoS control.  However, during the Naantali SA2#86 meeting, there was no conclusion as to which non-seamless WLAN offload deployment scenarios that the QoS control is feasible.  
The purpose of this discussion paper is to examine the non-seamless WLAN offload deployment scenarios separately.  Based on the specific deployment scenario, the feasibility of the QoS control support will then be studied thoroughly to determine the network solution requirements.
Discussions
There were several key deployment scenario considerations discussed during the Naantali SA2#86 meeting in term of the feasibility to support QoS control.  Particularly, the key deployment scenarios surrounding the considerations of: 
· Authenticated vs. Non-authenticated UE

· Operator Managed vs. Unmanaged BBF Access (including RG as the UE entry point to the BBF access network)
· NATed vs. Non-NATed BBF access domain
1. Authenticated vs. Non-authenticated UE 

As mentioned earlier, during the Naantali SA2#86 meeting, BBAI participants have agreed that UE needs to be authenticated by the EPC in order to enable the UE’s policies to be provided to the BBF access.  Therefore, one can conclude that, it is only feasible to enable the QoS control if the UE is authenticated by the EPC. 
2. BBF Operator Managed vs. Unmanaged BBF network elements including the managed RG which is the UE entry point to the BBF access network  

It has been agreed during the Naantali SA2#86 meeting, policies for a UE’s offloaded traffic are sent from the EPC Network to the BBF access network via S9a.  This requires the EPC and the BBF access to resolve the association of the UE’s local identifier that is recognized by BBF access with the UE’s EPC policy which is indexed by UE’s ID (i.e. EPC managed Identifier).   
If the BBF access has no deterministic fashion to recognize the UE’s local identifier apriori, it would be very difficult for the BBF access to coordinate with the EPC to derive the association of the UE’s policy with the UE’s BBF local identifier.  Therefore, it is reasonable to recognize that, to support QoS control over the BBF access for the non-seamless WLAN offload requires the operator-managed BBF network elements interactions.  

Certainly, based on some pre-provisioned local policy that was agreed between the BBF and 3GPP operators, some aggregate level of the QoS support may be feasible.  However, such approach does not require to be standardized, and hence, the pre-provision approach should not be within the scope of the BB2 discussion as such local policy is network implementation specific. 

3. NATed vs. Non-NATed BBF access domain
At this point, it is reasonable to assume that, the minimum BB2 requirements for enabling the QoS control for 3GPP non-seamless WLAN offload are:

· UE is required to be EPC authenticated, and  

· operator-managed BBF access 

Once the criteria 1. and 2. above are met, it is feasible for the EPC to pass on the UE’s polices to the BBF access to support the QoS control for the WLAN offloaded traffic with the understanding that the BBF access can recognize the UE’s offloaded traffic to correspond to the QoS control policy that the EPC provided. 
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Figure 1: Non-seamless WLAN Offload scenarios
Figure-1 above is to explain the situation when BBF deploys NAT.  In this deployment scenario, the UE will have two different local-IP@s, one is associated with home-routed traffic, and the other one is associated with the offloaded traffic.  
For the local-IP@ and port-number that are associated with the home-routed traffic, as the EPC is the termination point of the IPSec tunnel, even though it is NATed at the RG or at the BNG, it is feasible for the EPC to derive the mapping of the NATed home-routed traffic with the UE’s inner-IP@, and for the EPC to provide such mapping to the BBF over S9a to enable the policy enforcement per individual UE. 
For the local-IP@ and port-number that are associated with the offloaded traffic, since the traffic route does not go through the EPC, this implies that another mean is needed to enable the EPC to derive the mapping of the NATed offloaded traffic with the UE’s ID.  
The complication arises if the RG is unmanaged and has NAT installed, and if either the BBF access or the EPC cannot be informed of the UE’s EPC ID and the corresponding NATed local-IP@ and port-number, it is not feasible for the EPC to determine the required UE’s policy to be passed onto the BBF over the S9a and also for the BBF to distinct the UE to enforce the policy.  
For the case when the RG is managed, this allows the BBF to have the knowledge for what the NATed local-IP@ and port-number are assigned to the given UE’s offloaded traffic.  And if the UE is authenticated via 3GPP based access authentication, this will then allow the BBF to obtain sufficient information to coordinate with the BBF-AAA and the 3GPP-AAA/HSS to associate the UE-ID with the BBF assigned pre-NATed IP and NATed IP info. Once such mapping is available at the BBF, the BNG can then enforce the QoS policy that is provided by the EPC on the UE’s WLAN offloaded traffic. 
Hence, one can derive the conclusion that, in the case when NAT is enabled in the BBF access, only the managed BBF network configuration including the managed RG will enable the BBF QoS policy enforcement on per UE be feasible. 
Proposal 

It is proposed to the following changes to TR 23.839:
/**************************************** Start of Changes *********************************/
6.1 Policy and QoS

Policies for a UE’s offloaded traffic are sent from the EPC Network to the BBF access network via S9a.

Establishment of S9a for a UE is either done as a result of the UE’s 3GPP-based access authentication, or as a result of S2b/S2c tunnel setup. If neither 3GPP-based access authentication nor tunnel setup is performed, then no policies from the EPC Network can be sent to the BBF access network.

The BBF access network might be pre-configured with policies for a UE.

It is assumed that QoS for a UE’s offloaded traffic is enforced by the BBF access network, based on rules received via S9a from the EPC Network.
If the UE is behind the NAT, the support of the 3GPP based access authentication is required in order to enable the BBF access to associate the UE’s ID with the BBF assigned Local-IP@ to support QoS control policy that is provided by the EPC network. 
Editor's Note: It is FFS if reflective QoS as defined in building block 1 is needed also for offloaded traffic.

A distinction is made between static and dynamic policies. Static policies for a UE are those policies that are known by the EPC Network at the time of UE attachment. Dynamic policies for a UE are those policies that cannot be known by the EPC Network at the time of UE attachment.

/**************************************** End of Changes *********************************/
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