SA WG2 Temporary Document

Page 1

SA WG2 Meeting #86
S2-113812
11 - 15 July 2011, Naantali, Finland
(revision of S2-113381, S2-113660)
Source:
Motorola Mobility
Title:
Identification of traffic based on content size
Document for:
Approval
Agenda Item:
9.10
Work Item / Release:
DIDA / Rel-11
Abstract of the contribution:

Discussion
Many operators have expressed interest in “protecting” users with limited data plans by e.g. data metering in the UE (so that users can have an up-to-date measure of their consumed data traffic on 2G/3G) and download management, which can prevent large content from being transferred on 2G/3G data connections. Typically, the download management functionality in the UE can alert the user before a large content is downloaded (and solicit user’s consent) or can automatically suspend the download until WLAN connectivity is available. The latter case is specifically useful when the user attempts to download a new application or to view a video-on-demand content.
The behaviour of download management functionality in the UE could be configured by the operator with ANDSF policies of the form: “Retrieval of content larger than 5Mbytes shall be prevented on 3GPP access” or “… shall be prevented on 3GPP access in high-peak hours”.
The content size can be determined in the UE with several protocol-specific means, e.g. by reading the Content-Length header of HTTP responses. Although, in some data retrieval scenarios the content size determination may not be possible (e.g. when requesting real-time streaming), it is expected that such scenarios will be limited in practice. Nevertheless, the ANDSF policies that identify traffic based on content size should be applied by the UE on a best-effort basis (i.e. whenever possible).
To capture the above use case, it is proposed to extend the data identification capabilities of ANDSF policies with the following changes in TR 23.855.
Proposed Changes
4.2.X
Identification of traffic based on content size

The operator may need to restrict large content from being transferred over 3GPP access in order to protect users with limited data plans and/or to offload the 3GPP network from excess data traffic. To fulfil this need, it would be beneficial to extend data identification in the ANDSF in order to support policies, as an example, of the form: 
-
“Content larger than X bytes should not use 3GPP access between 10am and 5pm”
Editor’s Note: It is FFS how to ensure a consistent user experience with such an operator policy.
It is expected that the content size determination will be carried out in the UE with implementation specific means. The ANDSF policies that identify traffic based on content size should be considered as operator preferences applied by the UE only when the UE can determine the size of the content.
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