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*** First Change ***

H.3.7
PCC Procedures and Flows

H.3.7.1
Introduction

From the network scenarios listed in clause 7.1, the Case 1 (no Gateway Control Session) applies for Fixed Broadband Access for both S2b-GTP, trusted S2c and H(e)NB scenarios, the Case 2b (a Gateway Control Session per IP-CAN Session) applies for S2b-PMIP and case 2a applies for untrusted S2c.
In all information flows, the ePDG is present only in untrusted scenario case 2a and case 2b.
H.3.7.2
IP-CAN Session Establishment

The steps shown in H.3.7.2.1 are performed when the BPCF knows that the 3GPP UE attached via Fixed Broadband network and establishes the S9* session with the PCRF. The steps shown in H.3.7.2.2 are performed when the PCRF knows that the 3GPP UE establishes the first PDN connection and request the BPCF to establish the S9* session. The subsequent PDN connections do not trigger B.1 or B.2 in H.3.7.2.2.

NOTE 1: 
When PCRF receives the IP-CAN session establishment indication, PCRF determines if a S9* session is already present for this IP-CAN session. If S9* session is not already established, the PCRF shall trigger S9* session establishment procedure from the BPCF. 

NOTE 2: 
ePDG is unaware whether S9* session establishment has been established by the BBF access network, therefore it shall send UE local IP address and UDP port number to PCRF via Gxb* for untrusted S2c or S2b-PMIP cases or via PDN GW and Gx for S2b-GTP case.
H.3.7.2.1
IP-CAN Session Establishment with S9* session established by BPCF
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Figure H.3.7.2.1: IP-CAN Session Establishment with S9* session established by BPCF
This procedure is applicable only for WLAN scenario. This procedure is the same as decribed in clause 7.2 with the exceptions described below:
A.1 
The BPCF can trigger the S9* session establishment if it becomes aware that a 3GPP UE has attached via the BBF access and also learns the IMSI of the subscriber.  The BBF access network may become aware of the UE if 3GPP-based access authentication (EAP-AKA/AKA’) is performed.
A.2
The BPCF Initiates S9* session establishment to the PCRF for non-roaming and to the V-PCRF for roaming cases, the information contained in the request message includes IMSI, IP-CAN type, local UE IP address. Triggered by the S9* session establishment the V-PCRF triggers the S9 session establishment to the H-PCRF. 

A.3 
The PCRF reply message contains the result code.

H.3.7.2.2
IP-CAN Session Establishment with S9* session established by PCRF
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 Figure H.3.7.2.2: IP-CAN Session Establishment with S9* session established by PCRF
This procedure is applicable for WLAN and H(e)NB scenario. This procedure is the same as described in clause 7.2 with the exceptions described below:
1.
Step 1 is performed only in case 2a and case 2b where the ePDG (BBERF) initiates a Gateway Control Session Establishment procedure as defined in clause H.3.7.6

In Step 3 for WLAN scenario the PCEF includes the UE local IP address and the UDP port number (if available), while for the H(e)NB scenario the PCEF includes the H(e)NB Local IP address, the the UDP port number and the FQDN (if available) of the Fixed Broadband Access at which the H(e)NB is connected to.

B.1 In case 1, triggered by the IP-CAN session establishment indication, the PCRF (non-roaming case) or the V-PCRF (visited access roaming case) initiates Gateway Control Session establishment with the BPCF to establish S9* Session, For WLAN scenario the PCRF includes in the request message to BPCF the IMSI, the UE local IP address and the UDP port number, while for the H(e)NB scenario it includes the IMSI, H(e)NB Local IP address, the the UDP port number (if available) and the FQDN of the Fixed Broadband Access at which the H(e)NB is connected to. For home routed, the H-PCRF initiates a Gateway Control Session over S9 to trigger the V-PCRF to establish the S9* session, for visited access, the V-PCRF initiates a Gateway Control Session over S9 to H-PCRF and the S9* session to BPCF.
B.2

The BPCF Initiates S9* session establishment including in the request message ithe IMSI, IP-CAN type, 
UE Local IP address, H(e)NB Local IP Address.

Editor´s note: It is not decided if the APN is sent from the BPCF to be used for PCRF discovery.
B.3

The PCRF reply message contains the result code.
H.3.7.3
IP-CAN Session Termination

H.3.7.3.1
IP-CAN Session Termination with S9* session terminated by BPCF
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Figure H.3.7.3.1: IP-CAN Session Termination with S9* session terminated from BPCF
This procedure is initiated by the BPCF to terminate a S9* session when the BPCF knows that the 3GPP UE is not longer attached via Fixed Broadband network. This procedure is the same as decribed in clause 7.3 with the additions described below:

A.1
The trigger in BPCF for initiating this procedure may be that the 3GPP UE is no longer connected via the BBF access (e.g. if the lease of the local IP address used by the 3GPP UE expires), if the BBF access network is aware of the UE is detached from the BBF access network. The BPCF may also use this procedure if an admission control request causes all resources of a UE to be pre-empted (if allowed by regulations).
A.2. 
The BPCF Initiates S9* session termination to the PCRF (non-roaming) and the V-PCRF (for roaming cases).Triggered by the S9* session termination the V-PCRF triggers the S9 session termination over S9.

A.3 
The PCRF reply message contains the result code.
H.3.7.3.2
IP-CAN Session Termination with S9* session terminated from PCRF
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Figure H.3.7.3.2: IP-CAN Session Termination with S9* session terminated from PCRF
This procedure is performed when the PCRF knows that the 3GPP UE released the last PDN connection and request the BPCF to release the S9* session. This procedure is applicable for both WLAN and H(e)NB scenario. This procedure is the same as decribed in clause 7.3 with the new steps described below:

B.1. 
In case 1, triggered by the IP-CAN session termination indication in  step 3 in clause 7.3, the PCRF (non-roaming case) or the H-PCRF (roaming case) initiates Gateway Control Session Termination with the BPCF to terminate the S9* Session Session if this is the last Gateway Control Session bound to the S9* session or a Gateway Control and QoS Rule Provisioning to remove QoS Rules for the purpose to release resources in the Fixed Broadband Access. The H-PCRF initiates a Gateway Control Session Termination or Gateway Control and QoS Rule Provisioning to the V-PCRF that triggers the Gateway Control Session Termination or Gateway and QoS Rule Provisioning to the BPCF.

B.2
The BPCF reply message contains the result code.
H.3.7.4
IP-CAN Session Modification

Both the PCRF-init IP-CAN Session Modification Procedure and the PCEF-initiated IP-CAN Session Modification Procedures as described in clause 7.4 are applicable for a 3GPP UE that attaches via a Fixed Broadband Access.

H.3.4.4.1
PCEF-Initiated IP-CAN Session Modification
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 Figure H.3.7.4.1: PCEF-initiated IP-CAN Session Modification 

This procedure is applicable for WLAN and H(e)NB scenario. This procedure is performed when the UE Local IP address, H(e)NB Local IP address or the UDP port number is changed. This procedure is the same as decribed in clause 7.4.1 with the additions described below:
Editor´s note: Whether additional event triggers are applicable to BBF interworking scenario is FFS.

Step 3 In case 1, the PCEF provides the updated UE local IP address, the updated H(e)NB IP address and/or UDP port number to the PCRF.
A.1 
The PCRF (non-roaming case) initiates Gateway Control and QoS Rule Provisioning with the BPCF to provide:
a. QoS-Rule with the QoS information (QCI, GBR, MBR, ARP). 

b. Aggregate Resource for non-GBR bearer. 

Editor’s note:
Whether the Aggregate Resource is used and the definition of Aggregate Resource is FFS.

c. Information (e.g. Session ID) that allows the BPCF to associate the request with the existing S9* session so that the fixed access can identify the traffic plane resources that are affected. 
NOTE: 
For encrypted tunnels there is no need to provide the SDF filters over S9*.

d. UE local IP address and/or the UDP port number, the H(e)NB Local IP address are provided in the request. 
The H-PCRF (home routed roaming case) provisions for WLAN case the UE local IP address and UDP port number (if available) and for H(e)NB case the H(e)NB local IP address and UDP port number (if available) to the V-PCRF to trigger the provisioning over S9*.
A.2 
The BPCF translates the QoS rule as received of the S9* interface (i.e. QCI, GBR and ARP) into access specific QoS parameters applicable in the BBF domain (the details of the mapping from 3GPP QoS parameters on S9* to QoS parameters applicable in the BBF domain is out of 3GPP scope).  The BPCF may respond with a “counter-offer” in form of acceptable bandwidth and/or QoS for one or more SDFs if it cannot provide the requested QoS from the PCRF. The BPCF provides the acceptable QoS in the BBF access using 3GPP QoS parameters on S9* interface (i.e. QCI, GBR) in the reply if the QoS validation for admission control fails. The PCRF may make a new policy decision, e.g. decide to modify or remove the affected QoS rules.
Editor´s note: It is FFS if the QoS Rule provisioning should include the MBR as well
H.3.7.4.2
PCRF-Initiated IP-CAN Session Modification

This procedure is initiated by the PCRF (non-roaming) or by the V-PCRF (roaming). The (V-)PCRF requests the BPCF to perform admission control. 
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Figure H.3.7.4.2: PCRF-Initiated IP-CAN Session Modification
This procedure is applicable for WLAN and H(e)NB scenario. This procedure is the same as decribed in clause 7.4.2 with the additions described below:
A.1
Triggered by the step 1, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Gateway Control and QoS Rule Request to provide:
a. QoS-Rule with the QoS information (QCI, GBR, MBR, ARP). 

b. Aggregate Resource for non-GBR bearer. 

Editor’s note:
Whether the Aggregate Resource is used and the definition of Aggregate Resource is FFS.
c. Information (e.g. Session ID) that allows the BPCF to associate the request with the existing S9* session so that the fixed access can identify the traffic plane resources that are affected. 

NOTE: 
For encrypted tunnels there is no need to provide the SDF filters over S9*.
d.
UE local IP address and/or the UDP port number, the H(e)NB Local IP address are provided in the request. 

A.2 
The BPCF translates the QoS rule as received of the S9* interface (i.e. QCI, GBR and ARP) into access specific QoS parameters applicable in the BBF domain (the details of the mapping from 3GPP QoS parameters on S9* to QoS parameters applicable in the BBF domain is out of 3GPP scope).  The BPCF may respond with a “counter-offer” in form of acceptable bandwidth and/or QoS for one or more SDFs if it cannot provide the requested QoS from the PCRF. The BPCF provides the acceptable QoS in the BBF access using 3GPP QoS parameters on S9* interface (i.e. QCI, GBR) in the reply if the QoS validation for admission control fails. The PCRF may make a new policy decision, e.g. decide to modify or remove the affected QoS rules.
H.3.7.4.3
BPCF-Initiated IP-CAN Session Modification
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Figure H.3.7.4.3: BPCF- Initiated IP-CAN Session Modification
The trigger for this procedure is that the BPCF has pre-empted some resources and wants to report a QoS rule failure to the PCRF, or when the BBF network cannot sustain the Bandwith allocated to a particular traffic class/DSCP aggregate,.
This procedure is applicable for WLAN and H(e)NB scenario. 
Editor’s Note: Whether additional condition and criteria specific for BBF network and defined by BBF forum are applicable for trigger BPCF-Initiated IP CAN session modification is for further study and out of the scope of 3GPP definition.
A.1
The BPCF initiates Gateway Control and QoS Rule Request to report QoS Rule failure to PCRF. 
A.2 
The PCRF acknowledge the request and may initiate PCRF-inititated IP-CAN session modification
Step 5 to 14 is the same as decribed in clause 7.4.2 
Editors´note: The information elements needs to be further detailed.
H.3.7.5 Gateway Control Session Procedures

H.3.7.5.1 Gateway Control Session Establishment
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Figure H.3.7.5.1: Gateway Control Session Establishment with S9* session established by the PCRF
This procedure is applicable for WLAN only. This procedure is the same as decribed in clause 7.7.1.1-1 with the additions described below:
 Step 2 For untrusted s2c and s2b-PMIP WLAN scenario the ePDG (BBERF) initiates a Gateway Control Session Establishment as defined in clause 7.7.1 with the PCRF (for non-roaming) and with the V-PCRF (for home routed and visited access roaming cases) including the IMSI, APN, IP-CAN type, the UE Local IP address, the UDP port number if available. For roaming and in case no S9 session exists for the same IMSI, the V-PCRF shall initiate S9 session establishment procedure to the H-PCRF with the information received over Gxx interface excluding the UE local IP address and the UDP port number.

A.1 In case 2b and case 2a and in case no S9* session exists for the same IMSI,  triggered by the Gateway Control Session Establishment in step B1, the PCRF (non-roaming case) or the V-PCRF (roaming case) initiates PCRF-triggered Gateway Control Session Establishment with the BPCF to establish S9* Session including UE local IP address and the UDP port number if available.

A.2
The BPCF Initiates S9* session establishment information contained in the request message includes IMSI and APN.

A.3
The PCRF in non-roaming and the V-PCRF for roaming cases reply message contains the result code.,

No QoS Rules and no event triggers are provided to the BBERF.
H.3.7.5.2 GW(BBERF)_Initiated Gateway Control Session Termination 
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Figure H.3.7.5.2: Gateway Control Session Termination with S9* terminated from the PCRF
This procedure is applicable for WLAN only. This procedure is the same as decribed in clause 7.7.2.1 with the additions described below:
Step 2 in clause 7.7.2.1, in case 2b and case 2a, the ePDG (BBERF) initiates a Gateway Control Session Termination as defined with the PCRF (for non-roaming) and with the V-PCRF (for home routed and visited access roaming cases). For roaming, if a S9 session exists for the same IMSI, the V-PCRF shall initiate S9 session termination to the H-PCRF if this the last Gateway Control Session bound to the S9 session for the IMSI or S9 session modification to the H-PCRF if there are remaining Gateway Control Sessions bound to the S9 session.

A.1-A.2.
 In case 2b and case 2a triggered by the Gateway Control Session Termination in step 1 and if a S9* session exists for the same IMSI, the PCRF (non-roaming case) or the V-PCRF (roaming case) initiates a Gateway Control SessionTermination with the BPCF to terminate the S9* Session if this is the last Gateway Control Session bound to the S9* session or a Gateway Control and QoS Rule Provisioning as defined to remove QoS Rules for the purpose to release resources in the BBF.

H.3.7.5.3 Gateway Control and QoS Rule Request 
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 Figure H.3.7.5.3: Gateway Control and QoS Rule Request 
This procedure is applicable for WLAN only. This procedure is the same as decribed in clause 7.7.3.1 with the exceptions described below:
1.
In case 2b and case 2a, the ePDG (BBERF) may initiate a Gateway Control and QoS Rule Procedure to provide the updated UE local IP address and the UDP port number, if available.

A.1 Triggered by the Gateway Control and QoS Rule Procedure, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Gateway Control and QoS Rule Request with the BPCF to update S9* Session. The updated UE local IP address and/or the UDP port number are provided in the request..

A.2 The BPCF replies with a response code.

H.3.7.6
PCRF Discovery and Selection

For BPCF-initiated S9* session case, the PCRF selection procedure described in subclause 7.6.1 applies.

When the BPCF knows that a 3GPP UE attached via a Fixed Broadband access network and learns the IMSI, the BPCF triggers the BPCF-initiated S9* session establishment. The BPCF finds the DRA based on the IMSI. 
The PCRF discovery and selection procedure requires that the same PCRF is selected for all PDN connections of a certain IMSI.
For a roaming scenario the BPCF is configured with the relation of HPLMN-Id reachable via a particular VPLMN-Id. The BPCF selects given a certain IMSI the correct DRA in the VPLMN. The V-PCRF finds the DRA in the HPLMN based on the IMSI and the APN if available as described in subclause 7.6.1. 
H.3.7.7 
BPCF Discovery and Selection
For PCRF-triggered S9* session establishment, the PCRF (for non-roaming case) and the V-PCRF (for home routed and visited access roaming cases) is configured with IP address range mappings { (IPx..IPy) –> BBF network entry point}. The PCRF (for non-roaming) and the V-PCRF (for roaming cases) selects the correct BBF network entry point based on UE Local IP address for WLAN access and based on H(e)NB IP address and FQDN if available for H(e)NB case received from the PCEF/BBERF for H(e)NB case. The implementation of a BBF network entry point is out-of-scope for 3GPP, but could e.g. be a BPCF or a DRA. The H-PCRF sends the H(e)NB/UE local IP address to the V-PCRF over the S9 interface.
*** End of Changes ***
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A.2  BPCF-Initiated Gateway Control Session Establishment
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1. IP-CAN Session Establishment Procedure  clause 7.2



























































































































A.3 BPCF-Initiated Gateway Control Session Establishment ACK
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 PCRF-Init IP-CAN Session Modification step 5 to 14  clause 7.4.2







































A.2. Gateway Control and QoS Rule Request ACK











A.1. Gateway Control and QoS Rule Request
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A.2. BPCF-Initiated Gateway Control Session Termination
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1.GW-Initiated Gateway Control Session Termination Procedure step 1 to 3 clause 7.7.2.1































2. GW-Initiated Gateway Control Session Termination Procedure step 4 to 5 clause 7.7.2.1
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A.1 PCRF-triggered Gateway Control Session Termination
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A.2 Gateway Control and QoS rule Provisioning ACK 
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1. Gateway Report and QoS Rule Provisioning step 1 to 3 clause 7.7.3.1















































2.Gateway Report and QoS Rule Provisioning step 4 to 9 clause 7.7.3.1
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A.1 Gateway Control and QoS Rule Provisioning
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A.2. BPCF-Initiated Gateway Control Session Termination
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 IP-CAN Session Termination Procedure step 1 to 17 in clause 7.3 



























































































































A.3. BPCF-Initiated Gateway Control Session Termination ACK
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 IP-CAN Session Termination  steps 1 to 3 in clause 7.3















 IP-CAN Session Termination  steps 4 to 16 in clause 7.3







































B.1. PCRF-triggered Gateway Control Session Termination 











B.2. PCRF-Initiated Gateway Control Session Termination ACK































































































 







Roaming Scenarios







 







OCS







 







SPR







 







PCRF







-







H







 







PCRF







-







V







-







P-GW (PCEF)







TDF







ePDG(BBERF)







 












_1371051150.doc

[image: image1]

BPCF











































 PCRF-Init IP-CAN Session Modification steps 5 to 14 clause 7.4.2







































A.1. Gateway Control and QoS Rule Provisioning 











A.2. Gateway Control and QoS Rule Provisioning ACK
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 PCRF-Init IP-CAN Session Modification steps 1 to 4 clause 7.4.2
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A.3. BPCF-Initiated Gateway Control Session Establishment ACK
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A.2   BPCF-Initiated Gateway Control Session Establishment
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Gateway Control Session Establishment Procedure step 1 to 2 clause 7.7.1.1-1 



































Gateway Control Session Establishment Procedure step 4  to 6 clause  7.7.1.1-1
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A.1. PCRF-triggered Gateway Control Session Establishment 
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 IP-CAN Session Modification steps 6 to 20 in clause 7.4.1







































A.1  Gateway Control and QoS Rule Provisioning 











A.2. Gateway Control and QoS Rule Provisioning ACK
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 IP-CAN Session Modification steps 3 to 5 in clause 7.4.1
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 IP-CAN Session Establishment Procedure  steps 6 to 14 of clause 7.2







































B.1. PCRF-triggered Gateway Control Session Establishment 











B.3. BPCF-Initiated Gateway Control Session Establishment ACK
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B.2   BPCF-Initiated Gateway Control Session Establishment
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