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This document proposes that DIDA policies are based on extension of existing ISRP policies.

Discussion

The current ISRP policies have the following ways to describe the traffic a given policy applies:
· All traffic belonging to a given IP flow, described as a non exhaustive combination of Address Type, Source IP address (start/end), Destination IP address (start/end), Protocol Type, Source Port Number (start/end), Destination Port Number (start/end), QoS (DS or ToS)
· This is separated in two different parts for non seamless WLAN offload and seamless WLAN offload in TS 24.312 but that is not important for the discussion in this paper. 
· All traffic belonging to a given APN.

DIDA define different ways to identify the traffic a given policy applies. Therefore it makes sense to have the extensions defined in DIDA as extensions to the flow identification already present in ISRPs, i.e. there is no need for different policies for DIDA. Based on the current scenarios, it will be possible to have the following ways to describe the traffic a given policy applies:
· All traffic generated by a given application (application name) 

· All traffic generated by a certain type of apps, e.g. VoIP apps (application role)
· All traffic with specific content type, e.g. video (content type)

· Etc.

While the actual ways of identifying the traffic is different, the actual motivation to identify traffic and the usage of the information is the very same as of current ISRPs. For example we can expect that also for these types of policies there will be validity conditions and there may be interest to combine different traffic characteristics (e.g. all traffic generated by a given application towards a given IP address).
The Figure below shows which part of the ISRP in the ANDSF MO we expect to be modified to enable DIDA scenarios. The actual implementation of these changes is of course stage 3 responsibility.


[image: image1.emf]StartSourcePortNumber?

QoS?

ProtocolType?

IPFlow <X> +

RoutingRule <X> +

RoutingCriteria? <X> +

ValidityArea?

ForFlowBased?

StartDestPortNumber?

APN?

AccessTechnology

AccessId?

AccessNetworkPriority

SecondaryAccessId ?

AddressType?

StartSourceIPaddress ?

EndSourceIPaddress ?

StartDestIPaddress?

EndDestIPaddress?

EndSourcePortNumber?

EndDestPortNumber?

PLMN

TAC ?

LAC ?

GERAN_CI ?

<X>+ 3GPP_Location ?

Geo_Location ?

3GPP2_Location ? 1x ? <X>+

WiMAX_Location ?

WLAN_Location ?

HRPD ?

SID

NID ?

Base_ID ?

<X>+ Sector_ID

<X>+ NAP-ID

BS-ID

<X>+

SSID ?

BSSID

Netmask

UTRAN_CI ?

EUTRA_CI ?

HESSID ?

Circular ?

<X>+

AnchorLatitude

AnchorLongitude

Radius

TimeStart ? TimeOfDay ? <X>+

TimeStop ?

DateStart ?

DateStop ?

<X> +

RulePriority


Proposal 
We propose to clarify the points above with the following change in TR 23.855. 

First change

5
Solutions

5.1
Alternative 1: Extensions to ISRPs for DIDA
Enhancements to current ISRPs can be defined to accommodate the scenarios described in section 4. The overall format of an ISRP is not expected to be affected.
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