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Abstract of the contribution:

This document describes existing mechanisms to route SIP requests back to a transit functionality of the visited network.
Introduction

Current termination procedures in the originating home network
FYI the relevant parts of 24.229 (v.10.2.0) are copied here. The procedures that are relevant in the document are highlighted.
Annex I (normative):
Additional routeing capabilities in support of transit and interconnection traffics in IM CN subsystem

I.1
Scope

Additional routeing functionality is necessary for support of transit traffic as operators may use the IM CN subsystem as a transit network to provide transit functionality for their own CS networks, enterprise networks, or other network operators. Additional routeing functionality is also necessary to support other traffics such as roaming traffic and incoming traffic destined to CSI UEs (Combining Circuit Switched (CS) and IP Multimedia Subsystem (IMS) services) traffics.
As specified in 3GPP TS 23.228 [7] additional routeing functions might reside in a stand-alone entity or might be collocated with the functionality of an MGCF, a BGCF, an I-CSCF, an S-CSCF, or an IBCF.

When colocated with an I-CSCF, the additional routeing capabilities may be performed in advance of I-CSCF proecedures as specificed in subclause 5.3, or after I-CSCF procedures have failed to identify an S-CSCF supporting the user identified by the Request-URI.

When colocated with an MGCF, the generated requests can be routed to an I-CSCF or to possible targets of the routeing procedures defined in subclause I.2.

The BGCF procedures specified in subclause 5.6 are a subset of the more general routeing procedures provided in this annex.

NOTE:
Depending on the host entity for the additional routeing functions, the functionality can be accessed as:

a)
the last set of functions on the host before forwarding a request (e.g., on an MGCF, an S-CSCF or an IBCF);

b)
the first set of functions performed by the host entity when receiving a request at the host entity's entry point (e.g., on a BGCF, I-CSCF or IBCF);

c)
a specified point in the logic of the host (e.g., on the I-CSCF at failure to identify an S-CSCF for the Request-URI); or

d)
a set of functions associated with a separate entry point (e.g., at a separate entry point associated with a BGCF, I-CSCF, IBCF or separate function).
I.2
Procedures

The additional routeing functionality, or associated functional entity, performing these additional routeing procedures should analyse the destination address, and determine whether to route to another network, directly, or via the IBCF, or to the BGCF, or the I-CSCF in its own network. This analysis may use public (e.g., DNS, ENUM) and/or private database lookups, and/or locally configured data and may, based on operator policy, modify the Request-URI ( e.g. to remove number prefixes, to translate local numbers to global numbers, etc).
In addition, and based upon local policy, the analysis may include the carrier identified by the "cic" tel-URI parameter of the Request-URI, how the carrier was selected as indicated in the "dai" tel-URI parameter of the Request-URI and other signalling information from the incoming request as part of the route determination. Examples of other signalling information are: the content of the P-Access-Network-Info header field, the value of the "cpc" tel URI parameter of the P-Asserted-Identity header field, the value of the "phone-context" Tel URI parameter of the Request-URI, the SDP content, the ICSI values in the Contact header field and the content of the P-Asserted-Service header field.
For all SIP transactions identified:

-
if priority is supported, as containing an authorised Resource-Priority header field, or, if such an option is supported, relating to a dialog which previously contained an authorised Resource-Priority header field;

the additional routeing functionality shall give priority over other transactions or dialogs. This allows special treatment of such transactions or dialogs.

NOTE 1:
The special treatment can include filtering, higher priority processing, routeing, call gapping. The exact meaning of priority is not defined further in this document, but is left to national regulation and network configuration.

If the additional routeing functionality decides that the request shall be routed via a specific entity (e.g. IBCF), it shall insert the URI of this entity in the Route header of the request.

When provided as a separate function, the network element performing these functions need not Record-Route the INVITE request.

If the additional routeing functionality inserts its own Record-Route header field, then the additional routeing functionality may require the periodic refreshment of the session to avoid hung states. If the network element requires the session to be refreshed, the additional routeing functionality shall apply the procedures described in RFC 4028 [58] clause 8.

NOTE 2:
Requesting the session to be refreshed requires support by at least one of the UEs. This functionality cannot automatically be granted, i.e. at least one of the involved UEs needs to support it.

When provided as a separate function, the network element performing these functions shall not apply the procedures of RFC 3323 [33] relating to privacy.

If overlap signalling using the multiple-INVITE method is supported as a network option, several INVITE requests with the same Call ID and same From header field (including "tag" header field parameter) can be received outside of an existing dialog. Such INVITE requests relate to the same call and the additional routeing function shall route such INVITE request received during a certain period of timeto the same next hop.

DISCUSSION

Solutions to route signalling back to the visited A network
Alternative – 1: Visited A network as a transit network
Procedure

Preconditions:
As part of interconnect agreement between "visited A" and "home A" operators:

-
"visited A" operator provides the SIP URI of its transit function(s) (either standalone or co-located with an IBCF), where requests originated from "visited A" network (as visited originating network) can be routed;

-
"home A" network introduces a policy that routes requests originated from "visited A" network by its own roaming subscribers to the transit function of "visited A" network (additional conditions are possible, e.g. "visited A" must have interconnect agreement with "home B");
With the above preconditions existing routing procedures guarantee that requests originated in "visited A" network by subscribers of "home A" will be routed back to the transit function of the "visited A" network.
Evaluation

Pro

-
Simple, no additional requirement for existing functions.
-
if ongoing transit charging work in CT1 / SA5 fulfils all RAVEL requirements, then there is no need to standardize anything.
-
With recent IPXS changes (service triggering in transit network) transit function will not limit the functionalities the originating visited network may need to perform.
Con

-
?

Alternative – 2: Loopback service
Procedure

Same as alternative 1, but instead of introducing local policies to trigger routing back to originating visited network, the local policy is expressed as last entry in iFC. This last "AS" will act as UAS towards the S-CSCF, and simply forwards the request back to originating visited network if needed. AS may implement more complex logic to make decision whether route-back is needed or not.
Evaluation

Pro

-
Same as alternative 1, but this solution does not require changes in S-CSCF configuration / policies.

Con

-
There can be several services that want to be "last" service point trigger.
Alternative – 3: Original dialog identifier for home network
Procedure

Visited A network considers home network as a "service execution loop":
The same way as S-CSCF triggers AS to execute service (when S-CSCF triggers an AS, in the Route header it adds the URI of the AS, followed by its own S-CSCF URI encoding the original dialog identifier as a token into that; this token may identify the original dialog of the request, so in case an AS acting as a routing B2BUA changes the dialog, the S-CSCF still can identify the original dialog when the request returns to the S-CSCF), the P-CSCF (or rather the IBCF) in the visited network adds S-CSCF address into the Route header field (copying Path received during registration), and adds its own URI with a (original dialog identifier like) token into the request.

After executing the services, (unless some service performed e.g. 3pcc) the IBCF URI with the token is left in the Route header and the S-CSCF will route the request according to that (see step 11 in 5.4.3.2 of 24.229). This way IBCF can correlate the returning request with the original one.
Evaluation

Pro

-
Visited A network is in control

-
Originating visited network can correlate the "start" leg with the loopback leg

-
Loopback is possible even if a routing B2BUA AS splits the dialog and the P-CSCF used for call setup is not visible in signalling
Con

-
change in routing procedures if done in P-CSCF (doing it in visited IBCF instead of P-CSCF could be better, manipulating Route in IBCF can be considered as an NNI policy)
-
Visited A network is in control (home A point of view)
Alternative – 4: Re-entry with SIP Trunk Group ID parameter

Procedure

Visited network (P-CSCF or IBCF) adds SIP Trunk Group Parameters (see RFC 4904) to indicate desired ”re-entry” function. 
After executing the services in home network, (unless some service has changed R-URI without copying parameters) the Request URI includes a parameter, that makes termination procedure to route the request back to the originating visited network.

Evaluation

Same as alternative 3.
Proposal

It is proposed to add the following new alternatives to TR 23.850. Reference to TS 24.229 and RFC 4904 must be added in the TR if not there yet.
5.x
Alternative x – transit function in the visited network
5.x.1
General
Procedures described in this subclause use only existing mechanisms, the transit function, to route the SIP session requests back to the visited network. These solutions do not require architecture change, new functionality or new reference point is not introduced.
If it is required to differentiate scenario when the transit function is used for route-back from other transit function scenarios the originating visited network may assign an additional URL for the (network entity hosting the) transit function, so the call case can be identified.

5.x.2
Alternative xa – configuration based route-back
5.x.2.1
Description
The procedure described in this subclause assumes that originating home network support additional routing capabilities (i.e transit functions), and based on roaming agreements with originating visited network the originating home network routes originating requests to a transit function of the originating visited network.
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Figure 5.x-1: Configuration based route-back
1)
P-CSCF receives an originating request from the roaming UE.
2)
P-CSCF forwards the request to S-CSCF applying standard routing procedures.
3)
After triggering originating services for the served user (not shown in the figure), the S-CSCF detects that the request is received from a user roaming in visited A network, and according to internal logic and interconnect agreements the S-CSCF applies additional routing capabilities to forward the request to a transit function in the originating visited network.
NOTE 1:
Alternatively, the last originating service can be a "route-back service" that will act as UAS towards the S-CSCF, and simply forwards the request back to the originating visited network.
4)
Transit function in the visited network forward the request towards the terminating home network (either directly, or using transit functions of other networks).
NOTE 2:
The rest of the request routing and responses are not shown.

5.x.2.2
Evaluation

Pro

-
Simple, no additional requirement for existing functions.

-
if ongoing transit charging work in CT1 / SA5 fulfils all RAVEL requirements, then there is no need to standardize anything.

-
With recent IPXS changes (service triggering in transit network) transit function will not limit the functionalities the originating visited network may need to perform.

Con

-
None.
5.x.3
Alternative xb – route-back triggered by the visited network

5.x.3.1
Description
The procedure described in this subclause assumes that originating visited network changes the originating request to trigger routing the originating request back to the visited network. Assuming that no service in the originating home network performs 3pcc and changes the originating request completely, as a consequence of change in the originating visited network normal SIP routing procedures will cause the request to return to the originating visited network.
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Figure 5.x-2: Route-back triggered by visited network
1)
P-CSCF receives an originating request from the roaming UE.
2)
According to local policy the P-CSCF forwards the request towards the originating home network via an IBCF.
NOTE 1:
It can be assumed that IBCF is used during registration as well, so P-CSCF only applies standard routing procedures.
3)
Based on local policy the IBCF adds its own address as the last entry to the route of the request. It also includes a token to the route entry to enable the correlation of the current request and the request returning from the originating home network.
NOTE 2:
Alternatively, the IBCF adds SIP Trunk Group Parameters (see RFC 4904 [x]) to indicate desired "re-entry" function.
4)
After executing the services (not shown in the figure) the IBCF URI with the token is left in the route, so the S-CSCF will route the request according to that (see step 11 in 5.4.3.2 of TS 24.229 [x]) back to the originating visited network.
NOTE 3:
The usage of trunk group parameter would guarantee that request termination procedure in S-CSCF routes the request back to the originating visited network.
5)
Transit function in the visited network forward the request towards the terminating home network (either directly, or using transit functions of other networks).
NOTE 4:
The rest of the request routing and responses are not shown.

5.x.3.2
Evaluation

Pro

-
Visited A network is in control.
-
Originating visited network can correlate the "start" leg with the loopback leg.
-
Loopback is possible even if a routing B2BUA AS splits the dialog and the P-CSCF used for call setup is not visible in signalling.
Con

-
change in routing procedures if done in P-CSCF (doing it in visited IBCF instead of P-CSCF could be better, manipulating Route in IBCF can be considered as an NNI policy).
-
Visited A network is in control: does not allow originating home network to apply IMS home routing.
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