SA WG2 Temporary Document

Page 1

SA WG2 Meeting #86
S2-113403
11 - 15 July 2011, Naantali, Finland
(revision of S2-11xxxx)
Source:
Nokia Siemens Networks, Nokia
Title:
SMS to an MSISDN-less IMS client – server to client communication
Document for:
Approval

Agenda Item:
9.13
Work Item / Release:
SMSMI / Release 11
Abstract of the contribution:

This P-CR lists alternatives for SMS sending to an MSISDN-less IMS client from an IMS server.

It is proposed to add the following text to TR 23.863.

5.1.1
Server to client

5.1.1.1
Alternative 1: Direct delivery without IP-SM-GW
5.1.1.1.1
Procedure

Figure 5.1-1 shows a solution when SMS sender delivers the short message directly to the M2M client by creating a terminating SMSIP request. This solution does not use the legacy SMS architecture.
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Figure 5.1-1: Direct SMSIP delivery to MSISDN-less client

0)
SMS sender decides to send an SMS to the client.

1-3) (optional) Either the SMS sender is a server that is aware of the registration status of the SMSIP capable client, or it is assumed that the client is always registered.

4)
As the MSISDN-less (SMSIP capable) client is available, the SMS sender creates an SMSIP request as done by the IP-SM-GW in short message termination procedure in case of transport-level interworking with the following changes:

-
The creation of the SMSIP request is not triggered by an SMS received from SMS-GMSC, but triggered by an application / service logic.

-
The target of the SMSIP request is not a tel URI received in the SMS, but the SIP URI determined by an application / service logic.

-
The body of the message is the RP-DATA message created by application / service logic. The RP-DATA includes SMS headers and the SMS user information encoded as specified in 3GPP TS 23.040 [3] for terminating short message: as the SMSIP message is the last hop of the "SMS path", the RP-DA element is optional, and obviously it is missing for an MSISDN-less target.

5)
(optional) According to operator policy terminating SMSIP requests (not created by an IP-SM-GW) can be routed to IP-SM-GW for service authorization.

6)
SMSIP request is sent to the client. Note that the 200 OK SIP response is not shown in the figure.

7-8) Client sends back delivery report in SMSIP request. Note that the 200 OK SIP response is not shown.

5.1.1.1.2
Affect / necessary changes in existing functionality

Optional service authorization in IP-SM-GW for a terminating SMSIP request. If operator policy does not require service authorization, then the IP-SM-GW will not be triggered as a terminating service.

5.1.1.1.3
Applicability
Requirements for SMS addressing / routing: None, the SMS path not used at all.

Restriction/requirement on SM sender: Store and forward functionality is not available, SMS sender either must be aware of the client's availability, or it can be assumed that the client is always-on type equipment.

5.1.1.1.4
Advantages, drawbacks
Pro

-
Simple, no additional requirement for existing functions (except if service authorization in IP-SM-GW needed)

Con

-
SMS sender must be able to create an SMSIP request with terminating SMS and process delivery report (i.e. not the 'usual' SMS sending function)

-
No intermediate storage, just a one-shot-message sending

-
SMS sender must know recipient availability status or assume always-on status.

5.1.1.2
Alternative 2: Direct delivery with IP-SM-GW

5.1.1.2.1
Procedure

Figure 5.1-2 shows a solution when SMS sender triggers IP-SM-GW to deliver a short message directly to the M2M client over IP. This solution uses the last hop of the "SMS path" mandating SMS over IP.
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Figure 5.1-2: Triggering SMSIP delivery to MSISDN-less client in IP-SM-GW

0)
SMS sender decides to send an SMS to the client.

1-3) (optional) Either the SMS sender is a server that is aware of the registration status of the SMSIP capable client, or it is assumed that the client is always registered.

4)
As the MSISDN-less (SMSIP capable) client is available, the SMS sender triggers IP-SM-GW to deliver short message to the client.
The trigger can be;

-
a SIP request (addressing either the IP-SM-GW, or the client if it can be assumed that the IP-SM-GW will be triggered as terminating service of the client); or

NOTE:
Using a plain SIP MESSAGE request has the drawback that IP-SM-GW must answer immediately with a 202 Accepted response, which means only that an intermediate node handles the request.

-
any direct (proprietary) request addressing the IP-SM-GW.


The trigger must include:

-
the text message the short message must contain;

-
the target client.

5)
The IP-SM-GW creates an SMSIP request as described in procedure for short message termination in case of service-level interworking with the following changes:

-
The trigger is generalized, not necessary triggered by an Instant Message, the trigger can be any request that includes the target of the SMS (not in tel URI format, the target is addressed only in the SIP part of the SMSIP request) and the actual message to be delivered.

NOTE: The IM trigger case is described in separate solution as well.


SMSIP request is sent to the client. Note that the 200 OK SIP response not shown.

6)
Client sends back delivery report in SMSIP request. Note that the 200 OK SIP response not shown.

7)
IP-SM-GW sends back a response to the SMS sender.
5.1.1.2.2
Affect / necessary changes in existing functionality

Generalized functionality in IP-SM-GW: create terminating SMSIP based on any request, leaving the RP-DA empty.

Also domain selection functionality of IP-SM-GW has to be skipped. According to 23.204 6.11 point 4 delivery over CS/PS is also needed if not possible via IMS even if IP-SM-GW is triggered by IM and not MT-SM. But in this case it is not possible since HLR query via SRIforSM cannot be done without MSISDN-B. Also RSMDS cannot be done without MSISDN.

5.1.1.2.3
Applicability
Requirements for SMS addressing / routing: None, only the last hop of the SMS path is used.

Restriction/requirement on SM sender: Store and forward functionality is not available, SMS sender either must be aware of the client's availability, or it can be assumed that the client is always-on type equipment.

5.1.1.2.4
Advantages / Drawbacks
Pro

-
Simple, generalization of an existing functions

Con

-
SMS sender must be able to create an SMSIP request with terminating SMS and process delivery report (i.e. not the 'usual' SMS sending function)

-
No intermediate storage, just a one-shot-message sending

-
SMS sender must know recipient availability status or assume always-on status.

5.1.1.3
Alternative 3: SMS delivery with modified IM-SMS interworking

5.1.1.3.1
Procedure

Figure 5.1-3 shows a solution when server sends Instant Message and IP-SM-GW interworks that to SMS over IP.
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Figure 5.1-3: IM to SM interworking – registered case

0)
SMS sender decides to send a message to the SMS capable client as an Instant Message.
1-4) SMS sender triggers IP-SM-GW to deliver short message to the client by sending an Instant Message.

5)
The IP-SM-GW creates an SMSIP request as described in procedure for short message termination in case of service-level interworking with the following changes:

-
the RP-DA element is not set, as there is no MSISDN associated with the subscriber data.


SMSIP request is sent to the client. Note that the 200 OK SIP response not shown.

6)
Client sends back delivery report in the SMSIP request. Note that the 200 OK SIP response not shown.

7-10) If requested in the Instant Message, IP-SM-GW sends back a delivery notification towards the SMS sender.

Figure 5.1-4 shows the same scenario when SMSIP capable client is not registered.
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Figure 5.1-4: IM to SM interworking – unregistered case

0)
SMS sender decides to send a message to the SMS capable client as an Instant Message.

1-2) The Instant Message reaches the IM AS with the iFC mechanism. As the IM AS is aware of the client's registration status, it stores the Instant Message.

3-4) IM AS sends back a response indicating that the message is handled by an intermediate entity.

5-6) Client registers, IM AS (and IP-SM-GW) is notified on the availability of an SMSIP capable client.

7-8) IM AS sends the stored Instant Message towards the client. The request reaches the IP-SM-GW with the iFC mechanism.

9)
The same procedure applies as in registered case, starting from step 5, see figure 5.1-3. The rest of the procedure is not shown.

5.1.1.3.2
Affect / necessary changes in existing functionality

In case of service level interworking from IM to SM on the terminating side (see chapter 6.1.5.3.4 in TS 29.311 [5]), the IP-SM-GW will not set the RP-DA element, as there is no MSISDN in the subscription data of the targeted client.

5.1.1.3.3
Applicability
Requirements for SMS addressing / routing: None, only the last hop of the SMS path is used.

IM AS is available in the client's network, and the client is authorized to use both instant messaging and SMS over IP services.

Domain selection functionality of IP-SM-GW has to be skipped. According to TS 23.204 [4] (see chapter 6.11, bullet 4) delivery over CS/PS is also needed if not possible via IMS even if IP-SM-GW is triggered by IM and not MT-SM. But in this case it is not possible since HLR query via SRIforSM cannot be done without MSISDN-B. Also RSMDS cannot be done without MSISDN.

5.1.1.3.4
Advantages / Drawbacks
Pro

-
Simple, minimal change in existing functionality (could be considered as a correction, as setting the RP-DA in the last hop of the SMS path is not mandatory anyway)

-
intermediate storage available

Con

-
IM needed in the client's network.

5.1.1.4
Alternative 4a: SMS delivery through SMS proxy without storage capability

5.1.1.4.1
Procedure

In the following two solutions an "SMS proxy" is assigned to the MSISDN-less client. The MSISDN of the SMS proxy can be stored as an addition to the subscriber data of the client. The "SMS proxy" may have a storage capability and can be co-located with the IP-SM-GW.

The scenario in Figure 12 assumes that the "SMS proxy" has no storage capability and co-located with IP-SM-GW.
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Figure 5.1-5: SMS proxy – no storage, co-located with IP-SM-GW

0)
SMS sender decides to send an SMS to the client.

1)
SMS sender sends the short message to the MSISDN address of the "SMS proxy". The short message includes the client's SIP URI besides the actual message. The short message is delivered to the SMS proxy.

NOTE:
As for this solution the SC alert mechanism is not available, it is advised to send short messages via SMS proxy with short validity period.

2)
Based on the received short message the SMS proxy created a terminating short message as an SMSIP request with the following changes:

-
the RP-DA element is left empty;

-
the user information is copied from the received message after cutting out the client's SIP URI;

-
the target of the SMSIP request is the client's SIP URI received in the SMS.


Note that the 200 OK SIP response is not shown in the figure.

3)
Client sends back delivery report in SMSIP request. Note that the 200 OK SIP response not shown.

4)
SMS proxy sends back delivery report towards the SC.
As from SC point of view the SMS proxy is the target of the short message, the SC alert mechanism must not be triggered (a successful delivery to an another client would trigger another delivery attempt to the unavailable client), so the IP-SM-GW will not report the short message delivery status in this case.
In case of failure the delivery report must indicate a temporary error to ensure that SC will re-attempt delivery.

5.1.1.4.2
Affect / necessary changes in existing functionality

Generalized functionality in IP-SM-GW: create terminating SMSIP based on any request, leaving the RP-DA empty.

IP-SM-GW will not report short message delivery status to the HLR.

5.1.1.4.3
Applicability
Requirements for SMS addressing / routing: None.

Restriction/requirement on SM sender:

1.
If the SMS proxy has no storage capability, then the SMS sender either must be aware of the client's availability, or it can be assumed that the client is always-on type equipment.

2.
SMS sender must know the SMS proxy of the client: can be a subscription info, or could be configured number (even in inter-operator agreement if the incoming short messages for all MSISDN-less clients for a certain operator are handled by the same SMS proxy).

3.
In addition to the actual message, the address (SIP URI) of the client must also be included in the short message, this reduces the maximum message length that can be sent in a single short message.

Assuming that the SMS proxy is always on, the SC alert mechanism is not applicable.

5.1.1.4.4
Evaluation

Pro

-
The SMS sender can use any access technology to send short message.

Con

-
If the SMS proxy cannot forward the short message to the addressed client, then the message delivery fails, but the SC alert mechanism cannot be used, only the re-attempt delivery mechanism of the SC will trigger another delivery attempt. At the same time to ensure that offline clients do not cause big load (both on the number of short message delivery attempts and on the number of stored shored messages), the validity period must be set to a low value.

-
SMS sender must send a short message to an SMS proxy, and the message must include the real addressee of the message.

5.1.1.5
Alternative 4b: SMS delivery through SMS proxy with storage capability

5.1.1.5.1
Procedure

Figure 5.1-6 shows the scenario when the SMS proxy is separated from IP-SM-GW and it has a storage capability.
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Figure 5.1-6: SMS proxy – with storage capability, separated from IP-SM-GW

0)
SMS sender decides to send an SMS to the client.

1)
SMS sender sends the short message to the MSISDN address of the "SMS proxy". The short message includes the client's SIP URI besides the actual message. The short message is delivered to the SMS proxy and stored by the SMS proxy.

2)
SMS proxy sends back a delivery report indicating successful delivery. Note that the SMS sender must be aware that a successful status report from the SMS architecture in this case only means that the short message is successfully delivered to the SMS proxy, but no information available on the successful termination to the client.

3-4) Client registers and available to receive the short message

5)
Based on the stored short message the SMS proxy creates a terminating short message as an SMSIP request with the following changes:

-
the RP-DA element is left empty;

-
the user information is copied from the stored message after cutting out the client's SIP URI;

-
the target of the SMSIP request is the client's SIP URI received in the SMS.

6)
(optional) According to operator policy terminating SMSIP requests (not created by an IP-SM-GW) can be routed to IP-SM-GW for service authorization.

7)
SMSIP request is sent to the client. Note that the 200 OK SIP response is not shown in the figure.

8-9) Client sends back delivery report in SMSIP request. Note that the 200 OK SIP response is not shown.

5.1.1.5.2
Affect / necessary changes in existing functionality

IP-SM-GW will not report short message delivery status to the HLR (if priority flag is not used in RP-MT-DATA and SRIforSM then reporting does not happen is successful cases but otherwise it still happens in case of normal SM delivery).

5.1.1.5.3
Applicability
Requirements for SMS addressing / routing: None.

Restriction/requirement on SM sender:

1.
SMS sender must know the SMS proxy of the client: can be a subscription info, or could be configured number (even in inter-operator agreement if the incoming short messages for all MSISDN-less clients for a certain operator are handled by the same SMS proxy).

2.
In addition to the actual message, the address (SIP URI) of the client must also be included in the short message, this reduces the maximum message length that can be sent in a single short message.

Assuming that the SMS proxy is always on and has storage capability, the status report mechanism is not applicable.

5.1.1.5.4
Advantages / Drawbacks
Pro

-
The SMS sender can use any access technology to send short message.

Con

-
New message storage introduced.

-
If the SMS proxy cannot forward the short message to the addressed client, then the status report will indicate only that the message has reached the SMS proxy

-
SMS sender must know SMS proxy capabilities.

-
SMS sender must send a short message to an SMS proxy, and the message must include the real addressee of the message.
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