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Abstract of the contribution: This contribution specifies Requirements for Mobile Network Operators to Interwork with Data Application Providers (MOSAP).

Proposal

It is proposed to include the following in TR 23.862.
First Change

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 41.001: "GSM Release specifications".
[3]
3GPP TS 33.220: “Generic Authentication Architecture (GAA); Generic Bootstrapping Architecture”

[4]
3GPP TS 33.210: “3G Security; Network Domain Security (NDS); IP Network Layer Security”

[5]
3GPP TR 33.924: “Identity Management and 3GPP Security Interworking; Identity Management and Generic Authentication Architecture (GAA) Interworking”

[6]
3GPP TS 23.335: “User Data Convergence (UDC); Technical Realization and Information Flows; Stage 2”
End of First Change
Second Change

3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].

Bootstrapping Server Function (BSF): Definition from TS 33.220

Network Application Function (NAF): Definition from TS 33.220

OpenID Provider (OP): Definition in TR 33.924

Relying Party (RP): Definition in TR 33.924

User Data Repository (UDR): Definition in TS 23.335

Front End (FE): Definition in TS 23.335

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [x] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [x].

BSF
Bootstrapping Server Function

IdP
Identity Provider

GAA
Generic Authentication Architecture

GBA
Generic Bootstrapping Architecture

NAF
Network Application Function

OP
OpenID Provider

FE
Front End

UDC
User Data Convergence

UDR
User Data Repository 
End of Second Change
Third Change

5
Architectural requirements

The solution shall support non-roaming and roaming home-routed/local breakout scenarios.

The UDC architecture can be used as a basis for user data management. 

The solution shall be able to use ‘sponsored connectivity’ features for meeting some of the charging requirements when needed. Roaming scenarios shall also be addressed. 

Security architecture shall use GBA and interworking between GBA and OpenID as a basis. Roaming scenarios also shall be addressed.

The exposed reference points to 3rd parties shall make use of Network Domain Security (3GPP TS 33.210). 

End of Third Change
3GPP

SA WG2 TD


