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This document clarifies why it is beneficial to define DIDA policies based on application.
Discussion
In the current version of TR 23.855 there is a editor’s note on the need of DIDA policies based on application:
Editor’s note: FFS why such flows cannot use existing Rel-10 policies based on destination address.
The note is in a paragraph where operator applications are mentioned as an example but we interpret the note to apply to any type of application.
As discussed at SA2 #84 and captured in the justification section of TR 23.855, the clear trend of current mobile applications is to be carried over HTTP/port 80. We performed a detailed analysis on behaviour of mobile applications in Android devices and 97% of traffic logged was either carried over port 80 or port 443. This makes ISRP policies based on (destination) port number useless in terms of operator control. 
Current Release 10 ISRPs allow also for destination IP address as a way to discriminate traffic. While this may be useful for very low data specific services, which are served by very few servers and IP addresses, this cannot be considered a general solution. Most applications today make use of distributed services, e.g. provided by Akamai, which have two consequences:

· The number of IP addresses which can be used to provide a service is very large and the actual list of IP addresses depend usually on location of the user.

· The same IP address can serve multiple services/applications and cannot identify in a unique way the service.

For this reason the discrimination based on some form of application identification is needed for the operator to maintain some control over the traffic which is offload by the UE.    
Proposal 
We propose to clarify the points above and the need for policies based on application name or identifier with the following change in TR 23.855. 
First change

4.2.2
Identification of traffic based on application

The operator may want to set the preferred or restricted access technology for specific applications (e.g., a specific video streaming application). For example this would be useful in the following scenarios: 

- 
Some applications will not work with non-seamless WLAN (NS-WLAN) offload, for example operator applications that require service access through the 3GPP core network (e.g. for billing or subscriber identification purposes). Traffic from these applications should be identified in the UE and routed to the 3GPP radio access interface. For this purpose, it is required to support ISRP policies for NS-WLAN offload of the form: “Traffic of application X shall be restricted on the WLAN radio access”. 


-
Some applications will not work with NS-WLAN offload because service requests (i.e. control traffic) need to go through the 3GPP core network, although media traffic may be performed with NS-WLAN offload. As an example, an RTSP session may need to go through the 3GPP core (e.g. to identify and bill the subscriber) but RTP/RTCP traffic may be routed over NS-WLAN and offload the 3GPP system. To accommodate such scenarios, it is required to support ISRP policies for NS-WLAN offload of the form: “Traffic of application X and of protocol Y shall be restricted on the WLAN radio access”. 
Editor’s note: FFS how separation of RTP and RTSP would work with NAT, Firewalls and security.
-
Some applications will work with NS-WLAN offload but should preferably be routed over 3GPP access for example to enjoy improved performance from guaranteed QoS. Traffic from such applications should be identified in the UE and routed to the 3GPP radio access. For this purpose, it is required to support ISRP policies for NS-WLAN offload of the form: “Traffic of application X shall be restricted on the WLAN radio access”.

This is a way for the operator to provide control over the usage of resources even for different applications which use the same port number and for services which are hosted in the same servers. 
Criteria of the identification: IP flows are identified based on an application identifier or the name of the application which generated them
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