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Abstract of the contribution: This contribution proposes to add a new section “Authentication and Security procedures for 3GPP and Fixed Broadband access interworking” to TS 23.abc based on section 5.3 from TR 23.839.
Proposal

It is proposed to update TS 23.abc as shown below:

****** 1st Change ******
6.X
Authentication and Security procedures for 3GPP and Fixed Broadband access interworking
The following procedures are defined for authentication of a 3GPP UE via a Fixed Broadband Access network as specified in TS 33.402 [22]:

1. 3GPP-based access authentication. This assumes that the Fixed Broadband Access network supports 3GPP  EAP-based access authentication and forwards EAP signalling messages between the UE and EPC.

2. Tunnel authentication procedures for SWu based on EAP-AKA. This authentication is transparent to the Fixed Broadband Access network.

3. Authentication for S2c (DSMIPv6) based on EAP-AKA. This authentication is transparent to the Fixed Broadband Access network.
In procedure 1, the permanent user identity (i.e. an IMSI in EPC root NAI format as defined by TS 23.003 [23]) shall be provided upon successful authentication in the reply from 3GPP AAA to Fixed Broadband Access AAA, for both STa and SWa. The BPCF shall initiate an S9* session towards the PCRF for the UE as defined in TS 23.203 [4].
In procedure 2 and 3, if the procedure 1 has not been already performed, the S9* session for this UE shall be triggered by the PCRF as defined in TS 23.203 [4].

Editor’s note: The SWa and STa references points are defined in TS 29.273 and are using the Diameter protocol. In case the BBF AAA Server only supports RADIUS some additional interworking mechanisms between Diameter protocol and Radius protocol may be needed. It is FFS if such interworking mechanism it to be standardized by 3GPP, by BBF, or by both.
****** Next Change ******
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