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1. Overall Description:

3GPP SA2 has discussed the QoS interworking principles with BBF domain, has taken some assumptions on the functionality provided by the BBF access, in particular in the RG/AN and in the BNG. 3GPP SA2 would like to validate these assumptions with the BBF.

2. QoS interworking

3GPP SA2 is considering a 3GPP-BBF QoS interworking scenario based on DSCP. This is described in S2‑111254. To achieve uplink DSCP marking, reflective QoS is proposed, which implies a number of assumptions on the BBF domain:

· The RG/AN might have pre-configured rules limiting the traffic to a certain maximum bandwidth. These rules might be on a per-DSCP basis. The RG might have pre-configured rules to allow only 3GPP UEs to set DSCP. Distinguishing 3GPP UE from other devices might for example be concluded from authentication (always EAP-AKA for 3GPP UEs) or from packet destination address (always ePDG/PGW for S2b/S2c). 

· In WLAN scenarios without user plane confidentiality protection, the RG should perform reflective QoS. Note as these are  tunnelled scenarios, the RG needs to examine both the inner and the outer IP header.
· In WLAN scenarios with user plane confidentiality protection, the RG honours the DSCP marking set by the UE.

· In a femto scenario, the RG honours the DSCP marking set by the H(e)NB.

· It is assumed that the BNG enforces UE bandwidth limitation based on the information (including QoS rules) received over S9* via the BPCF. These rules may have a different granularity as determined suitable for the BBF network (e.g. in a scenario with user place confidentiality protection). The granularity may be on a per UE and DSCP basis.

3. Individual user correlation when multiple UEs behind a NAT
3GPP SA2 is considering an scenario when multiple 3GPP UE are located behind a NAT. This is described in S2‑111134.   The local UE IP address is known by the BBF domain either as part of the 3GPP-based access authentication, or made known to the BBF domain as part of the S9* session setup for that UE. Based on the UE local IP address, the BBF domain can correlate packets to an individual user. However, if multiple UEs reside behind a NAT, then such correlation cannot be made. Besides UE local IP address also the NAT port is required. The correlation to an individual user can be made based on the combination of address and port.

See S2‑111133 for the definition of local UE IP address.

Assumption on functionality in the BBF access network related this:
· In an S2b/S2c scenario with multiple UEs behind the same NATed RG, it is assumed that the BBF is able to use UE local IP address and UDP source port number received over S9* e.g. to perform accounting or policy enforcement on a per-UE granularity.

4. Actions:

ACTION: 
3GPP SA2 kindly requests BBF to provide feedback on the feasibility of these assumptions
3. Date of Next 3GPP SA2 Meetings:
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