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Abstract of the contribution:

The paper provides a high level description of how to achieve the TDF Traffic Steering Objectives highlighted in the Service Awareness and Privacy Policy Policies WID (S2-105233)

Introduction
The Service Awareness and Privacy Policies WID ( ref: S2-105233)  states as part of the objectives the following:

In addition potential mechanisms to enable steering of user traffic either to a particular TDF or to bypass this TDF will be studied. A key aspect of the evaluation will be the ability to ensure a subscriber’s downlink traffic can be steered to the same TDF which is handling the uplink traffic.
TDF deployment and configuration is primarily a network design issue and not necessarily a standardization issue. The purpose of this discussion paper is to provide a brief elaboration on how the objective can be achieved.

Discussion

The TDF can be view as having two differentiated interface sides. One side being the “Gi/SGi user side” to which the access gateways (i.e. GGSN/P-GW) are connected. Another side being the “Internet side” which is used for traffic to and from the rest of the network.  

The user data traffic is received by the TDF which can be defined as the next hop or gateway in the IP route between two intermediate routers on the path of the target data traffic. Subscribers’ traffic is obtained by defining the TDF as the default gateway for intermediate network elements, both uplink and downlink.
In order to meet the objectives of ensuring ”.. a subscriber’s downlink traffic can be steered to the same TDF which is handling the uplink traffic..”   the TDF must be inserted in both the uplink and downlink IP routes in the data plane.

To capture user data traffic the network design and configuration should ensure that the user traffic sent to a given TDF is consistent on both the User side and the Internet Side.

Routers typically decide where to forward a received packet based on the destination address in the packet. 
For the case of the need to direct user uplink packets to a specific TDF (e.g. based on IP Source Address) an existing functionality known as Filter Based Forwarding or Policy Based Routing can be used as a basis for a solution. This capability is available on a variety of vendor platforms (i.e. [1], [2] and [3]).
This Filter Based Forwarding technique allows control of the next hop selection (i.e. TDF) for user traffic by defining packet filters that examines fields in the packet header. This allows through appropriate configuration on equipment on the “user side” that uplink incoming packets can be routed to a given TDF based on the source IP address (i.e. user’s IP). For example the configured policy can ensure that the forwarding to a specific TDF is achieved when a uplink user source IP address matches against a specific IP address pool range. 
Normal routing techniques on the “Internet side” can be used to direct the downlink traffic to the same TDF as for the uplink traffic. Alternately Filter Based Forwarding could be used to direct the downlink traffic based on destination IP address (i.e. user’s IP) of the downlink user traffic.
Related to this topic is the issue that for the case of the Solicited Service Detection option and a standalone TDF the PCRF must know the specific TDF IP Address. This is required such that it can send the “TDF Session Establishment Request” to the same TDF that will handle the user uplink and downlink user data. This can be achieved by configuration on either the PCEF (which could optionally pass the TDF IP address in the IP-CAN session Establishment) or the PCRF. The configuration could provide the means to determine the specific TDF based on a user’s IP address. 
Proposal
The TDF traffic steering objectives can be achieved through network design and configuration and does not necessarily impact the 3GPP standards. 

Policy Based Routing/ Filter Based forwarding  can be used as a basis for ensuring  that a subscriber’s downlink traffic can be steered to the same TDF which is handling the uplink traffic.
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