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Abstract of the contribution:

This contribution includes a comparison of the 3GPP-BBF IWK architecture options for 3GPP Femto.
1. Introduction
This contribution includes a analysis of the architecture option for the BBF-3GPP IWK for 3GPP Femto. Comparison tables from the network and NE impact perspective are included. 
The solutions evaluated are as follows:

LTE:

1. Same PCRF for the UE PCC and S9* Session

2. Dedicated F-PCRF (H(e)NB Policy Function)  for the S9* Session – No Correlation between the PCC UE session and S9* session 
There are multiple variations to this architecture:
2.1 MME triggers the session with the F-PCRF

2.2 HeNB GW triggers the session with the F-PCRF
2.3 H(e)NB  triggers the session with the F-PCRF
  Note that this alternative is not part of the TR yet and as such has not been fully evaluated.
For each solution there is a list of main attributes/building blocks, representative call flows, and a list of advantages and disadvantages.
Two comparison tables highlight, among other things, the impact of each solution on the network, commonality with the 3GPP-BBF WLAN IWK and on the 3GPP NEs.
UMTS

1. Same PCRF for the UE PCC and S9* Session– PS Support only
2. HNB GW Based Solution – Support for CS and PS 
Similar to the LTE case above two comparison tables highlight the impact of each solution on the network, commonality with the 3GPP-BBF WLAN IWK and on the 3GPP NEs.
2. Proposal

It is proposed to the analysis of the architecture options be included in the TR and form the basis for the architecture selection.

5.x 
Comparison of 3GPP LTE Femto Architecture Options   
5. x.1 General
This study focuses on the most important aspects of the architecture options on the xxx
5. x.2 Architecture Selection Criteria
Roaming vs. non Roaming support
  How important is support for roaming considering that a roaming user/owner of 3GPP Femto must take administrative action to register his/her UE with the H(e)NB?
  Is support HR traffic - a very small fraction of the overall traffic, via the HeNB very critical?
Is support for CS required?
Overlay PCC architecture for 3GPP Femto vs. same one for UE and Femto sessions
   Impact on the network with emphasis on signaling load and performance

Evolution to support LIPA/SIPTO in BBF access

Evolution to support QoS & Charging as required by BB-II and BB-III of the WID
Common Solution with 3GPP-BBF IWK Architecture for WLAN

Impact on the 3GPP NEs with emphasis on new interfaces 

Error handling/backtracking

5. x.3 PCRF Based Solution
Main Attributes of the Solution:
The MME retrieves the Tunnel-INFO from the 3GPP AAA/HSS and sends it to the PCRF via the S-GW and PDN GW at UE attach time; alternatively, the HeNB Tunnel-INFO it to the MME. 

Editor’s note: It is FFS what the best solution is; requires RAN 2/3 cooperation

The PCRF initiates the S9* session before it authorizes (wireless) QoS resources to the UE.
The HeNB QoS diameter session is correlated with the UE PCC session at the PCRF.
The PCRF determines PCC and QoS rules taking into account, among other variables, the fact that the UE is connected to a HeNB (non-roaming case)

The solution relies on existing signalling interfaces and signalling sequences to propagate the Tunnel-Info through the network and ultimately to the PCRF via the Gx/Gxx interface. 

Minor enhancements to the GTPc (S7/S8) and Gx/Gxx protocols are required to carry the Tunnel- INFO and HeNB-ID IEs No impact on EPS procedures 

QoS Negotiation: The PCRF waits for the response from the BPCF with Yes, No or counter-offer response with acceptable QoS before authorizing QoS resources in the 3GPP network

Attach Procedure
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Dedicated Bearer Activation Procedure - GTP -based S5 (Non-Roaming)
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ROAMING VA/LBO Dedicated Bearer Activation Procedure
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ROAMING HR - GTP Dedicated Bearer Activation Procedure
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Advantages/Disadvantages

PROS: 

· No New interfaces required in the EPC network 

· Single point for policy and charging decisions

· Correlation of UE/PCC and S9* diameter sessions 

· No overlay PCC architecture

· Minimizes signaling load in the network

· Minimum change to the GTPc protocol – Just addition of one/two new IEs

· No change to non-PCC signaling procedures and signaling sequences in the EPC and RAN – Resources availability check in BF access is done first

CONS:

· V-PCRF allocation for GTP HR Traffic 

This solution requires that a V-PCRF is allocated in the VPLMN for GTP HR* traffic 

· The signaling sequences is in line with existing S9 functionality

· S9 Impact

New IE to carry the tunnel info over S9 for both VA and HR cases

* This case covers a small fraction of the roaming traffic. It applies only when roaming subscribers makes a “special” effort to register with the HeNB in the VPLMN.
5. x.4 F-PCRF Based Solution

5. x.4.1 MME Initiated F-PCRF Session Establishment 

Main Attributes of the Solution:
The MME initiates the QoS authorization request in the BH via the PCRF

The request is sent to the PCRF after*:

1. The PCRF has authorized resources for the UE and provisioned PCC rules at the PCEF 

2. The EPS bearer has been established and the UE configured 

The HeNB QoS diameter session is not correlated with the UE session at the PCRF

The F-PCRF may be different from the PCRF that handles the UE session

The solution is transparent to roaming (works the same for roaming and non-roaming cases)
Attach Procedure
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Dedicated Bearer Activation Procedure - GTP -based S5 (Non-Roaming)
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ROAMING VA/LBO Dedicated Bearer Activation Procedure
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ROAMING HR - GTP Dedicated Bearer Activation Procedure
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Advantages/Disadvantages 
PROS:
Roaming Transparency

· This solution works the same way for roaming and non-roaming because it relies on the HeNB GW  to initiate the  GW Control Session with the F-PCRF

· Home network is not aware that the UE connects to a HeNB

Better handling of HOs (TBD as part of a more detailed analysis and comparison with option-1)

CONS:

Backtracking

· S9* session establishment/modification is initiated after the PCRF:

· 1.  Has authorized resources for the UE

· 2. Provisioned PCC rules at the PCEF 

· When BBF  QoS admission control fails then backtracking is required

· Impact on the EPC and RAN procedures 

· New Signaling Interfaces - HeNB GW must support new diameter interfaces to PCRF & AAA

Overlay PCC architecture – Capacity/performance impact due to increased signaling traffic 

No Correlation of UE PCRF and F-PCRF diameter sessions 

Roaming vs. non-roaming subscriber can not be factored in when the PCRF authorizes RAN resources to the UE

New FE: the F-PCRF is a new FE 

5. x.4.2 HeNB GW Initiated F-PCRF Session Establishment 

Main Attributes of the Solution:
· The HeNB GW initiates the QoS authorization request in the BH  via the F-PCRF

· The request is sent to the F-PCRF after  the PCRF has authorized resources for the UE and  provisioned PCC rules at the PCEF 

· The HeNB QoS diameter session is not correlated with the UE session at the PCRF

· The F-PCRF may be different from the PCRF that handles the UE session

· The solution is transparent to roaming (works the same for roaming and non-roaming cases)

· S9 session exists for the duration of the HeNB being powered up and connected to the HeNB GW

Attach Procedure
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Dedicated Bearer Activation Procedure - GTP -based S5 (Non-Roaming)
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ROAMING VA/LBO Dedicated Bearer Activation Procedure
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ROAMING HR - GTP Dedicated Bearer Activation Procedure
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Advantages/Disadvantages: 
· PROS:

· Roaming Transparency

· This solution works the same way for roaming and non-roaming because it relies on the HeNB GW  to initiate the  GW Control Session with the F-PCRF

· Home network is not aware that the UE connects to a HeNB

· Better handling of HOs  (TBD as part of the  detailed analysis and comparison with option-1)

· Handling of signaling and management traffic - Can authorize / request resources for signaling and management traffic independently of UE sessions

· CONS:

· Backtracking

· S9* session establishment/modification  is initiated after the PCRF:

· 1.  Has authorized resources for the UE

· 2. Provisioned PCC rules at the PCEF 

· When BBF  QoS admission control fails then backtracking is required

· Impact on the EPC and RAN procedures 

· New Signaling Interfaces - HeNB GW must support new diameter interfaces to PCRF & AAA

· Overlay PCC architecture – Capacity/performance impact due to increased signaling traffic 

· No Correlation of UE PCRF and F-PCRF diameter sessions 

· Roaming vs. non-roaming subscriber  (connected to HeNB  can not be factored in when the PCRF authorizes RAN resources to the UE

· New FE; The F-PCRF is a new FE 

5. x.4.3 HeNB Initiated F-PCRF Session Establishment - To be completed
(Architecture Diagram per S2-102353- submitted at the Kyoto meeting but not presented)

[image: image13.emf]C.1 HeNB – f-PCRF Direct Connection



New Building Blocks



HeNB  - (3GPP) AAA interface to retrieve the Tunnel-INFO



HeNB  – PCRF to request QoS authorization in the fixed access backhaul



f-PCRF – BPCF S9*

Dedicated PCRF for Femtos – subset of PCRF functionality; consolidates 

diameter links

SeGW

HeNB

MME

S1-MME

RGW

(NAT)

Access Network

S-GW

DSLAM

BNG

Src IPsec@RGW

Src IPsec@HeNB

P-GW

3GPP AAA

f-PCRF

2

3

BH-QoS-RQ

[Tunnel-INFO]*

Retrieve Tunnel-

INFO]

QoS-Auth-RQ  [Tunnel-INFO]

BPCF

4

Down-load 

policies

1

PCRF


5.x.5 UMTS 3GPP Femto Solutions
5.x.5.1 General

The most critical factor for selecting a solution is whether support for CS is required. If it is then he HNB GW based solution is the only realistic choice. 

5. x.5.2 PCRF Based Solution 

This solution handles PS only and is identical to the LTE PCRF based solution. A disadvantage of this solution is that it does not handle CS calls.
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5. x.5.2 HNB GW Initiated F-PCRF Session Establishment 

This solution is based on the MNB GE – a mandatory NE in the HNB architecture, and is similar to the LTE HeNB based solution. A major advantage of this solution is that it handles CS and PS calls.

The procedures listed below are similar or identical to the ones in the LTE section with the exception of:

1. The SeGW – F-PCRF Interface when the HNB powers up

This procedure applies to the HeNB as well but is not included yet in the LTE section.

2. The CS procedure.

The diagrams below depict all the procedures.
HNB Power UP
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UE Attach


[image: image16.emf]UE Attach

•HNB GW

• SGSN •HNB

•2) RAB Assignment 

•UE

•1) Attach Request or Service 

Request

•

F-PCRF

•BPCF

•7) RAB Assignment Response / Initial Context Setup 

response

•3) Bearer Authorisation Request 

•(HeNB IP address, CSG membership status)

•6) Bearer Authorisation Response

•4) Update S9* session request

•(CPE IP address)

•5) Update S9* session response


Dedicated Bearer Activation Procedure - GTP -based S5 (Non-Roaming)

[image: image17.emf]Bearer Activation / Modification / Deactivation

HNB GW

SGSN HNB

2) RAB Assignment Request / Bearer Setup request

UE

1) Create / Modify / Delete Bearer request

F-PCRF

BPCF

7) RAB Assignment Response / Bearer Setup response

3) Bearer Authorisation Request 

(HeNB IP address, CSG membership status)

6) Bearer Authorisation Response

4) Update S9* session request

(CPE IP address)

5) Update S9* session response


CS Procedure
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5.x.6 Comparison 

The comparison tables include a “yes”, “No” or other designations as appropriate for the attribute and as it apply to the particular solution. The red arrow implies a disadvantage for the solution while the green arrow implies an advantage.

5.x.6.1 LTE – Network View  
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The column titled “Correlation of UE PCC and S9* Session” refers to the EPC network. Per entries in the column for all solutions it is only the PCRF solution that correlates a UE session and a S9* session.  Note-2 refers to the fact that the BNG cannot discriminate individual sessions 

5.x.6.2 LTE - NE View 
Clarification regarding the meaning of “NE impact:

A NE is said to be impacted when the solution requires that the NE supports a new reference point. For instance, the HeNB solution requires that it supports a new diameter interface to the F-PCRF and therefore the NE is impacted.
A NE is said not be impacted by the solution when it is required to support only a new IE in he message set and procedures it already supports. For instance, the PCRF based solution does not require the MME, S-GW or P-GW  to support a new interface/protocol but new IE to carry the Tunnel-INFO from the MME to the PCRF over using existing messages and signalling sequences. Therefore, the PCRF based solution does not impact these NEs. 

[image: image20.emf]LTE: Solution Comparison – “Network Element View”

No No No No Yes   

(Note 2)

Yes

(Note 1)

OPTION 2.2

HeNB GW 

based (Note 5)

No No No Yes

(Note 3)

No Yes  

(Note 1)

OPTION 2.1

MME based 

(Note 5)

Yes No

(Note 4)

No

(Note 4)

No

(Note 4)

No No

OPTION 1

PCRF based

UE-PCRF P-GW S-GW MME HeNB GW  SecGW 

Network 

Element

Solution

Note-1: Required at H(e)NB Power up to interface with the F-PCRF/ H(e)NB Policy Function

Note-2: New Interfaces to the F-PCRF

Note-3: Open issue on how MME retrieves tunnel info, or whether it is necessary 

Note-4: S1-AP and S5/S8 need to carry additional IE/s (e.g. IP@ of IPSec tunnel). Open issue on 

how MME retrieves tunnel info.

Note-5: The F-PCRF is a new and FE  that may reside at the PCRF


5.x.6.3 UMTS – Network View 
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Note 1: Backhaul QoS negotiation is possible if the F-PCRF waits for a response from the BPCF 

before continuing with the remainder of the EPS procedures or the variation detailed in slides 

are used.

•

Note 2: The PCRF solution correlates a UE session with the S9* session> NOTE that It is not 

possible to discriminate individual UE sessions at the BNG due to IPSec tunneling.


See LTE section regarding the columns titled “Correlation of UE PCC and S9* Session” and note-2

5.x.6.4 UMTS - NE View 
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Note-3: Gn/Gp, S4 and S5/S8 need to carry additional IE/s (e.g. IP@ of IPSec tunnel). Open issue 

on how the SGSN obtains the tunnel information.

Note-4: The F-PCRF is a new and FE  that may reside at the PCRF
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7) RAB Assignment Response

3) Bearer Authorisation Request 

(HeNB IP address, CSG membership status)

6) Bearer Authorisation Response

4) Update S9* session request 
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5) Update S9* session response
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