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1. Introduction

Inter-UE Transfer is one of the major features of Release 10 that allows users to transfer and/or share media flows amongst devices belonging to the same or different subscriptions.  In Release 10, IUT is developed for devices that support only IMS SIP.  Hence, IUT will be enabled in the case where both the network and the device support IMS.  It is apparent that IUT will not be supported when a subscriber that has an IUT subscription roams to a network that does not support IMS.  Furthermore, a subscriber will not be able to carry out IUT transfer to devices that do not support IMS SIP.  It is also important to note that currently most wireless operators provide non-IMS streaming services based on RTSP and HTTP.

A solution that complements IMS-based IUT would allow seamless IUT operation within all operators realms where all the aforementioned issues will be alleviated.  This discussion paper introduces the concept of Inter-UE-Transfer using MIP.

2. Extending IFOM in support of MIP based IUT

Currently, a mechanism is developed that allows offloading of signalling between accesses in order to help address QoS issues and alleviate overloading in networks.  Release 10 IP Flow Mobility (IFOM) allows offloading of IP flows from 3GPP networks to non-3GPP based network (e.g., WLAN) [1].  IFOM enables a dual mode UE to transfer IP flows between 3GPP and WLAN accesses.  The wireless operator can indicate to the device through the ANDSF the traffic (IP flows) that needs to be transferred from the 3GPP to the WLAN access when the UE is connected to both accesses.  The IFOM procedure is illustrated in Figure 1.
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Figure 1 – IFOM procedure

IFOM is based on DSMIPv6 [2] that allows preservation of the IP address and session continuity when IP flows belonging to the same PDN connection are transferred from one access to another.  IFOM is achieved by enhancing the 3GPP inter-system mobility signalling to carry additional parameters that support IP flow mobility.  Routing filters are introduced allowing the Home Agent to adequately determine the routing path of each IP flow.  The extensions to DSMIPv6 mobility signalling needed to carry routing filters when the UE is simultaneously connected to multiple accesses are specified in RFC 5648 [3] and IETF draft-ietf-mext-flow-binding [4].

The IFOM DSMIP procedures described above can be enhanced to support IP flow mobility between devices that are connected over different accesses as shown in Figure 2.   
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Figure 2 – IUT enhanced IFOM

Additional signalling parameters and new procedures are required in order to support MIP based IUT.  The solution proposed allows for MIP based IUT to be carried out to devices belonging to the same as well as different subscriptions.

3. MIP based IUT for devices belonging to the same subscription

The solution proposed follows the same principle of operation defined for 3GPP IMS-based IUT [5].  Hence, MIP based IUT will follow similar procedures for peer discovery, target selection, IUT establishment and flow redirection. The HA takes the role of the SCC AS where it will be responsible to handle the multiple subscriptions required, peer discovery procedures and redirection of IP flows.

In order to assist the HA in peer discovery procedures and differentiate between each device owned by the same subscriber, each device needs to be uniquely identified within the user profile.  For this purpose an additional parameter (UEID) is included within the DSMIP signalling.  The UEID may be preconfigured, e.g. IMEI, IMSI, P-TMSI, static IP address etc. and provided to the HA during initial MIP Binding Update (BU) procedure or assigned by the HA, e.g., unique local IP address.  The UEID parameter is included with each Flow Binding entry within the Multiple Binding table.  The inclusion of the UEID parameter allows each device of the same subscriber to share the same HoA.  The HA keeps all UEIDs in its binding table and uses them to uniquely identify binding entries, i.e., each binding entry is identified by the HoA address, BID and UEID.  It is important to note that the inclusion of UEID within MIP signalling allows the HA (or other functional element within the network) to be informed with a set of device capabilities (e.g. network will know whether a TV set is HD capable etc.)

Based on this extension, a typical Binding Cache in HA is shown in the table below

Table 1 – Updated Binding Cache in HA

	Home Address
	Care-of Address
	UEID
	Binding ID
	Priority

	HoA1
	CoA1
	ID1
	BID1
	x

	HoA1
	CoA2
	ID1
	BID2
	Y

	HoA1
	CoA3
	ID2
	BID3
	Z

	…
	…
	
	…
	…


The table above indicates that UE with ID1 is connected to two accesses (e.g. 3GPP & WLAN) whereas UE with ID2 is only connected to one access.

When the device registers for IUT (during MIP registration), the HA authenticates the device and stores the registered UEIDs within a Peer list.  The peer list can be queried by UEs in order to discover UEs that support IUT.  Alternatively, the Peer list may be sent periodically as an unsolicited event by the HA to the members of the list (a new MIP message, e.g. MIP_PeerList, may be introduced for that purpose).  

The procedure to initiate MIP based IUT follows similar steps to IMS IUT procedures by using the IFOM procedures defined in 3GPP TS 23.846 [1].  The source UE sends details to the HA on information regarding the target UE and the session to be transferred.  The UE includes the Flow Identification (FID) mobility option in the BU message as defined in IETF draft-ietf-mext-flow-binding [4] that includes the routing rule (routing address & routing filter) as described in draft-ietf-mext-binary-ts [6]. Compared to IFOM procedures the UE also includes the UEID of the target UE.

An example of a typical Binding Cache in HA with routing filters is shown in Table 2. 

Table 2: MIP based IUT Binding Cache in HA supporting flow bindings
	Home Address
	Routing Address
	UEID
	Binding ID
	BID Priority
	Flow ID
	FID Priority
	Routing Filter 

	HoA1
	CoA1
	ID1
	BID1
	x
	FID1
	b
	Description of IP flows

	HoA1
	CoA2
	ID1
	BID2
	x
	FID2
	b
	…

	HoA1
	CoA3
	ID2
	BID3
	y
	FID3
	b
	…

	HoA1
	CoA4
	ID3
	BID4
	y
	FID4
	…
	…


IP flows are installed, removed or transferred between devices by creating new IP flow bindings or by removing/updating the IP flow bindings installed at the HA using the same procedures defined for DSMIPv6 signalling in RFC 5555 [2], RFC 5648 [3] and draft-ietf-mext-flow-binding [4].

An example of how MIP based IUT can be carried out is shown in the flow of Figure 3.
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Figure 3 – Example on MIP based IUT

1. UE1 discovers UE2, user sends trigger to transfer a session to UE2. 

2. UE1 sends an (IUT Preparation Request( message within the MIP Binding Update.  IUT Preparation Request message contains information on target UE (UEID) and flow binding information of the session to be transferred

3. HA validates request and authenticates whether target UE is allowed to receive transfer of session

4. HA forwards (IUT Preparation Request( within MIP Binding Refresh Request message

5. UE2 receives request, does any required preparation to receive the IP flow, and confirms it is ready to receive transfer of session by sending an (IUT Preparation Response( message within MIP Binding Update message to HA.

6. HA forwards (IUT Preparation Response( to UE1 within MIP Binding Ack.

7. UE1 creates updated flow binding information with details on the session to be transferred to UE2

8. UE1 sends Binding Update with new flow binding information to HA

9. HA updates its binding table and redirects traffic to UE2.  This operation is transparent to the network since the application server continues to send IP packets to the original destination address.

4. MIP based IUT for devices belonging to different subscriptions
In the scenario where devices belong to different subscriptions each device may be connected with different Home Agents.  A new architecture is required in order to support flow redirection between devices that are registered with different HAs.  Each HA must share its binding entries in order to allow peer discovery of all IUT capable devices.  One solution is to enhance the MIP protocol by allowing HA to HA communication.  However, a better approach is to introduce a Session Controller (SC) node that would handle the exchange of information between the HAs.

The binding information that needs to be shared between HAs include the UEID, HoA and BID parameters. Since a BID entry is only unique per HA, chances are that different UEs would be using the same BID values for their binding entries.  Hence, for multiple subscriptions MIP based IUT each binding entry is identified as a combination of HoA and BID parameters.  

The method to carry out flow redirection is similar to procedures defined in Section 3 for single subscription MIP based IUT with the difference that each flow binding is identified by the UEID and the HoA/BID parameters.

Introducing the concept of Groups
MIP based IUT between different subscribers can be enhanced by categorising devices into groups as shown in Figure 4.  Each group can be defined to include different set of devices, for example, devices owned by the same person or devices that belong to an office, etc. Flow transfer would only be allowed between devices of a same group thus limiting the amount of information required to be shared between HAs.  Each HA can manage groups by maintaining a “Group Table” similar to the “Peer list” table.  Each group can be identified by its own unique Group ID that is included in the Binding Cache of the HA. 
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Figure 4 – Categorising devices into groups for MIP based IUT

5. Conclusion

The intention of this paper is to provide a feature that complements IMS based IUT and thus provide seamless IUT operation for any device attaching to any 3GPP network.  This paper proposed a method to perform IUT using the MIP signalling protocol by enhancing the procedures defined for 3GPP IP Flow Mobility.  Solutions for IUT for devices belonging to the same as well as different subscriptions were provided where it was shown that the enhancement required on MIP signalling and 3GPP IFOM procedures were minimal. The advantages of MIP based IUT, is that the session transfer is transparent to the network since the IP flow information of the session to be transferred is not modified by either the network or the UE.  One of the aims is to also define a mechanism flexible enough that facilitates transferring of session and/or media flows between IMS and non-IMS devices. The time required to standardise the solution would require minimal effort and thus be completed within the Release 11 timeframe.  

SA2 is requested to decide how to proceed with the standardisation efforts to support a non-IMS based IUT solution.  Work can be carried out either within the Release 11 Technical Enhancements work item (TE11) or a new work item can be defined.  If the latter option is proposed, InterDigital are willing to draft a new work item description for the next meeting.
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