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Abstract of the contribution: 
1. Introduction
It has been already agreed that the ANDSF policies must be extended in order to support the applicable IFOM and MAPCON requirements. This document discusses how we can extend these policies and how the new policies can be used by IFOM or MAPCON capable UEs.
2. Proposed Solution
In order to meet the applicable IFOM and MAPCON requirements, the ANDSF policies are extended to support Inter-System Routing Policies (ISRP), in addition to the currently specified Inter-System Mobility Policies (ISMP). 
The proposed solution described below is based on the simple concept that ISMP is used when the UE can operate a single RAT for data communication (e.g. because is not IFOM capable or because WLAN is disabled) and ISRP is used when the UE can operate multiple RATs simultaneously for data communication.

The following principles specify how the ANDSF policies are used by single-RAT and multi-RAT capable UEs.
1. A UE that is non-IFOM and non-MAPCON capable (i.e. it can operate a single RAT for data communication) uses the Inter-System Mobility Policy (ISMP) for selecting the most preferable RAT according to the operator policies. This aligns with the currently specified behaviour in Rel-8 and Rel-9.

2. A UE that is IFOM capable or MAPCON capable uses Inter-System Mobility Policies (ISMP) and Inter-System Routing Policies (ISRP) in the following way:
a. When the UE has the IFOM or MAPCON capability enabled (i.e. it can operate multiple RATs simultaneously for data communication), it uses the ISRP for selecting the most preferable RATs to attach to and for deciding how to route outgoing traffic across the active RATs. Note that a UE with the IFOM or MAPCON capability enabled, is a UE allowed by the user and the operator to activate multiple RATs for data communication but may not have multiple RATs activated all the time, e.g. when it is out of WLAN coverage.
b. When the UE has the IFOM and MAPCON capability disabled (i.e. it can operate only a single RAT for data communication; e.g. because one RAT is disabled upon user request or due to low battery level), it uses the ISMP for selecting the most preferable RAT. This aligns with the currently specified behaviour in Rel-8 and Rel-9. 

3. A UE that is IFOM capable or MAPCON capable expects to receive both ISMP and ISRP from the ANDSF, provided the ANDSF supports such policies. As an example, the UE can provide an explicit request to the ANDSF for ISRP (it is a stage-3 matter to specify how and when the ANDSF delivers ISRP and ISMP to the UE).
4. The ISRP is used for both RAT selection and routing decisions by UEs that can simultaneously operate multiple RATs for data communication.

5. The UE uses ISRP to (i) decide when an access technology type / access network is restricted for a specific IP traffic flow and/or a specific APN; and (ii) select the most preferable access technology / access network and/or APNs which shall be used when available by the UE to route IP traffic that matches specific criteria (e.g. all traffic to a specific APN, or all traffic belonging to a given IP flow, or all traffic generated by a specific application). 

6. The stage-2 solution leaves freedom to stage-3 to specify the OMA DM details for ISRP. For example, whether ISRP will be implemented as a new OMA DM management object or not, it is up to stage-3 to decide. 
3. Proposal

It is proposed to discuss and agree the above solution as a way forward for extending the ANDSF policy and meet the applicable IFOM and MAPCON requirements. The accompanying CR that implements this solution in TS 23.402 for Rel-10 is in S2-102564.
