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Abstract of the contribution: This paper proposes to keep some or all of the media flows in an ongoing session from being discovered by other UE(s).
Discussion
In order to solicit the IUT of media flows or control of an ongoing session from other UE(s) under the same or different subscriptions of the same operator, it shall be possible for a UE capable of IUT to discover ongoing session information on other IUT UE(s).
As a result, any UE’s ongoing IMS sessions can be discovered by other UEs belonging to the different user(s) in Rel-10 IUT. Although User A and User B have agreed to perform IUT across various UEs they each own, it can happen that one of users or both users want to keep some or all of the media flows in an ongoing session from being discovered by other UEs belonging to the different user(s) due to some reasons such as privacy, condition of UE and etc.
One example is that User A does not want other users to get information of his/her voice media flow but other media such as video are ok to be discovered by other users. The other example is that User B does not want other users to get information of all the media flows in the ongoing session on his/her business phone but information of ongoing session in his/her other UEs such as laptop, TV, etc. are ok to be discovered by other users.
Therefore, in order to achieve masking some or all of the media flows in an ongoing session from session discovery, it is proposed to add the following architectural requirement and some texts about SCC AS operation for masking from session discovery.
-
It shall be possible for the network to mask some or all of the media flows composing the session from session discovery based on user preferences.
Proposal 

It is proposed to add the architectural requirement and the texts about SCC AS operation for masking from session discovery in TR 23.831.
Begin Change 1
5.2
Architectural Requirements
The solution shall fulfil the following architectural requirements:

-
In single Controller UE scenarios, the Controller UE shall maintain the Collaborative Session control for the session until the session is released or until the Collaborative Session control is transferred to another UE.
-
It shall be possible to apply Collaborative Session procedures between UEs belonging to different IMS subscriptions.

-
When UEs from different subscriptions are involved in a Collaborative Session, the SCC-ASs shall assure that UEs do not create subsequent Collaborative Sessions for media belonging to Access Legs of the original Collaborative Session, and thus only a single Collaborative Session with a single “hosting” SCC-AS shall be allowed.

-
When an SCC-AS creates an access leg toward a UE that is not part of the same subscription that is currently associated with the Collaborative Session, it shall include sufficient information indicating that there already exists a "hosting" SCC AS.
-
For a UE that has indicated that it is capable of becoming a Controller UE, it shall be possible:

-
to authorise the UE to use its Controller UE capability.

-
for the UE to decide if it wants to participate in a Collaborative Session as a Controller UE. 
-
It shall be possible for the Controller UE to apply Collaborative Session procedures when setting up either an originating or terminating session.
-
It shall be possible, based on the terminating user’s preferences, to route incoming IMS session requests to a UE that is capable of becoming a Controller UE.

-
It shall be possible for a UE to request to replicate one or more media flow(s) from the Remote End.

-
It shall be possible for the network to replicate media in order to support the media replication scenarios described in this document.
-
It shall be possible for the Controller UE to share Collaborative Session control with another UE.

-
When a Controller UE shares Collaborative Session control with another UE, the service profile of the initial Controller UE shall still determine the set of Application Servers and services that are invoked for the overall session with the remote end and shall govern all IUT operations associated with this Collaborative Session.

-
It shall be possible for the network to resolve conflicting Collaborative Session control requests when the Collaborative Session control is shared between UEs.
-
It shall be possible for a UE to determine the information of ongoing multimedia session(s) in other UEs before or during Collaborative Session procedures.
-
It shall be possible for the network to mask some or all of the media flows composing the session from session discovery based on user preferences.
-
The selection of the media flows to be transferred may be based on the ongoing multimedia session(s) on the source UE(s) discovered by the target UE(s) in pull mode.
-
It shall be possible for a UE to request and, when authorized, to pull one or more media flow(s) from a source UE.

-
It shall be possible for a UE to request and, when authorized, to pull Collaborative Session control from a source UE.

-
It shall be possible for the Controller UE to authorize the Collaborative Session request from a Controllee UE.
-
It shall be possible for the network to authorize Collaborative Session requests on behalf of the Controller UE.
-
It shall be possible to perform Inter-UE Transfer between UEs connected to the IMS via an IP-CAN and ICS entities that provide interworking with UEs in the CS Domain without impact on the CS domain.
Begin Change 2

6.1.3.9
Session Discovery

6.1.3.9.1 General

In order to solicit the IUT of media flows or control of an ongoing session from other UE(s) under the same or different subscriptions of the same operator, it shall be possible for a UE capable of IUT to discover ongoing session information on other IUT UE(s) as follows:
-
Session information for the other UE(s), including session identifier, source UE identifier (e.g. GRUU or IMPU), remote end identifier, identity of the Controller UE for the related collaborative session;

-
Media flow information for the ongoing session(s) in other UE(s), including: type (voice, video, etc.), status (held, active, etc.), media flow identifier;

-
Service Identifier for the service the session is related to. 

The UE may use the above information for IUT in addition to the availability and capabilities of other UE(s) as specified in Rel-9.
The SCC AS which serves target UE(s) of session discovery shall perform masking some or all of the media flows composing the session on the target UE(s) based on user preferences before providing ongoing session information to the UE which has requested session discovery. The user preferences indicate media type(s) and/or UE(s) to be masked from session discovery.

End Change
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