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Abstract of the contribution:

This document discusses SA1 LIPA requirements and proposes to select proper criteria for LIPA solution in Rel-10.
1 Introduction
Considering the time limitation in Rel-10, it is hard for any candidate solution to fulfill all LIPA requirements. The aim of this document is to pick some of the LIPA requirements which shall be fulfilled in Rel-10. The other requirements can be treated as low priority in Rel-10 or delayed to future release.
2 Discussion
The requirements in TS 22.220 v 10.2.0 can be classified into several groups:
	No.
	LIPA requirements
	Analysis
	Conclusion

	1
	> Enable/disable LIPA function
	
	

	1.1
	>> A UE shall have a valid subscription with the mobile operator in order to use Local IP Access.
	This is essential for the operators to control the LIPA usage per user. It can be achieved by add proper LIPA subscription in the subscriber data. 

In all candidate solutions, LIPA is enabled/disabled by the SGSN/MME based on subscription data. Thus these requirements can be satisfied by all candidate solutions.
	High priority. 

Common mechanism may be found for all candidate solutions.

	1.2
	>> A UE shall be able to use Local IP Access in a visited network subject to roaming agreement between mobile operators.
	
	

	1.3
	>> The HPLMN shall be able to disable LIPA usage when the UE roams to particular VPLMNs.
	
	

	1.4
	>> The user may be notified when a H(e)NB provides access to a residential/enterprise IP network.
	This is not a mandatory requirement. Now some mechanisms are listed in section 5.2.2.2.1 for solution 1. Actually these mechanisms can be used by all candidate solutions.
	Low priority. 

Common mechanism can be found for all candidate solutions.

	1.5
	>> The mobile operator shall be able to enable/disable Local IP Access per H(e)NB and per UE.
	This is about enable/disable LIPA function of a H(e)NB. This can be used to prevent Internet access via LIPA if it is not acceptable to the MNO due to regulatory requirement (see 3.1).
It can be done via H(e)NB management system. And this is applicable to all candidate solutions as the breakout point locates in the H(e)NB.
	High priority. May be done by SA5.

Common mechanism can be found for all candidate solutions.

	1.6
	>> The H(e)NB Hosting Party, within the limits set by the mobile operator, shall be able enable/disable Local IP Access per H(e)NB.
	
	

	2
	> Relation between LIPA and other services
	
	

	2.1
	>> Simultaneous access from a UE to the mobile operator’s core network and Local IP Access to a residential/enterprise IP network shall be supported.
	This is essential for good user experience. How to satisfy this requirement is solution dependent. 

Support for pre-Rel 10 UE is not mandatory but can be seen as important advantage of the solution.
	High priority.

Candidate solutions should clarify whether and how to support this requirement.

	2.2
	>> Local IP Access shall not affect services running in parallel for the same UE.
	
	

	2.3
	>> Pre-Rel 10 UEs should be able to use Local IP Access.
	
	

	3
	> Local connectivity
	
	

	3.1
	>> Subject to regulatory requirements, Local IP Access traffic shall be routable only between the UE, H(e)NB and other entities within the residential/enterprise IP network.
	This means the traffic from local devices to local devices shall not go out of the local network, including the downlink LIPA traffic which may trigger paging. Thus if paging is supported, the downlink LIPA traffic shall be buffered in the local network but not sent back to CN.

On the other hand, it also means Internet access via LIPA connectivity may be not acceptable in some cases. But according to the offline discussion, it is very hard to prevent this to happen. So if an operator can not accept Internet access via LIPA, it shall be possible to disable the whole LIPA function. This can be done if 1.5 is fulfilled.
	High priority.

	3.2
	>> A UE using Local IP Access shall be contactable by another IP endpoint in the same residential/enterprise IP network via Local IP Access.
	This includes two aspects:

1) For connected mode, the UE shall be contactable by the other IP devices in the local network, which requires proper address allocation to the UE. This shall be satisfied in Rel-10.

2) For idle mode UE, support for paging triggered by LIPA traffic.

Paging can be avoided by keep the UE in connected mode, or buffer the packets until the UE comes to connected mode. How to limit the paging to the local area should be considered. Otherwise the UE may response from another cell out of the local network but rejected by the network when remote access is not supported. How to handle the case when downlink packets are coming from both CN and local network may also need to be considered. Other issues linked to this include preservation of the UE IP address when idle, idle mode mobility of the UE outside the HNB area, the cost of maintaining the UE in connected mode instead, etc.
Details of how to perform paging are missing in all candidate solutions. Considering the time limitation in Rel-10, it is proposed that support for paging should be optional in Rel-10.
	High priority for connected mode.

Low priority for idle mode.

	3.3
	>> It shall be possible for a UE to maintain its IP connectivity to the residential/enterprise IP network when moving between H(e)NBs within the same residential/enterprise IP network. Any interruption to this IP connectivity shall be limited to levels comparable to that of the IP connectivity for PLMN services.
NOTE: 
Loss of access to the residential/enterprise IP network is acceptable as a UE moves out of H(e)NB coverage.
	This is about session continuity for LIPA traffic when moving between access nodes.

Residential or small enterprise network usually has only one H(e)NB. In big enterprise network with multiple H(e)NBs, users are more likely to access the local network without moving, e.g. when they are at their desks, or in a meeting room. 

How to support this requirement is solution dependent. Logically/Physically stand alone L-GW, Iur/X2 interface between H(e)NBs, proper configuration of the local network, and feasibility of local-SGW may need to be considered. And this may also depends on the result of mobility enhancement WI for H(e)NB, which has just started in RAN. 

Based on above analysis, it is proposed to put this requirement in low priority in Rel-10 in SA2.
	Low priority.



	3.4
	>> The H(e)NBs supporting LIPA shall be able to provide access to the multicast groups that are active on the home based network:

-
A H(e)NB supporting LIPA shall allow UEs to join multicast groups active on the home based network.

-
It shall be possible for a H(e)NB supporting LIPA to forward multicast traffic from the home based network to the UE and from the UE to the home based network.
	This is captured in TR 23.829 but not in SA1's requirement.

The aim of this requirement is to allow some protocol like SSDP which facilitates automatic service discovery in home network. Support of this may improve user experience but is not essential to make LIPA work. And it depends not only H(e)NB but also whether UE can support those protocols.
According to the offline discussion, support for this requirement is an implementation issue for H(e)NB and has no impact on architecture selection. It is proposed to put this requirement in low priority in Rel-10.
	Low priority.

	4
	> Network Management and Security
	
	

	4.1
	>> The H(e)NB subsystem shall allow the mobile operator to make traffic and signalling performance measurements related to Local IP Access for each user and for the H(e)NB. 
	Network management related.
	Should be done by SA5.

	4.2
	>> The H(e)NB subsystem shall allow the mobile operator to collect fault management information related to Local IP Access for each H(e)NB.

NOTE:
It is possible for the H(e)NB Hosting Party to use additional access control mechanisms (e.g. using a password) to restrict access of UEs to the residential/corporate IP network. However, such additional access control is out of scope of 3GPP standardisation.
	
	

	4.3
	>> Local IP Access shall not compromise the security of the mobile operator’s network.
	Security related.
	Should be done by SA3.


Note: Low priority dose not mean the requirement is excluded from Rel-10.
3 Proposal
Based on the discussion, it is proposed to add the following evaluation criteria for LIPA.
Start of the change

6.x
Evaluation criteria for LIPA
The following aspects shall be satisfied by the selected LIPA solution in Rel-10:

· The UE is allowed to use Local IP Access only when it has a valid subscription with its (home) mobile operator.
· LIPA and access to the core network in parallel for a UE shall be supported. And LIPA shall not affect services running in parallel for the same UE.
· The IP address allocation shall be done in a way that UE can be contactable by other IP devices in the local network via LIPA.
· Local traffic shall be routable only within the local network. LIPA function should be disabled if Internet access via LIPA is not acceptable.
The following aspects may be supported in Rel-10 or in future releases:

· The user may be notified when a H(e)NB provides LIPA.
· Support for paging triggered by downlink LIPA traffic.
· Session continuity for LIPA traffic when moving between H(e)NBs within the same residential/enterprise IP network.
· Access to the multicast groups that are active on the home based network.
End of the change
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