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Abstract of the contribution:

This contribution discusses the choice of the most appropriate path to send an IP flow (IFOM, LIPA and SIPTO) when an UE may have the choice between different paths.
Background

This contribution discusses the policies that steer the choice of the most appropriate path to send an IP flow when an UE may have the choice between different paths (IFOM, LIPA and SIPTO, non seamless WLAN offload).
Discussion
Requirements
Before defining the architecture of the solution, let’s discuss 

1. The use cases

2. The types of IP flow being routed

3. The information taken into account by the policies that steer the choice of the most appropriate path to send an IP flow
The use cases

1. There is the need to determine the most appropriate path for the UE to send an IP flow:

A. When the UE is multi-homed (the UE is allocated multiple IP @ by the network) e.g. when

· The UE has activated multiple simultaneous PDN connections (PDP contexts) (on different PGW/GGSN). This encompasses LIPA/SIPTO situations

· The UE has IP connectivity both via the EPS and via outside of the EPS (e.g. via non seamless WLAN offload)
Choosing the path used by an IP flow has an impact on the IP @ seen by the application. This case is called “service-level IP multi homing”
B. When the UE is connected to a PGW via multiple simultaneous communication paths (IFOM situations)
Choosing the path used by an IP flow has no impact on the IP @ seen by the application. This case is called “transport-level IP multi homing”
A. (in “service-level IP multi homing” situations) For transactions where the UE is the initiator (the UE is the client), the choice of the “home” (source IP @) of the transaction) can only be made by the UE unless the network enforces NAT to “de-route” IP traffic initiated by an UE (as in NAT based LIPA/SIPTO). So the final decision for “service-level multi IP homing” is to be taken by the UE unless NAT based LIPA/SIPTO applies.
If, as it is desirable, a generic solution is defined to work for any (combinations of) “service-level IP multi homing” situations,  it may be valuable to document such solution in 23.221 and to have other specifications (for LIPA/SIPTO, for non seamless offload,…) refer to that generic description.
B.  (in “transport-level IP multi homing” situations)(IFOM):

· The path used by an IP flow may change during an IP transaction so the decision may be more dynamic than in “service-level IP multi homing” situations.

The types of IP flow being routed
2. The rules associated with IP flow steering may apply to IP flows characterized by (any combinations of):

· IP addressing information (an IP @/ a prefix range)

· Transport type (TCP/UDP)

· Transport port (ranges)
· IP Quality of service information (e.g. DSCP/QCI) 
· Note that policies that apply to other elements of the “TCP/IP” header than the IP @/Prefix information cannot be translated into mere IP routing tables on the UE.
As different such policies may be defined that have overlapping applicability, a priority order is to be defined between those policies.
In some cases the application on the UE may be actually choosing the path to use when it sends a RTSP streaming request with a SDP that contains the IP @ to be used by RTP flows. How this choice can be controlled by network based policies is to be defined. 
The information taken into account by the policies that steer the choice of the most appropriate path to send an IP flow
3. Both the UE and the network have useful information needed to take IP flow routing decisions. 

· The UE knows

i. whether it is connected over Wifi (non seamless WLAN offload) i.e. the UE is aware of radio capability / IP flows out of reach of the EPS
It is thus valuable for the UE to be able to communicate such information to the network
ii. The radio quality over the various radio it is connected to
iii. User policies

The connectivity (i) and radio quality information (ii) are dynamic.

· The network 

i. knows the application requirements (Rx, Third party interface) or may infer them via DPI (the network may detect applications via DPI)

ii. the load in the neighbouring cells

iii. operator policies , user subscription / profiles (SPR,….)
The application requirement (i) and load information (ii) are dynamic.

Architecture
Note: this debate should not be confused with discussions on Host versus Network based mobility. 

As both the UE and the network have relevant information, there is a need for the network and the UE to exchange their information: 

· For “service-level IP multi homing” the UE takes the IP routing decisions (when initiating a flow over a given path) and thus the proposed solution is the following:

· The UE determines the access technologies where to camp based e.g. on 3gpp Rel 8/9 policies retrieved from ANDSF 

· Once it has got IP connectivity over an elected non 3gpp access, the UE contacts (again) the ANDSF and gets from ANDSF IP forwarding policies to apply on this non 3gpp access (unless such information is already available from the UE and is not considered as stale). Such policies passed to the UE may depend on the UE subscription and on the non 3gpp access where the UE is camping.

· For “transport-level IP multi homing” the network is to define the policies to apply based on the knowledge of application requirements (Rx, Third party interface) or on DPI analysis of the flows. The way these policies are passed to the UE is to be determined but may encompass following tools:
· The network may use ANDSF to pass those policies to the UE but this communication channel may not be real time enough to pass dynamic information (OMA DM relies on SMS, even though HTTP/SIP PUSH is possible, is OMA DM support of HTTP/SIP PUSH widespread enough on the UE ?) 
· As policies associated with “transport-level IP multi homing” are relevant only when there are multiple transport channels between the UE and the mobility anchor (PGW), it may be envisaged to pass those policies via slight modifications of existing 3GPP signalling i.e. to use a PCRF initiated IP‑CAN Session Modification from PGW/GGSN towards the UE to pass those policies to the UE.

· The Possibility to carry those policies via PCO may be studied but it remains to be checked whether and how this applies to some cases such as of “transport-level IP multi homing” between 3gpp2 radio and Wifi.
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