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Abstract of the contribution:

In this contribution we show the configurations necessary to be able to transfer service control from one UE to another for Collaborative Sessions across multiple subscriptions.
Discussion:
In a companion contribution we have shown that there is one UE whose service profile is associated with the session with the Remote End even in the case of a Collaborative Session. When multiple UEs are associated with the Collaborative Session the following figure shows a possible configuration. In this case we have assumed that the original session was established between UE-A1 and the Remote End. The other UEs have been added as part of a Collaborative Session.

It should be noted that this figure is a general configuration and that other configurations could exist. For example, in IMS, multiple subscribers can be using the same S-CSCF and SCC-AS but this sharing cannot be guaranteed to exist in general.
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 Figure 1: Collaborative Session with multiple subscriptions
Since UE-B1 belongs to a different subscription, it is clear that the Access Leg toward this UE will have to pass through all Application Servers associated with the service profile of the user of UE-B1.

SA1 requirements say, “it shall be possible to transfer service control related to some or all media components of the target IMS UE(s) belonging to one or more users”. We need to examine what will happen in this case. 
If the transfer of service control means that the services being applied to the Collaborative Session are now the services of a different UE, then the signalling needs to transit a different set of Application Servers. In the case of a transfer from UE-A1 to UE-A2 this routing is completely internal to the S-CSCF but would need to be recognized as a change to the session owner and thus to the associated service profile.
If the control is passed to UE-B1 however, a much more complex transfer must take place. In order to assure that the Application Servers of UE-B1 are on the Remote Leg, it could be necessary for the configuration to change to the one shown in the following figure.
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Figure 2: Collaborative Session with multiple subscriptions after transfer

As can be seen by this figure, in order for the services of UE-B1 to be able to be applied, the remote leg must be transferred from routing through S-CSCF-A to routing through S-CSCF-B. In addition, two access legs would need to be established from SCC-AS-B toward UE-A1 and UE-A2. 
It has been suggested that there might be alternative routing possibilities that could result in UE-B1’s Application Servers to be on the path but such alternative routings have not been currently defined.

Conclusion:
It seems that there are three possible ways forward for our current specification work. 

The first option (Option 1) would be to provide support for multiple controller UEs in Rel-10 where the Collaborative Session would still be owned by the owner of the service profile (as in Rel-9) but any other UE capable of IUT operations could be potential Controller UEs subject to the active service profile and IUT service configuration of the original UE. With multiple Controller UEs the media could be controlled from a secondary device. Support for explicit transfer to another UE to change the active service profile would not be part of this release. If a user wanted to transfer the Collaborative Session to another UE’s service profile, it would need to be done as a two step process of doing an IUT to the other user’s device and then having that user establishing whatever Collaborative Session was desired from that device. If it turns out that this seems to not be sufficient, then explicit service control transfer could be addressed in a subsequent release. It should be noted that in this case the Collaborative Session is associated with the UE that owns the service profile and would terminate if the service profile owner were to leave the session.

The second option (Option 2) would be the same as Option 1 but to maintain the Collaborative Session with the service profile of UE-A1 even after this UE has left the Collaborative Session. For this case the configuration shown in Figure 1 would pertain for the duration of the Collaborative Session. The services would be limited to those defined and/or configured in the service profile and IUT service configuration of UE-A1 and any charging information gathered by the various Application Servers would be assigned to UE-A1. Other UEs that support IUT operations (i.e., simultaneous Controller UEs) could initiate these operations subject to the limitations defined in UE-A1s service profile. In this case charging information would still be identified with UE-A1 and any dynamic changes to service configuration information would not be able to be done possibly resulting in unwanted behaviour.

The third option (Option 3) would be to move ahead with specifying the procedures for an explicit transfer of the session to use another user’s service profile. In this case the most straight forward solution would involve doing a complete IUT from UE-A1 to UE-B1 (similar to the scenario for IUT without a Collaborative Session), passing along information regarding the configuration of the current Collaborative Session, and then relying on UE-B1 to re-establish the Access Legs to any of the UEs that were formerly in the Collaborative Session prior to Transfer. This would likely be a noticeable event to the Remote End but perhaps this would still be in line with the service requirements.
Qualcomm proposes that we adopt Option 1 for Rel-10 and proposes the changes shown below to TR 23.831.

Proposed Changes:
***** First Change *****
4.2
Scenarios for multiple Controller UEs
4.2.1
General
Any UE that supports IUT capabilities is a potential Controller UE. Controller UE operations may be attempted and if allowed by the owner of the Collaborative Session (i.e., based on the active service profile, IUT service configuration, and possibly based on user response to the operation request), the operations should succeed. 
Since any UE is potentially able to be a Controller UE there is no need to explicitly transfer the Controller UE role to another UE.
The following is the list of scenarios that describe the new and enhanced IUT capabilities for Collaborative Sessions with a multiple Controller UEs:
1.
Transferring media
2.
Adding media
3.
Deleting media
4.
Modifying media
5.
Replicating media
As stated above, the capabilities permitted to be used by another potential Controller UE, are determined by the service profile and service configuration of the User that owns the Collaborative Session. As shown in the following figure, a set of services including the IUT service are configured at registration time for each UE based on the UE’s service profile. A session that is established with the Remote End passes through the various Application Servers and thus determines the set of services provided.
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Figure X: Collaborative Session with multiple Controller UEs across multiple subscriptions

In this figure it is assumed that the session was initially established between UE-A1 and the Remote End. Subsequently UE-B1 and UE-C1 were added to form a Collaborative Session. The collection of Application Servers in the system on the left are those of UE-A1 as designated by its service profile. The active configuration settings (if any) in the SCC-AS-A are those associated with UE-A1. 
In this figure it is assumed that UE-B1 and UE-C1 belong to other users with other service profiles. UE-B1 happens to be attached to the same S-CSCF and is assigned the same SCC-AS as UE-A1.
Even though UE-B1 and UE-C1 are part of the Collaborative Session, still the services for the Collaborative Session are those of UE-A1. The Application Servers for UE-B1 are not involved at all and the services of UE-C1 are only performed on the Access Leg for that UE.

For example  if UE-B1, as another Controller UE, requests some operation  such as adding an additional Controllee UE to the Collaborative Session, this shall only be allowed by SCC-AS-A if it is allowed by the service profile of UE-A1 and whatever IUT service configuration it has for UE-A1. UE-A1 shall be able to configure the services provided by SCC-AS-A such that the operations allowed by other potential Controller UEs are limited to those desired by the UE-A1 user.

***** Next Change *****
5
Architectural Requirements and Assumptions
Editor’s Note:
This clause will contain the requirements and working assumptions for the enhanced IUT architecture.

5.1
Assumptions
-
The UEs involved in Collaborative Session procedures can belong to different IMS subscriptions.
-
Since Collaborative Session control can be exercised by any UE belonging to the same or different IMS subscriptions (subject to the limitations of the active service profile and IUT service configuration), there is no need to explicitly transfer the Controller UE role to another UE.

5.2
Architectural Requirements
The solution shall fulfil the following architectural requirements:

-
In single Controller UE scenarios, the Controller UE shall maintain the Collaborative Session control for the session until the session is released 
-
It shall be possible to apply Collaborative Session procedures between UEs belonging to different IMS subscriptions.

-
For a UE that has indicated that it is capable of becoming a Controller UE, it shall be possible:

-
to authorise the UE to use its Controller UE capability.

-
for the UE to decide if it wants to participate in a Collaborative Session as a Controller UE. 
-
It shall be possible for the Controller UE to apply Collaborative Session procedures when setting up either an originating or terminating session.
-
It shall be possible, based on the terminating user’s preferences, to route incoming IMS session requests to a UE that is capable of becoming a Controller UE.

-
It shall be possible for a UE to request to replicate one or more media flow(s) from the Remote End.

-
It shall be possible for the network to replicate media in order to support the media replication scenarios described in this document.
-
It shall be possible for the Controller UE to share Collaborative Session control with another UE.

-
It shall be possible for the network to resolve conflicting Collaborative Session control requests when the Collaborative Session control is shared between UEs.
-
It shall be possible for a UE to determine the information of ongoing multimedia session(s) in other UEs before or during Collaborative Session procedures.
-
The selection of the media flows to be transferred may be based on the ongoing multimedia session(s) on the source UE(s) discovered by the target UE(s) in pull mode.
-
It shall be possible for a UE to request and, when authorized, to pull one or more media flow(s) from a source UE.


-
It shall be possible for the Controller UE to authorize the Collaborative Session request from a Controllee UE.
-
It shall be possible for the network to authorize Collaborative Session requests on behalf of the Controller UE.
-
It shall be possible to perform Inter-UE Transfer between UEs connected to the IMS via an IP-CAN and ICS entities that provide interworking with UEs in the CS Domain without impact on the CS domain.
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