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Abstract of the contribution: This contribution discussed the general issue related to the architecture supporting standalone L-GW based on Solution 1.
Discussion:
With the support of standalone L-GW in Solution 1, the following points needs to be addressed:

- 
Establishment of the connection between L-GW and H(e)NB: In Solution 1 architecture, the mobility and session management are in the core network. L-GW is serving as the P-GW (and with certain S-GW function in some variants). Therefore, information about the the L-GW and H(e)NB can be exchanged via MME. This can apply to the establishment of the connection between L-GW and H(e)NB as well. 

-    Teardown of the connection between L-GW and H(e)NB:  The connection between L-GW and H(e)NB can be removed when the corresponding E-RAB is torn down. 

-
L-GW address look up: A few possible methods allow the standalone L-GW address to be made known to the core network. One way is by deployment configuration. For example, each H(e)NB/H(e)NB-GW can be configured with the corresponding L-GW address, and attach that to the signalling towards MME/SGSN. Another alternative is to make use of the DNS system. The MME/SGSN can make use of the H(e)NB location and cell information to resolve the address of the L-GW. 

-
Relationship between standalone L-GW and H(e)NB: Since the L-GW and H(e)NB are deployed in the same network, e.g. corporate network, or a campus network, they may share some information about the domain. For example, both L-GW and H(e)NB can be configured with the same CSG ID/CSG IDs that allows the L-GW or H(e)NB to decide if a direct connection is possible. 

For the scenarios presented in 4.1, scenario 1 requires least new functions, as the operators own both the H(e)NB subsystem and the backhaul network. Most issues can be resolved by deployment configurations. However, for Scenario 2 and 3, a Security Gateway (SeGW) may be present between the H(e)NB and the operators’ network. In such cases, additional considerations are necessary:

-
L-GW and H(e)NBs’ local address: MME only knows the addresses that are allocated by the SeGW. To achieve direct route between L-GW and H(e)NB, the local addresses needs to be exchanged. This requires additional information between L-GW and H(e)NB to be exchanged via MME. 

-
Security for the direct connection between L-GW and H(e)NB: Due to the existence of the SeGW, the L-GW and H(e)NB needs to have IKEv2 and IPSec to obtain connection to the operator’s core network. Therefore, these mechanisms can be reused for securing the direct connection between L-GW and the H(e)NB. The keying materials can be exchanged along with the information for setup the direct connection. 
Proposed changes:
Add the following to appropriate part of TR23.829:
******************** Start of first change ****************************

5.2.3.x
Architecture variants for standalone L-GW support
5.2.3.x.1 General principles of supporting standalone L-GW

To support standalone L-GW in Solution 1, the following principles needs to be followed:
- 
Establishment of the connection between L-GW and H(e)NB: Information about the the L-GW and H(e)NB can be exchanged via MME. 
-    Teardown of the connection between L-GW and H(e)NB:  The connection between L-GW and H(e)NB is removed when the corresponding E-RAB is torn down. 

-
L-GW address look up: Both DNS or RAN@ mechanisms are supported. 

-
Relationship between standalone L-GW and H(e)NB: The L-GW and H(e)NB are deployed with some common information about the domain, for example the CSG ID/CSG IDs or a FQDN. 

For Scenario 2 and 3, a Security Gateway (SeGW) may be present between the H(e)NB and the operators’ network. In such cases, additional considerations are necessary:
· L-GW and H(e)NBs’ local address: The local addresses needs to be exchanged. This requires additional information between L-GW and H(e)NB to be exchanged via MME. 
-
Security for the direct connection between L-GW and H(e)NB: The L-GW and H(e)NB reuse the security mechanisms with SeGW for securing the direct connection between themselves. The keying materials can be exchanged via core network. 
******************** End of first change ****************************
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