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Abstract of the contribution: 
1. Principles for Access Network Discovery and Selection

This document discusses some principles that govern the UE behaviour after the introduction of routing policies. Its goal is to establish a common understanding regarding the use of routing policies. The following terminology is used:

ISMP: Inter-System Mobility Policy

ANDI: Access Network Discovery Info

RP: Routing Policies

AN: Access Network

RAT: Radio Access Technology

1. Access discovery and selection is based on ISMP and ANDI

a. The UE has implementation-dependent triggers and/or ANDI-dependent triggers for starting the access discovery and selection procedure (e.g. scan periodically, or scan when ANDI indicates a WLAN is around, etc)

b. When the UE can support IP traffic on a single-RAT only:

i. It selects a RAT/AN among all available RATs/ANs based on ISMP and user preferences. 

ii. If a higher-priority RAT/AN becomes available, the UE performs inter-system handover to this RAT/AN. After the handover, all IP traffic (to all active PDN connections) is moved to the higher-priority RAN/AN.
c. When the UE can support IP traffic on multiple RATs simultaneously (e.g. 3GPP and WLAN):

i. It selects the RATs/ANs to simultaneously operate based on ISMP and user preferences (e.g. a dual-RAT UE tries to simultaneously use the two RATs/ANs with the highest preference in ISMP)

ii. If WLAN is restricted by ISMP the UE shall not use WLAN (unless the user requires so)

iii. If several WLANs are available (e.g. SSID x, SSID y), the selected WLAN is based on ISMP

d. PDN connectivity to a selected RAT/AN can be establishment right after the RAT/AN is selected or can be triggered by other means. For example, if a UE selects a WLAN because ISMP indicates “WLAN has the highest preference”, then PDN connectivity over this WLAN may be immediately attempted or be delayed until other triggers occur (e.g. when traffic is identified that is preferably routed to WLAN over a specific APN; see the routing policies below). When PDN connectivity is established over a selected RAT/AN appears to be an implementation issue.
2. RP is used to enable policy-based routing
a. RP is used to decide how outgoing traffic should be distributed to the already selected radio interfaces

b. RP indicates which (RAT, APN) pair should preferably be used for transmitting specific IP flows

c. RP indicates which (RAT) should preferably be used for transmitting all traffic to a specific APN

d. RP indicates which traffic should directly be offloaded to WLAN (outside a PDN connection)

e. RP may trigger access network discovery and selection. For example, if RP indicates “web traffic is preferably routed over WLAN”, then when the user tries to access a web page and the UE is not associated to any WLAN at that time, this may create a trigger for the UE to start looking for and selecting a WLAN. This behaviour should not be mandated however because (1) the UE has other (e.g. implementation-specific and traffic-independent) triggers for access discovery and selection and (2) triggering AND&S when new IP flows / services are initiated by the UE can consume the battery very quickly. In this case, the UE will start the web session over (say) 3G and when it discovers and selects a WLAN, it will transfer the session to this WLAN, either seamlessly or non-seamlessly (depending on RP).

f. RP shall be able to trigger PDN connectivity over WLAN. For example, if RP says “TCP traffic to port 81 is preferably routed over WLAN with APN=foo.com”, then the first TCP segment to port 81 would trigger PDN connectivity over WLAN, assuming the UE is already associated to a WLAN. If the UE is not associated to a WLAN, another radio interface will be used until a WLAN becomes available.
3. Co-existence between ISMP and RP

a. ISMP and RP can co-exist in the UE
b. ISMP is used for selecting a RAT/AN independent of any ongoing services / IP flows.
c. RP is used for distributing traffic across the already selected RATs/ANs. 
d. RP can be used also for triggering PDN connection establishment over an available RAT/AN, e.g. when RP indicates “IP flow 1 is preferably routed to WLAN with APN=A” and traffic is detected that matches IP flow 1.
4. Service-based access selection

a. Currently, there are no mechanisms to enable service-based access selection, e.g. select an access network based on the traffic QoS characteristics, or based on application type
b. Service-based access selection could be enabled with the use of appropriate routing policies, e.g. “traffic with TOS=32 is preferably routed to WLAN, SSID=x”
c. However, at the moment is not clear if there are stage-1 requirements for service-based access selection (such requirements does not seem to be part of IFOM)
d. Also, service-based access selection may trigger the UE to perform access re-selection very frequently, e.g. when RP indicates that “web traffic is preferably routed to WLAN, SSID=x, APN=A” and “VoIP traffic is preferably routed to WLAN, SSID=y, APN=A”
2. Proposal
It is proposed to discuss the above principles and decide which can be agreed by SA2. 
