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This contribution adds a solution on MTC Devices communicating with one or more MTC Servers via SMS without exclusive MSISDN assigned to each MTC Device.
1. 
Introduction

In the last meeting, a LS (S2-100023) is received from the ITU which points out that the MSISDN and IMSI will run out of numbers in the near future due to extremely large volumes of MTC Devices. So a method should be provided to reduce the usage of such public numbering resources for the M2M-related telecommunications or at the very least use these resources much more efficiently. 
As specified in clause 5.4.3.1 of TR 23.888, the SMS is an imported method to resolved Small Data Transmission feature. To reduce the usage of MSISDN for the MTC Devices using SMS for data transmissions, this contribution proposes a solution on MTC Devices communicating with one or more MTC Servers by SMS.

The main idea of this contribution is that a common MSISDN is shared by a group of MTC Devices belonging to the same MTC Subscriber, and a “MTC Device ID” is static unique assigned to each MTC Device. The “MTC Device ID” is used as the primary addressing identifier for MTC Device communications via SMS. The association between the “MTC Device ID” and the IMSI of the MTC Devices is stored in HLR/HSS.

For the SMS sends from the MTC Device to the MTC Server, the “MTC Device ID” of the MTC Device shall be contained in the body the SMS. The MTC Device can be identified by the MTC Server by the “MTC Device ID” when the MTC Server receives the SMS.
For the SMS sends from the MTC Server to the MTC Device, the problem is how to addressing MTC Devices without exclusive MSISDN. This contribution provides three alternatives: 
Alternative 1-using VAS AS (Value-added Services SMS Application Server) as introduced by TS 23.142 to route the SMS. The VAS-SMS service is an operator specific service by which an operator enables the subscriber to experience some value-added service features for SMS, such as Short Message Forwarding, Short Message Filtering, and Short Message Auto Reply etc. The VAS-SMS service is implemented by the VAS AS which is in the path of the SMS transmission. As for this alternative solution, when the VAS AS serving for the MTC Device receives the SMS contained the “MTC Device ID”, the VAS AS will acts as an SMS GMSC and interrogate the HLR/HSS with the “MTC Device ID” or the IMSI of the MTC Device and delivers the SMS to the MTC Device according to the routing info returned from the HLR/HSS.
Alternative 2- using VAS AS to submit a new SMS to the IMSI of the MTC Device. When the VAS AS serving for the MTC Device receives the SMS contained the “MTC Device ID”, the VAS AS will submit a new SMS as specified in TS 23.142, and the DA (destination address) of the SMS is the IMSI of the MTC Device. The SMS GMSC interrogates the HLR/HSS with the IMSI of the MTC Device when receiving the SMS submitted by the VAS AS. Then the SMS is delivered to the MTC Device as specified in TS 23.040.
Alternative 3- enhance SMS GMSC, no VAS AS involved. The function of SMS GMSC is to interrogating the HLR/HSS by the MSISDN of the target device to retrieve routing information as specified by the TS 23.040. The enhancement for the SMS GMSC is that the SMS GMSC can interrogate the HLR/HSS with the “MTC Device ID” which is obtained from the body of the SMS.
2. 
Proposal
It is proposed to agree the text changes below for inclusion in TR 23.888.

* * * First Change * * * *
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.368: "Service Requirements for Machine-Type Communications".
[x]
3GPP TS 23.142: “Value-added Services for SMS (VAS4SMS)”.
[y]
3GPP TS 23.040: “Technical realization of the Short Message Service (SMS)”.
* * * Next Change * * * *
5.2
Key Issue – MTC Devices communicating with one or more MTC Servers

5.2.1
Use case description

A MTC subscriber may have one or more MTC servers that communicate with the subscriber’s MTC devices through the PLMN, which is optimized for machine-type communications. This key issue focuses on the common service requirements as specified in TS 22.368 [1] (e.g. addressing, identifiers, charging, security, etc) for communication between MTC devices and MTC servers.

5.2.2
Required Functionality

To enable communication between MTC devices and MTC servers the following requirements shall be met:

-
It shall be possible to use one or more MTC servers for communicating with the MTC devices of a MTC subscriber.

-
The PLMN shall allow transactions between an MTC device and an MTC server, either initiated by the MTC device or the MTC server.

-
The PLMN shall be able to authenticate and authorize an MTC device before the device can communicate with an MTC server.

-
It shall be possible to uniquely identify an MTC device;

-
It shall be possible to uniquely identify an MTC Group i.e. a collection of MTC devices belonging to the same MTC subscriber;

5.2.3
Solutions

5.2.3.1
Solution 1: Enabling mobile terminated communications for MTC Devices relying on IP communication
MTC devices relying on IP communications that need to be reachable for mobile terminated communications are assigned a static unique “host name” (i.e. an FQDN identifier specific to the MTC device). The “host name” is assigned in addition to any EPS-level identity (such as IMSI or MSISDN) of the MTC device.

NOTE: The “host name” may be defined via the EPS-level identity. For instance, assuming that the MTC device has an IMSI as the EPS-level identity, the “host name” can be defined as “mtc.IMSI.pub.3gppnetworks.org”. The exact definition of the “host name” is a Stage 3 matter.

The “host name” is used as the primary addressing identifier for mobile terminating communications.

Upon attachment to the PLMN the MTC device that relies on IP communications is assigned dynamic public IP address. In roaming scenarios the dynamic IP address may be assigned in the Visited PLMN.

The association between the “host name” and the dynamically assigned public IP address is stored in the authoritative DNS server in the Home PLMN.

When the MTC device is assigned a dynamic public IP address, the authoritative DNS server is kept up-to-date using DNS Update mechanisms.

The entity performing DNS updates is preferably located in the Home PLMN in order to reduce the number of trusted interfaces to the DNS server.

Editor’s note: It is FFS how to enable sending of mobile terminating messages to an MTC device inside a private IP address space.

Editor’s note: For IMS-capable MTC devices it is FFS how to map the application-level identity to the “host name”.
5.2.3.x
Solution x: Enabling data transfer via SMS for MTC Devices without exclusive MSISDNs

MTC Devices transferring data via SMS without exclusive MSISDNs need to be assigned a static unique “MTC Device ID” (e.g. an FQDN identifier or private number specific to the MTC device). The “MTC Device ID” is assigned in addition to a common MSISDN which is shared by a group of MTC Devices belonging to the same MTC Subscriber.

The association between the “MTC Device ID” and the IMSI is stored in HLR/HSS.

For the SMS sent from the MTC Device to the MTC Server: 

· The MTC Device shall insert the “MTC Device ID” into the body of the SMS.

· The MTC Server identifies the MTC Device by the “MTC Device ID” contained in the body of the SMS. 

For the SMS sent from the MTC Server to the MTC Device, the problem is how to address MTC Devices without exclusive MSISDN. Hence the following alternatives are proposed:

Alternative 1- using VAS AS (Value-added Services SMS Application Server) as specified in TS 23.142 [x] to route the SMS

The MTC Server sends a SMS with the “MTC Device ID” in the SMS body and the DA (destination address) of the SMS set to the common MSISDN of the target MTC Device. And the SMS is routed to the VAS AS serving for the MTC Devices identified by the common MSISDN. 

If the VAS AS has stored the mapping information between the IMSI and the “MTC Device ID” of the MTC Device, the VAS AS gets the IMSI of the MTC Device according to the “MTC Device ID” which is obtained from the body of the SMS and acts as an SMS GMSC to interrogate the HLR/HSS with the IMSI of the MTC Device. 

Otherwise, the VAS AS acts as an SMS GMSC to interrogate the HLR/HSS with the “MTC Device ID” which is obtained from the body of the SMS directly. 

Then the VAS AS delivers the SMS to the MTC Device according to the routing info returned from the HLR/HSS.
The MTC Device verifies the “MTC Device ID” in the message body when receiving the SMS.
Alternative 2- using VAS AS to submit a new SMS to the IMSI of the MTC Device 

The MTC Server sends a SMS with the “MTC Device ID” in the SMS body and the DA (destination address) of the SMS set to the common MSISDN of the target MTC Device. And the SMS is routed to the VAS AS serving for the MTC Devices identified by the common MSISDN. 

If the VAS AS has stored the mapping information between the IMSI and the “MTC Device ID” of the MTC Device, the VAS AS gets the IMSI of the MTC Device according to the “MTC Device ID” which is obtained from the body of the SMS. Otherwise, the VAS AS interrogates the HLR/HSS for the IMSI with the “MTC Device ID” of the MTC Device.
The VAS AS submits a new SMS as specified in TS 23.142 [x] with the DA (destination address) of the SMS set to the IMSI of the MTC Device. 

The SMS GMSC interrogates the HLR/HSS with the IMSI of the MTC Device when receiving the SMS submitted by the VAS AS. Then the SMS is delivered to the MTC Device as specified in TS 23.040 [y]. 

The MTC Device verifies the “MTC Device ID” in the message body when receiving the SMS.
Alternative 3- enhance SMS GMSC, no VAS AS involved
The MTC Server sends a SMS with the “MTC Device ID” in the SMS body and the DA (destination address) of the SMS set to the common MSISDN of the target MTC Device. And the SMS is routed to the SMS GMSC serving for the MTC Server. 

The SMS GMSC interrogates the HLR/HSS with the “MTC Device ID” which is obtained from the body of the SMS and delivers the SMS as specified in TS 23.040 [y]. 

The MTC Device verifies the “MTC Device ID” in the message body when receiving the SMS.
* * * End of Change * * * *
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