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1
Introduction
This proposal gives other alternatives to solve the bearer binding of optimal routing for solution 1 variant 1.
2
Discussion

2.1. Mapping of E-RAB and EPS Bearer
In the variant 1 of solution 1, the S5 PGW TEID parameter is used to indicate the bearer of “optimal routing”, and HeNB will use the S5 PGW TEID to find out the corresponding UE and the UE’s optimal routing bearer context in the L-GW. Although the S5 PGW TEID is allocated by L-GW for uplink bearer, the L-GW could also use the S5 PGW TEID to mark the downlink bearer and send the traffics to the “HeNB part” internally. In this mechanism, MME needs to send the S5 PGW TEIDs for each LIPA bearer of a UE in INITIAL CONTEXT SETUP REQUEST or E-RAB SETUP REQUEST messages in order to indicate the HeNB of the optimal routing bearers. 

However, if we think over the mechanism for binding of “optimal routing” bearers in collocated HeNB/PGW(L-GW), we could find a more efficient method. In the chapter 5.2.1 of TS23.401, the values of E-RAB ID, EPS Bearer ID, and NSAPI/RAB ID to identify a same bearer of a UE are restricted as following, 
“An EPS bearer identity uniquely identifies an EPS bearer for one UE accessing via E-UTRAN. The EPS Bearer Identity is allocated by the MME. There is a one to one mapping between EPS RB and EPS Bearer, and the mapping between EPS RB Identity and EPS Bearer Identity is made by E-UTRAN. The E-RAB ID value used at S1 and X2 interfaces to identify an E-RAB is the same as the EPS Bearer ID value used to identify the associated EPS Bearer.

When there is a mapping between an EPS bearer and a PDP context, the same identity value is used for the EPS bearer ID and the NSAPI/RAB ID.” 
It means, for bearer contexts in HeNB and PGW, if one UE is identified, the mapping of the UE’s E-RAB and EPS bearer could be determined as they have the same value for a same bearer in one UE. 

Then, the collocated HeNB and L-GW could easily map one UE’s LIPA bearers for both uplink and downlink internally if the UE ID used in L-GW is also sent to HeNB. If an EPS Bearer ID is not found in the L-GW but the E-RAB ID exists in the UE’s context in HeNB, it means the EPS bearer is established to a PGW other than the L-GW.    
According to current SM/MM procedure of TS23.401, UE must be identified by an exclusive identifier to build the local UE context in the L-GW. The mechanism is same as the core network PGW and SGW, and the IMSI is used to identify the UE in the PGW, SGW and MME. So, if the IMSI is used to identify the UE in the L-GW and the IMSI is also sent to the HeNB in e.g., INITIAL CONTEXT SETUP REQUEST message, the HeNB with collocated L-GW could map the EPS RB/E-RAB and the EPS bearer for LIPA internally.
For 3G HNB LIPA with S4-SGSN, as the COMMON ID (IMSI is mandatory) is definitely sent to HNB while Iu interface is established, the above mechanism could be applied for HNB to map the RB/RAB and the EPS bearer for optimal routing without any message and interface enhancement for current Iu interface and S4-SGSN. 
Proposal 1: For HeNB LIPA, if the security of private information of UE is ensured in the HeNB and L-GW, the IMSI of the UE is sent to the HeNB in INITIAL CONTEXT SETUP REQUEST message to map the EPS RB/E-RABs and EPS bearers for LIPA internally. For 3G HNB LIPA with S4-SGSN, the Common ID (IMSI) is used for HNB and L-GW to map the RB/ RABs and the EPS bearers for LIPA internally without any impact on Iu interface and SGSN. 
2.2 UE ID used in the L-GW
In the basic architecture and procedure design of HeNB, the security is ensured more preferably than 3G HNB, e.g. no IMSI transferred in Radio and no IMSI kept in HeNB for access control. In LIPA architecture and procedure design of HeNB, it is better not to compromise the acquired assumption of security condition. 

If it is not acceptable to keep accessing UEs’ IMSIs in the HeNB/L-GW for higher security requirement in LTE/SAE system than 3G HNB, other exclusive semi-permanent UE ID could be used in binding bearers between HeNB and L-GW internally, e.g., MSISDN. The “UE binding ID” also could be created by the MME or obtained from HSS in the UE’s subscription data. The mapping between IMSI and the “UE binding ID” could be kept in the MME. 
Proposal 2: The MME sends MSISDN or other exclusive “UE binding ID”to L-GW and HeNB to avoid IMSI exposure. The MSISDN or “UE binding ID” is sent to L-GW in SM/MM procedures of TS23.401 and sent to the HeNB in INITIAL CONTEXT SETUP REQUEST message for HeNB and L-GW to map the EPS RB/E-RABs and the EPS bearers for LIPA internally.
NOTE: The MSISDN or “UE binding ID” could be used for statistics reporting of the UE for LIPA. The HeNB host may also use the UE binding ID for further control of LIPA. 
3
Proposal
Based on the above discussion the following changes are proposed in TR 23.8xy (Local IP Access and Internet offload).
* * * First Change * * * *
5.2.3
Architecture variants

5.2.3.1
Architecture variant 1 for LIPA
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Figure 5.2.3.1.1: LIPA solution for HeNB using local PDN connection
The salient features of the architecture in Figure 5.2.3.1.1 are the following:

-
a Local PDN Gateway (L-GW) function is collocated with the HeNB;

-
the MME and SGW are located in the EPC;

-
a Security Gateway (SeGW) node is located at the edge of the operator's core network; its role (according to TS 33.320 [7]) is to maintain a secure association with the HeNB across the IP backhaul network that is considered insecure;

-
a Home router/NAT device is located at the boundary of the home-based IP network and the IP backhaul network, as typically found in DSL or cable access deployments today;

-
for completeness also depicted is an external PDN Gateway (PGW) located in the operator's core network. It is used for access to the operator services;

-
Downlink packets triggering Paging of Idle mode UEs are forwarded on the non-optimised path (S5) and buffered in the SGW. The Paging procedure is the same as in TS 23.401 [6]; when UE enters Connected mode, the packets buffered in SGW are forwarded on S1-U;

NOTE 1:
alternatively, paging is triggered by a "dummy" packet sent across S5 and the downlink packets are buffered in the L-GW. It is FFS which of the two alternatives should be preferred.

-
For mapping the EPS RB/E-RAB in the HeNB and the EPS bearer in the L-GW there are three alternatives:

-  Alternative 1
-  With S5-GTP the S5 PGW TEID parameter is used as "optimal routing" information i.e. it is signalled across S1-MME to the HeNB. Candidate messages include INITIAL CONTEXT SETUP REQUEST or E-RAB SETUP REQUEST, etc. 
With S5-PMIP the S5 PGW GRE parameter is used as "optimal routing" information;
-
Alternative 2

-
If the possibility of divulging the IMSI stored in the HeNB and the L-GW does not compromise the security requirement of HeNB, the MME sends IMSI of the UE to the HeNB in INITIAL CONTEXT SETUP REQUEST message. The IMSI is used for the HeNB and the L-GW to map the EPS RB/E-RAB and the EPS bearer for LIPA internally.

-
Alternative 3

-
The MME sends a UE unique identifier, such as MSISDN or "UE binding ID", to the L-GW and the HeNB to avoid IMSI exposure. This identifier is sent to the L-GW in SM/MM procedures of TS 23.401 [6] and then to the HeNB in INITIAL CONTEXT SETUP REQUEST message for the HeNB and the L-GW to map the EPS RB/E-RAB and the EPS bearer for LIPA internally.

NOTE 2:
It is FFS how the downlink traffic match the EPS RB/E-RAB of the HeNB from S5-PMIP based L-GW for the UE with more than one LIPA bearer.
-
S5 is tunnelled in the same IPsec tunnel as S1-MME and S1-U;

-
IKEv2 mechanisms are used to request one IP address each for the HeNB and the L-GW function. The assigned L-GW address is signalled to the MME via S1-MME: candidate messages include S1 SETUP REQUEST or INITIAL UE MESSAGE, etc.;

-
the supported protocol on S5 is signalled to the MME via S1-MME: candidate messages include S1 SETUP REQUEST or INITIAL UE MESSAGE, etc.

Depicted in Figure 5.2.3.1.2 is the equivalent LIPA architecture for HNB femto cells with S4-SGSN.
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Figure 5.2.3.1.2: The equivalent LIPA solution for HNB using local PDN connection
The following is the summary of differences compared to the architecture for HeNB femto cells described in Figure 5.2.3.1.1:

-
HeNB and MME replaced by HNB and SGSN, respectively;

-
Presence of HNB GW; it is connected to the HNB, SGSN and SGW via Iuh, Iu-ps and S12, respectively;

-
S11 replaced by S4.

For mapping the RB/RAB in the HNB and the EPS bearer in the L-GW there are two alternatives:

-  Alternative 1:
The protocol messages for this architecture are the following:

-
The "Optimal Routing" information (S5 PGW TEID or S5 PGW GRE) may be carried in the RAB ASSIGNMENT REQUEST message (defined in RANAP);

-
On Iu, the L-GW address and the S5 Protocol Type parameters may be carried in the INITIAL UE MESSAGE message (defined in RANAP);

-
On Iuh, the L-GW address and the S5 Protocol Type parameters may be carried in the HNB REGISTER REQUEST message (defined in HNBAP) or in the UE REGISTER REQUEST message (defined in HNBAP).
-  Alternative 2:
-
The IMSI sent in Common ID is used for the HNB to map the RB/ RAB and the EPS bearer of the L-GW for LIPA internally for a UE without any impact on Iu interface and SGSN.
NOTE 3:
due to the presence of the non-optimised path (L-GW – SGW – HeNB or L-GW – SGW – HNBGW - HNB) in parallel to the direct path, the architecture in Figure 5.2.3.1.1 and Figure 5.2.3.1.2 can support mobility to another H(e)NB from the same home/corporate network or to a macro cell. The MME/SGSN may need to prevent mobility. It is FFS whether support for these features is a service requirement. When handing over to another H(e)NB in the corporate case, it is FFS how to keep the LIPA traffic within the corporate network.

* * * End of Change * * * *
3GPP
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