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=====  SECOND CHANGE =====

B.4
Solution 4: Dual Stack Architecture
B.4.1
Description

This architecture makes use of the original dual stack model defined in IETF RFC 4213 [x] which specifies the co-existence of IPv6 and IPv4 addressing until IPv4 is (gradually) phased out.

MS/UE attaches to network APN(s) using applicable procedures described in TS 23.401 [9],  23.402 [10] and TS 23.060 [11] in order to get  dual stack connectivity to Internet (IPv4 and IPv6). The operator assigns private IPv4 addresses to the UEs and uses NAT44 to provide access to the Internet. The operator may multiplex multiple UEs onto a single public IPv4 address using traditional NATs. The operator assigns IPv6 prefixes to the UEs allowing native IPv6 access to the Internet. 
The MS/UE will now use IPv6 to communicate with dual stack reachable services/peers and thus offloading the NAT44 assigned public IP address/ports resources that would have been made available for the UE if it not had been able to use IPv6. When communicating with Services/peers only served by IPv4, the UE/MS will use NAT44 resources to enable communication. During the co-existence phase of the IPv6 migration, more IPv4 traffic will be offloaded from the NAT44 as more and more services/peers become dual stack reachable or complete the transition and become IPv6 only reachable. 

B.4.2
Functional Description

The MS/UE need to obtain dual stack connectivity in order to be able to reach both IPv4 and IPv6 services/peers. This can be arranged either by using a dual stack connection by requesting a connection of  PDP Type IPv4v6 or PDN Type IPv4v6 depending on radio access technology and MS/UE capability. If these dual stack are not possible to obtain it is also possible to request two separate connections, one PDP context/PDN connection Type IPv4 and one PDP context/PDN connection Type IPv6. The preferred way would be to use only one connection for both IP versions but the two connection approach could be used when ether MS/UE or core does not allow for a single dual stack PDP context connection to be established.

The following table lists the basic requirements for this scenario in an IP version co-existence phase referencing the user plane capabilities only.
	Basic Components Name
	States
	PDP/PDN Types

	Terminal IP capability
	Dual stack
	IPv4v6, IPv4 and IPv6 
(NOTE 1)

	Type of application program
	Dual stack capable
	not applicable

	Type of assigned IP address,
	IPv4 and IPv6
	not applicable

	Subscriber IP capability
	Dual stack APN or combination of two single stack APNs in subscriber data
	IPv4v6, IPv4 and IPv6

	Network IP capability
	Dual stack network
	IPv4v6,  IPv4 and IPv6
(NOTE 2)

	Service/peer capability
	Dual stack (NOTE 3)
	not applicable


Table B.4.1: IPv4 offload requirements

The GGSN/PDN GW IPv4 Internet connectivity is provided over a NAT44 solution either co-located with the GGSN/PDN GW or elsewhere placed in the operator network.

NOTE 1:
To be able to use PDP/PDN Type IPv4v6 the MS/UE needs to be Release 8 or later

NOTE 2:
To be able to serve PDP/PDN Type IPv4v6 the core nodes needs to be Release 8 or later except for SGSN/GGSN using Gn/Gp need to be Release 9

NOTE 3:
If DNS is to be used to resolve the service/peer FQDN into an IP address the node DNS information needs to contain both A and AAAA record entries for the service/peer. 
B.4.3
Information flows 

See TS 23.060 [11], 23.401 [9] and 23.402 [10] for the appropriate information flow details.
B.4.4
Evaluation 
The solution assumes that Internet services start becoming dual-stack capable and thus available via IPv6. The 3GPP community should consider influencing major Internet service providers to make their services available via IPv6 in a user friendly manner. Offloading some traffic to IPv6 reduces the amount of active connections required in the NAT44. This reduces the scalability issues with NAT and the number of public IPv4 addresses/ports needed to serve the UEs. 
B.4.5
Applicability 
This solution applies to scenario 1.

The solution does not address a lack of private IPv4 addresses (scenario 3). The solution is readily applicable to the 3GPP network model. 

The solution can support overlapping private IPv4 addresses with some extensions, which are FFS. Such an extension can address scarcity of private IPv4 addresses (scenario 3).
Given the solution description above, the described functionality can be configured in currently deployed mobile networks as well as in future deployments regardless of 3GPP access technology. When to deploy such a setup in an operator’s network is more of a business and operational decision.
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