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Abstract of the contribution:

This P-CR provides reasons to modify the Initial IFOM Attach over non-3GPP access in the clause 5.2.3. 

Discussion

Based on the TS23.402 and RFC5555, when the UE initiates the DSMIPv6 attach procedure over non-3GPP access, the procedure consist of the Setup of Local IP connectivity sub-procedure, PDN/HA discovery and HoA Configuration sub-procedure, and the Binding Update sub-procedure as described in the clause 6.3 in the TS23.402 and the clause 6.1 in the TS23.237. In clause 5.2.3 of TS23.261, the Binding Update procedure happens on the condition that the UE is not on the home link. Clearly, it is not correct. Irrespective of the UE is on the home link or not, it shall be performed for the Binding Update sub-procedure.

Therefore, it should first modify the figure 5.2.3-2: the step 3 box is changed from Home Link Detection description to MIPv6 Security Association Setup, Authentication and Authorization description. And at the same time, the Condition “if the UE detects that it is not on the home link” in the step 3 should be deleted as it is misleading.
Proposal

The following revised text is proposed to be merged to the TS 23.261.

The Begin of Change
5.2.3 IP Flow Mobility PDN connection establishment over WLAN

The UE performs the initial PDN connection establishment over a WLAN access as shown in Figure 5.2.3-2. 
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Figure 5.2.3-2 Initial IFOM attach procedure over non-3GPP access

The UE connects to the WLAN and configures an IPv4 address and/or an IPv6 address/prefix. Depending on the specific scenario considered the UE attaches either to a trusted WLAN, an ePDG via an untrusted WLAN or to a PDG via a I-WLAN access as specified in 3GPP TS 23.402 [3] or 3GPP TS 23.327 [4]. If the UE connects to PDG or ePDG, an IPv4 address and/or an IPv6 address/prefix is assigned to the UE. 

If the UE connects to a Trusted non-3GPP access and PCC is deployed, a GW control session may be established as specified in TS 23.203 [5].

The UE performs the HA discovery, DSMIPv6 Security Association Setup and Authentication/Authorization procedure as described in TS 23.402 [3] or TS 23.327 [4]. 

The UE sends a DSMIPv6 Binding Update (HoA, CoA, Lifetime, BID) message to the HA as specified in IETF RFC 5555 [2] and IETF RFC 5648 [7]. The inclusion of the BID option at this stage is an indication that the UE supports IP Flow Mobility extensions. The UE may also include some FID options as described in draft-ietf-mext-flow-binding [8]. 

If the HA function is located in the PDN GW and PCC is deployed, the PDN GW performs an IP-CAN session establishment procedure with the PCRF as specified in TS 23.203 [5]. 

6.
The HA validates the BU, installs the IP flow mobility routing rules, establishes the DSMIPv6 bindings and sends a BA to the UE per IETF RFC 5555 [2], IETF RFC 5648 [7] and draft-ietf-mext-flow-binding [8].

The End of Change
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5. IP-CAN session establishment procedure
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5. IP-CAN session establishment procedure




















