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1. Introduction
The key issue for LIPA/SIPTO activation/deactivation is HOW to perform the LIPA/SIPTO and which information is used by the network to trigger LIPA/SIPTO
2. Discussion
2.1 How to perform LIPA/SIPTO activation?
According to the current LIPA/SIPTO requirement, the information used by the network to trigger LIPA/SIPTO is as the following:

· UE subscription data

LIPA: Only UEs having a valid subscription with the mobile operator shall be able to use Local IP Access.
SIPTO H(e)NB: The mobile operator may enable/disable Selected IP Traffic Offload on a per UE per defined IP network basis (e.g. based on tariff, subscription type etc.).
SIPTO macro: The mobile operator may enable/disable Selected IP Traffic Offload on a per UE per defined IP network basis (e.g. based on tariff, subscription type etc.).
Therefore, the UE subscription data is important information for the network to decide enabling/disabling LIPA/SIPTO.

· OAM configuration:  e.g. network configuration or HeNB hosting party with mobile operator agreement can enable/disable LIPA/SIPTO.

· Mobile operator policy control:
The mobile operator may base on the User Plane traffic volume reported to decide enable/disable LIPA/SIPTO.
As for LIPA and SIPTO requirement, it shall be possible for the mobile operator to collect statistics information related to Selected IP Traffic Offload/LIPA for each user (e.g. regular reporting of selected IP traffic offload /LIPA volume).
Proposal 1: The following information is used by the network to enable/disable SIPTO/LIPA: UE subscription data, OAM configuration, Mobile operator policy.
The following mobility scenarios can be considered to trigger LIPA/SIPTO.

1. Initial Attach

When UE performs initial attach to the network, if the network configuration permits and the UE subscription allows, then the MME can select the user plane GW closer to the RAN.
This can apply to LIPA, SIPTO H(e)NB, SIPTO macro.

2. UE request another PDN connection

According to the SIPTO requirement, the terminal is not allowed to evolve into the SIPTO activation. But for LIPA case, there is no requirement limitation. And UE can request additional PDN connection for connecting home device or company device.

This can apply to LIPA.

3. Service request by the UE

If the network didn't perform SIPTO/LIPA in UE’s initial attach, and when the UE triggers service request, the network may need to perform SIPTO, e.g. due to the collected traffic volume. The MME will select a closer PGW to the RAN.
The open issue is whether the new PGW will allocate a new IP to the UE.

This can apply to SIPTO.

4. TAU with immediate bearer activation

For LTE case, if UE sets active flag within TAU procedure, and if SIPTO/LIPA is needed, the PGW may be reselected closer to the RAN.
The open issue is the same to the service request.

This can apply to SIPTO.

5. PGW trigger dedicated bearer activation/modification

Due to the mobile operator policy control, if the SIPTO is needed, even if the PGW already selected for certain PDN connection, the PGW can trigger dedicated bearer activation or modification to re-select another PGW.
The open issue is the same to service request.

This can apply to SIPTO.

Proposal 2:

The MME decides whether the SIPTO/LIPA can be activated based on collected traffic volume information, UE subscription data, operator controlled policy during initial attach, service request, TAU.
The PGW decides whether the SIPTO/LIPA can be activated based on collected traffic volume information, UE subscription data, operator controlled policy, to trigger dedicated bearer activation/modification.

2.2 How to disable LIPA/SIPTO

According to the requirement the information used by the network to disable LIPA/SIPTO is the same as how to enable LIPA/SIPTO.
The mobility procedure on how to disable LIPA/SIPTO

· MME/SGSN triggers Detach procedure:

The MME/SGSN may trigger detach for disabling LIPA/SIPTO due to OAM purpose or UE subscription data invalid. For OAM purpose, the MME/SGSN shall notify the HSS in case when the UE performs re-attach.

· MME triggers PDN connection deactivation.
For multi-PDN supported, the MME triggers PDN connection deactivation for disabling SIPTO/LIPA, or, PGW trigger dedicated bearers for all the bearers under the LIPA/SIPTO PDN connection.
Proposal:

Disabling LIPA/SIPTO shall be decided by the CN.
3. Conclusion

4. Proposal
Architectural principles
The following architectural principles apply to all Local IP access and Selected IP traffic offload solutions:

-
For  traffic going through the mobile operator's Core Network, the SGW/SGSN User Plane functions are located within the Mobile Operator's Core Network;

-
Mobility management signalling between the UE and the network is handled in the Mobile Operator's Core Network;

-
Session management signalling (bearer setup, etc.) for LIPA, SIPTO traffic and traffic going through the mobile operator's Core Network terminates in the Mobile Operator's Core Network;

-
Reselection of a UE's offload point for SIPTO traffic that is geographically/topologically close to the user shall be possible during idle mode mobility procedures.
-  The following information is used by the network to enable/disable SIPTO/LIPA: UE subscription data, OAM configuration, Mobile operator policy.
-  The MME decides whether the SIPTO/LIPA can be performed based on collected traffic volume information, UE subscription data, operator controlled policy during initial attach, service request, TAU.

-  The PGW decides whether the SIPTO/LIPA can be performed based on collected traffic volume information, UE subscription data, operator controlled policy, to trigger dedicated bearer activation/modification.
-  Disabling LIPA/SIPTO shall be decided by the CN, via MME/SGSN triggers detach procedure, MME triggers PDN connection deactivation, PGW triggers dedicated bearer deactivation.
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