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Abstract of the contribution: This document presents remarks on the IMS HNB Assessment in S2-096587 in order to express the view of the cosigning companies that several of the conclusion drawn in that paper appear to be incorrect/imprecise.
Discussion

The IMS HNB assessment paper S2-096587 discusses the IMS HNB architectures from a biased view that only a network based solution can fulfil the SA1 requirements and therefore only recommends either architecture alternatives 2 or 4. 
The supporting companies of this paper would like to clarify the following incorrect/imprecise statements made on the solutions where the IMS interworking resides in the HNB:

· Introduction of an IMS interworking function in the HNB requires development of new security procedures.
Comment: While it is correct that any solution that proposes to have the IMS interworking function on the customer/enterprise premises requires adequate security procedures, it is INCORRECT that “new security procedures” are required. Alternative 6 clearly states that “this will be based on equivalent procedures as defined for GIBA in TS 33.203 […] between the GGSN and a RADIUS server associated with the HSS for early IMS security.” This clarifies that this architecture has no impact on IMS, just on the IMS HNB.
In addition, it is the responsibility of SA3 to develop security solution for any architecture required by 3GPP. Guessing that SA3 may not be able to develop a solution is futile, because to-date SA3 has always developed adequate security solutions. It should also be noted that SA3 has already developed a sound solution for the major issues of having a security end-point in HNB (for encryption on the air interface), and the existing solution can already take care of having a user agent in HNB. 
Finally, it should also be noted that any future solution assuming a CS/IMS interworking function in the customer or enterprise premises will be in need of such a procedure.
· Since IMS HNB introduces a new interface to IMS, which is in the core network, a network-based solution more naturally enables reuse of existing network capabilities.
Comment: Alternative 6 simply reuses the Gm interface with early IMS Authentication, which is an already standardized IMS interface – i.e. there is NO impact on IMS. Hence it is INCORRECT to imply that alternative 6 introduces a “new interface to IMS”.
· In alternative 6, the mobility support requires development of new SRVCC-like handover procedures and it only defines an approach to supporting handover from HNB to macro but not for macro to HNB.
Comment: SRVCC has already been standardized in Rel-8 and alternative 6 simply uses these procedures. So it is INCORRECT to call these “new SRVCC-like handover procedures.” Furthermore, alternative 6 also supports handover from macro to HNB. This is a feature of the basic HNB subsystem: ongoing calls will just be kept in the CS domain. As a result, the CS offload support for handover scenarios from macro to HNB is similar to network-based solutions, which still require CS equipment in the core to process these calls.
· The alternative 8 will make IMS access dependent.
Comment: It has been suggested that encapsulation of GSM signalling within SIP messages between the IMS HNB and the HNB-CAS creates “access dependence” for the IMS.  However, one of the objective of the IMS HNB Work Item is to “provide support of pre-Rel 9 UE in IMS capable HNB Subsystem”, which necessarily involves 2G/3G NAS interworking – and which capability is provided by all of the alternatives.
Thus alternatives 6 and 8 are not recommended. Future applications may require other interworking functionality in the HNB.
Comment: We acknowledge that future applications for HNBs, e.g. in the Enterprise, will most likely require SIP and/or IMS interworking functionality in the HNB, and thus alternatives 6 and 8 are expected to be more future proof than network-based alternatives.
In addition to those comments, the supporting companies like to highlight that the assessment provided in S2-096587 does not sufficiently consider the main drivers behind the IMS HNB work item, namely the ability to support operators to offload CS traffic from their CS core network to IMS, which are clearly stated in the Study Item Description and the architectural requirement sections.

As a consequence, the supporting companies have provided an alternative assessment in S2-097051.
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