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E.1
Gateway Relocation with PMIPv6 on S2a



[image: image2]Figure E.1-1: Gateway Relocation when PMIPv6 MM mechanism is used over S2a

When the Gateway Relocation procedure occurs in the Non-Roaming case (Figure 4.2.2-1), the vPCRF is not involved.

In the case of Roaming (Figure 4.2.3-1) and Local Breakout (Figure 4.2.3-4), the vPCRF is employed to forward messages from the hPCRF in the home PLMN, by way of the vPCRF in the VPLMN to the non-3GPP access.

1)
A gateway relocation is triggered, to be initiated by the Trusted Non-3GPP IP Access. This trigger is outside the scope of 3GPP standardization.
2)
The target Gateway in the Trusted Non-3GPP IP Access initiates a context transfer procedure with the source Gateway in the same Trusted Non-3GPP IP Access as defined in 3GPP2 X.P0057 [51] to update the target Gateway with pertinent context information for the UE e.g. PDN connections.

For multiple PDN connections, steps 3 through 9 are repeated for each PDN connection with its associated PDN GW. 
3)
The target Gateway initiates a Gateway Control Session Establishment Procedure with the PCRF, as specified in TS 23.203 [19]. The target Gateway provides the information to the PCRF to correctly associate the Gateway Control Session with the UE’s existing IP‑CAN session.


4)
The MAG function of the target Gateway sends a Proxy Binding Update (MN NAI, Lifetime, Access Technology Type, Handover Indicator, APN, GRE key for downlink traffic, Charging Characteristics, Additional Parameters) message to the PDN GW. The MN NAI identifies the UE. Handover Indicator is set to indicate intra-access handover. The APN identifies the specific PDN connection. Other UE-specific parameters are set according to information received from the source Gateway during context transfer.
5)
The PDN GW informs the PCRF of the change in serving Gateway. The PCRF may modify the PCC Rules for the IP-CAN session.
6)
The PDN GW responds with a Proxy Binding Acknowledgement (MN NAI, Lifetime, GRE key for uplink traffic, UE Address Info) message to the MAG. The MN NAI repeats the UE identity sent previously. The Lifetime expresses the duration of validity of the binding. The uplink GRE key is the same as provided to the previous MAG. The UE Address info includes the allocated IP Address(es) corresponding to the IP-CAN session. 
At this point, the PMIPv6 tunnel between the target Gateway and the PDN GW is established.
7)
The PDN GW sends a Binding Revocation Indication message to the source Gateway as defined in draft-ietf-mext-binding-revocation [35]. The revocation trigger indicates handover between two MAGs of the same access type.
8)
The source Gateway may remove resources associated with this PDN connection. It initiates a Gateway Control Session Termination Procedure with the PCRF as specified in TS 23.203 [19].and ceases to perform Bearer Binding and associated policy controlled functions.

9)
The source Gateway returns a Binding Revocation Acknowledgement message to the PDN GW.
10)
The target Gateway indicates to the HSS that it is the new serving Gateway for this PDN connection.

11)
The HSS removes the source Gateway as the Gateway serving the UE. The source Gateway acknowledges it no longer serves the UE for this PDN connection.
12) The HSS acknowledges that the target Gateway is the serving Gateway for the UE for this PDN connection.
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