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Abstract of the contribution: This paper proposes how to get the load information of other entity for overload control. 
Discussion
The accompanying discussion paper identifies the overload control issue of the TR. This contribution makes some modification accordingly. 

Proposal

This paper proposes the following modification.
The begin of the 1st change
5.1.1
IMS overload redirection

If overload conditions are detected in P-CSCF it may redirect a UE (which is trying to perform IMS Registration) to another P-CSCF. Such a network-based redirect facilitation will aid the UE in finding another P- CSCF in a more deterministic fashion.

5.1.2
Information flow

Fig 5.1-1 shows a information flow where a UE is redirected to another P-CSCF during IMS registration.
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Fig 5.1-1 Information flow for IMS Registration redirection

1. UE sends a IMS Registration request to P-CSCF -1 that is experiencing overload condition.

2. P-CSCF – 1 sends a Registration redirection response with a redirect address of P-CSCF – 2
Note: The P-CSCF-2 can be configured in P-CSCF-1;
3. UE sends IMS registration request to P-CSCF-2.

4. P-CSCF-2 forwards the registration requests to IMS CN  for further processing.

5. P-CSCF-2 receives successful registration response.

6. P-CSCF-2 sends successful IMS registration response to the UE .

The begin of the 2st change
5.2
Architecture Alternative 2

5.2.1
Load Detection Function (LDF)

Currently, IMS network cannot monitor the state of P/S-CSCF’s workload. In order to perform overload detection and resolution and/or load balancing between P-CSCFs or S-CSCFs, a new function called Load Detection Function (LDF) is proposed to dynamically monitor and store the load information of all P-CSCFs and S-CSCFs, (e.g., CPU and Memory Usage, currently supported number of users, or service related factors). The information can be used for P/S-CSCF selection.

The functions of LDF include:
· Monitor and store the dynamic load information of network entities( e.g., P-CSCF, S-CSCF) in an operator’s domain;
NOTE: Periodic monitoring can be used for LDF to obtain dynamic load information of network entities; this is particularly applicable when the LDF is used for Load Balancing. Threshold crossing indication mechanism can be used for LDF to obtain dynamic load information of P/S-CSCFs When their load exceeds a pre-defined threshold; this is particularly applicable when the LDF is only used for Overload Control.
· Provide a high-load P-CSCF with the address of a low-load P-CSCF to redirect a UE to that low-load P-CSCF;
· Provide I-CSCF with the dynamic load information of S-CSCFs to select an appropriate S-CSCF;
· Update the dynamic load information of network entities (e.g., P-CSCF, S-CSCF) to DNS.
The figure below illustrates the interfaces of LDF. A P-CSCF or S-CSCF periodically reports its dynamic load information to LDF via Lp/Ls interface. A P-CSCF or S-CSCF can obtain the address of another P-CSCF or S-CSCF in low-load state from LDF. An I-CSCF can obtain the load information of relevant S-CSCFs from LDF via Li interface. LDF can periodically update dynamic load information of the network elements to DNS via Ld interface, and DNS UPDATE mechanism defined in RFC 2136 can be reused to implement this functionality (Refer to Annex A).
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Fig 5.2-1 LDF Interfaces
NOTE: Considerations need to be made for the redundancy and reliability mechanisms for the LDF to ensure the availability of the LDF. .
Periodic monitoring of a CSCF's load induces an additional workload on this CSCF. Monitoring shall be designed in such a way that such added workload is negligible compared to the workload caused by normal operations of the CSCF such as SIP routing.
Editor's Note: The network management related issues should be transferred to SA5 for discussion. The relation between the LDF based load balancing mechanism and the existing network management system is for future study. 

Editor's Note: It is FFS whether or not the LDF should be defined as a separate logical entity or as a function of the CSCFs.
5.2.2 P-CSCF Load Balancing

5.2.2.0 
General
In order to achieve the Load Balancing between P-CSCFs, Load Detection Function (LDF) is utilized to dynamically monitor and store the load information of all P-CSCFs, e.g., CPU Utilization and Memory Usage. An interface is added between LDF and DNS to update P-CSCF load state periodically. 

The P-CSCF Load Balancing mechanisms implemented by the LDF are:
· Monitor and store the dynamic load information of P-CSCFs. This is achieved either by querying each P-CSCF, or by collecting information reported by the P-CSCFs.
· Update the dynamic load information of P-CSCFs periodically to DNS.
· Provide an P-CSCF with the address of a low-load P-CSCF to redirect initial registration;
The figure below shows the ‘Ld’ interface between LDF and DNS, and LDF updates the dynamic load state of P-CSCF via Ld interface. A P-CSCF periodically updates its load information to LDF via Lp interface.
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Fig 5.2-2: LDF Interfaces with P-CSCF and DNS
5.2.2.1 
Information flow

[image: image4]
Fig 5.2-3a: Information flow for P-CSCF Load Balancing
1. P-CSCF-1, P-CSCF-2 and P-CSCF-3 notify the dynamic load information to LDF periodically.
2. LDF updates the load state of the relevant P-CSCFs to DNS at a given interval.
3. UE initiates an address query for P-CSCF to DNS. 
4. DNS implements some Load Balancing algorithm and return the address of a relatively low-load P-CSCF-1. If all available LDFs go out of service for some reason, DNS is required to be aware of this failure and fall back to the static P-CSCF assignment mechanism (e.g., round robin) without considering load information.
5. UE sends IMS registration request to P-CSCF-1.
NOTE: DNS caching may break this load balancing mechanism, if the TTL of DNS entries is not set to zero or a very small value (e.g. a value that is close to the load probing period). It is up to the operator to define the TTL of DNS entries, e.g. by making a trade-off between the cost of extra DNS queries induced by lowering the TTL, and the benefits provided by this load balancing mechanism.

5.2.2.2 
P-CSCF overload control
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Fig 5.2-3b: Information flow for P-CSCF overload control
1.  P-CSCF-1, P-CSCF-2 and P-CSCF-3 notify the dynamic load information to LDF periodically.
2.  P-CSCF-1 gets the low-load P-CSCF address, eg. P-CSCF-3.
3.  P-CSCF-1 receirves the initial registration of UE.
4.  P-CSCF-1 finds that it is in overload condition.
5.  P-CSCF-1 sends a Registration redirection response with a redirect address of P-CSCF-3.
6.  UE sends IMS registration request to P-CSCF-3.
5.2.3
S-CSCF load balancing during initial registration

5.2.3.1
Description
The dynamic load information of S-CSCFs is beneficial to improve the availability of S-CSCFs. If the dynamic load state of S-CSCFs is considered to select S-CSCF during the initial registration, the load imbalance amongst S-CSCFs could be alleviated to some extent and S-CSCFs could be utilized more efficiently. LDF (Load Detection Function) can be introduced to help implement dynamic S-CSCF load balancing for certain scenarios. 

The following observations can be made:

-
When performing load-balancing for the S-CSCF during initial registration, it is not only the current traffic load of the S-CSCFs that is of interest, but the maximum expected load that the registered users will create during busy hours. 

-
Different users imply different expected load on the system at different periods of times. A business user generates different load than residential users. A user with only one terminal using MMTEL, will have quite different behaviour than a user with multiple terminals, using MMTEL, Push-to-talk, Messaging, IMS based mobile TV, and enabled for ICS/SRVCC/Inter-UE transfer. 
Editor's Note: How to minimize the signalling induced by the querying of the LDF is FFS.

5.2.3.2
Information flow of S-CSCF Load Balancing at Initial Registration
Fig 5.3-4 shows an information flow where a relatively low-load S-CSCF is selected during IMS initial registration.
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Fig 5.2-4a: Infromation flow for S-CSCF Load Balancing at initial registration

1. LDF interacts with the S-CSCFs in the same domain to obtain dynamic load informaiton of S-CSCFs. This is achieved either by querying each S-CSCF, or by collecting information reported by the S‑CSCFs.
2. I-CSCF receives a IMS registration request from a UE.
3. I‑CSCF sends the Cx query to the HSS to find an appropriate S-CSCF.
4. I-CSCF receives a Cx response, which contains the server capabilities, from HSS if no S-CSCF is assigned to the user.
5. I-CSCF sends a request, which should contain a perferable S-CSCF list, to LDF for the load information of the S-CSCFs in the list. If all available LDFs go out of service for some reason, I-CSCF would detect LDF failure quickly and fall back to the mechanism defined in Rel-8, i.e. depending on the server capabilities returned in step 4.
6. I-CSCF receives a response with the load information of the preferable S-CSCFs from LDF.
Editor's Note: DNS could be used in Step 5 and 6. This is FFS.
7. I-CSCF performs a S-CSCF selection with the consideration of S-CSCF load information.
8. I-CSCF sends the IMS registration request to the selected S-CSCF.
5.2.3.3
S-CSCF overload control
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Fig 5.2-4b: Infromation flow for S-CSCF Overload Load at initial registration

1.  LDF interacts with the S-CSCFs in the same domain to obtain dynamic load informaiton of S-CSCFs. This is achieved either by querying each S-CSCF, or by collecting information reported by the S‑CSCFs.
2.  S-CSCF-1 gets the low-load S-CSCF address, eg. S-CSCF-3.
3.  I-CSCF sends the IMS initial registration request to the selected S-CSCF, i.e. S-CSCF-1.
4.  S-CSCF-1 finds that it is in overload condition.
5.  S-CSCF-1 sends a Registration redirection response to I-CSCF with a redirect address of S-CSCF-3.
6.  I-CSCF sends the IMS initial registration request to S-CSCF-3.
IMS UE





P-CSCF - 1





P-CSCF - 2





1. Registration Request





2. Registration response (redirect, P-CSCF - 2)





3. Registration Request





6. Registration response (200 OK)





Other IMS CN Nodes





4. Registration Request





5. Registration response (200 OK)





LDF





I-CSCF





P-CSCF





S-CSCF





Lp





Li





Ls





DNS





Ld





DNS





LDF





Ld





P-CSCF





Lp





P-CSCF - 3





IP CAN





P-CSCF - 1





DNS





5 Registration Request





P-CSCF - 2





LDF





3. Request for a P-CSCF





4. Response with P-CSCF-1





2. Update load information





1.c. Notify load information 





1.a Notify load information





1.b. Notify load information 





S-CSCF-3





I-CSCF





8. Registration request





LDF





2. Registration 





5. Request for the load information of preferable S-CSCFs





6. Response with load information of preferable S-CSCFs





UE





7. Select S-CSCF-1 considering load information





S-CSCF-1





HSS





3. Cx Query





4. Cx Response





The remaining procedure follows the existing Rel-8 procedure
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