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	1. As per TS 22.228, the followings are requirements for IMS Inter UE Transfer:

       -
An IMS user shall be able to control media components of an IMS session between different UEs as following:

         -
Add new media components to different UEs at session setup and session modification.

         -
Remove media components of an ongoing multimedia session from different UEs.

-
It shall be possible to transfer service control related to some or all media components to the target IMS UE(s) belonging to one or more users that are subscribed to the same operator. This can be initiated either directly from the controlling IMS UE or on request from the IMS UE where the media will be replicated. 

-
It shall be possible to replicate some or all media components to the target IMS UE(s) belonging to the same or different user(s) that are subscribed to the same operator. This can be initiated either directly from the controlling IMS UE or on request from the IMS UE where the media will be replicated.
-    It shall be possible to discover information on ongoing IMS sessions on different IMS UEs belonging to the IUT e.g. available IMS sessions, media components, controller/controllee capability.

-   IMS shall support the capability to share control of media components among multiple UEs belonging to one or more users that are subscribed to the same operator. Shared control of media components may be exclusive (i.e. only one UE has the control at a time) or simultaneous (i.e. more than one UE has the control at the same time).
-   It shall be possible for the IMS user controlling the session to allow one or more IMS users in the session to share control of media components. 

In addition, the IUT enhancements REL-10 SA2 WID, SP-090613, was approved in SA #45. The WID contains the following aspects :
-
Establishment of a Collaborative Session at session setup.
-
Support for control of media components of a Collaborative Session by more than one UE simultaneously.

-
Transfer of control of a Collaborative Session.

-
Discovery of ongoing IMS multimedia sessions on different UEs.
2. Considering the following architectural requirement in 4.2.3 and the stage 1 requrement yellow-highlighted above, a remote end’s initiated IMS session can become a Collaborative Session and a terminatng IMS session requests is routed to a controller capable UE maybe based on user preferece. 
-
It shall be possible for the Controller UE to apply IUT when a remote end adds media to an existing session.

The CR is to propose to add the architecural requirements based on the aspects listed above in 1 and 2 and to add discovery function of capability and ongoing session information on different IMS UEs. 
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<<Start of Change>>
4.2.3
IUT Requirements

-
IUT shall apply only for sessions that are already established.

-
It shall be possible for the Controller UE to apply IUT when a remote end adds media to an existing session.

-
It shall be possible for a remote user initiated IMS Session to become a Collaborative Session.
-
It shall be possible based on user preferences to route terminating IMS session requests to a controller capable UE.
-
IUT shall be able to coexist with Access Transfer as specified in this specification and TS 23.292 [5].

-
If the Collaborative Session control is lost for an active Collaborative Session, the SCC AS shall release all the Access Legs participating in that Collaborative Session.
-
It shall be possible for the Controller UE to determine all other UEs under the same subscription that are currently available for IUT procedures.
-
It shall be possible for the Controller UE to determine the media and service capabilities of each available UE.
-
The network shall reject IUT between UEs that are not under same subscription.

-
The SCC AS shall maintain the end-to-end session service state of a UE engaged in IUT.

-
It shall be possible to execute IUT in any order, and any number of times, for a given session.

-
The Controller UE shall maintain the Collaborative Session control for the session until the Collaborative Session is released.

-
The media flow(s) on the target UE shall be established using IMS session setup procedures as specified in TS 23.228 [4].

-
The Controller UE may transfer one or more media flow(s) to one or more target UEs (including itself).
-
The selection of the media flows to be transferred may be based on the target UE(s) capabilities.

-
The Controller UE shall have information about a Collaborative Session, which describes all media components currently existing in this session and the UEs associated with these media components.

-
The Collaborative Session procedures for a Controllee UE shall not have any impact to the UE. Therefore any IMS UE shall be able to act a Controllee UE within a Collaborative Session. 

-
The SCC AS shall prevent the Controllee UE to perform actions that are not allowed for its role (e.g. to add media to an existing session).

-
UEs using CS access interworked with IMS by an interworking node shall be provided with limited Controllee UE functionality based on the constraints of the interworking node.

-
After the local end changes due to an IUT procedure without establishing a Collaborative Session, the SCC AS shall update the remote end that the session is continuing with a new local end.
-
It shall be possible for the Controller UE to transfer service control to a target UE.
-
It shall be possible to share service control between multiple UEs belonging to the IUT Set.

-
It shall be possible for a controller capable UE to initiate IUT when
- the controller capable UE belongs to the Collaborative Session but it is not an active Controller UE;

 - the controller capable UE doesnot belong to the Collaborative Session and wants to join;

- IUT is performed without establishing a Collaborative Session. 

-
It shall be possible to discover capability information on different IMS UEs belonging to the same IUT Set.

-
 It shall be possible to discover information regarding ongoing IMS sessions on different IMS UEs belonging to the same IUT Set.
-
 It shall be possible to replicate an ongoing IMS sessions from one UE to another UE.

<<Next Change>>
4.3
Service Continuity

5.3.2
IMS Service Continuity UE
5.3.2.1
Access Transfer Functions

For supporting Access Transfer, the UE provides the following functions:

-
Stores and applies operator policy for Access Transfer.

-
Initiates Access Transfer procedure based on trigger criteria including the current operator policy, user preferences and the Local Operating Environment Information, providing the necessary details for conducting an Access Transfer operation to the SCC AS.

5.3.2.2
IUT Functions and Roles

5.3.2.2.1
Functions

For supporting Inter-UE Transfer, the UE may provide the following functions:

-
Discovers the target UE(s) for Inter-UE Transfer.
-
Discover capability information on different IMS UEs belonging to the same IUT Set, such as controller capability, the active controller(s) for the Collaborative Session, willingness to become or continue as the active controller of the Collaborative Session.
-
Discover information regarding ongoing IMS sessions on different IMS UEs belonging to the same IUT Set, such as participation in Collaborative Sessions, media components supported for Collaborative Sessions.
-
Initiates Inter-UE Transfer procedures based on user input.

-
Takes the role of a Controller UE within a Collaborative Session.

Any IMS UE can take the role of a Controllee UE.
5.3.2.2.2
Controller UE Role

-
The Controller UE can initiate the addition of a media flow to a Collaborative Session, on any of the Controllee UEs already involved in the Collaborative Session.

-
The Controller UE can initiate the modification of a media flow that is part of a Collaborative Session it controls.

-
The Controller UE can initiate the release of a media flow that is part of a Collaborative Session it controls.
-
The Controller UE keeps track of all the UEs and about the state of the media flows which are part of a Collaborative Session it controls. That means it remains aware about the media flows that are established, as well as about the media used for those.

-
The Controller UE is the one to accept or refuse requests for media additions initiated by the remote party for a Collaborative Session it controls. In case it accepts a remote party initiated media addition, the controller decides on which terminal the media shall be added.

-
The Controller UE for a Collaborative Session can initiate Inter-UE transfer of one or more of the media flows of the Collaborative Session.

-
The Controller UE can initiate the release of a Collaborative Session.

-
The Controller UE can add into a Collaborative Session it controls a UE not yet involved in this Collaborative Session.

5.3.2.2.3
Controllee UE

Any IMS UE can take the role of a Controllee UE. In this role the Controllee UE can:

-
initiate the modification of a media flow which terminates on it.

-
initiate the release of a media flow which terminates on it.
-
accept or refuse:

-
media modifications initiated by the remote party or by the Controller UE, for  media flow(s) it terminates;

-
media additions initiated by the Controller UE or by a remote party (in the latter case, this assumes that the Controller UE has accepted the addition and selected the Controllee UE);

-
media transfers initiated by the Controller UE, for which the Controllee UE is the target.
<<Next Change>>
6.4
Operator Policy and User Preferences

Operator Policy is provisioned in the network by the operator, and should be communicated to the UE during initial provisioning or via OMA Device Management [7]. Operator policy should be communicated to the UE, via OMA Device Management, whenever the policy is updated by the operator.

Operator policy shall indicate, for each supported type of media or group of media:

-
a list of access networks that are restricted for originating sessions and Access Transfer;

-
a list of preferred access networks (in order of priority) to be used by the UE with SC capabilities for originating sessions and Access Transfer, when those access networks become available and Access Transfer is possible;

-
whether the UE with SC capabilities "shall"/"should"/"may" start transferring media flow(s) to target access networks with higher priorities than the current access network, when the target access networks become available and Access Transfer is possible;

-
by indicating "shall" the operator mandates the UE to start Access Transfer according to the home operator's list of preferred access networks as soon as possible;

-
by indicating "should" the operator recommends the UE to start Access Transfer according to the home operator's list of preferred access networks, if Access Transfer is possible and desirable after having taken into account the Local Operating Environment Information;

-
by indicating "may" the operator leaves the UE free to decide whether or not to start Access Transfer in accordance with user preferences (when configured), if  Access Transfer is possible and desirable after having taken into account the Local Operating Environment Information. Whenever user preferences are not configured, the UE shall to take into account the home operator's list of preferred access networks;

-
whether to keep or drop non transferable media flow(s) in the case of partial Access Transfer.

NOTE 1:
Operator policy for Access Transfer needs to be consistent with operator policy for T-ADS.

User preferences may indicate for example:

-
preferred access/domain, i.e. CS preferred or IMS preferred, and which IP-CAN within IMS.

The Local Operating Environment Information is implementation specific and may comprise of such items as, radio environment information, quality of IP connection (jitter, delay and packet loss), application specific requirements, memory considerations, power considerations, etc.

The UE shall take in account operator policy, user preferences and the Local Operating Environment Information when deciding which access to use for outgoing sessions, performing UE assisted T-ADS, or before considering initiating Access Transfer.

NOTE 2:
If the "IMS voice over PS Session Supported Indication" indicator, see TS 23.060 [27] and TS 23.401 [28], is not set for a specific 3GPP IP‑CAN, this IP‑CAN can not be used for voice, even if set to preferred by the user preferences.

It shall be possible to indicate user preference for IUT service including: 

· a controller capable UE to receive terminating IMS session requests so that the UE initiate IUT service.

<<Next Change>>
6a
Procedures and flows for Inter‑UE Transfer

6a.8
IUT target discovery

6a.8.1
General

When initiating Inter-UE transfer procedures, the UE may use the following information:

-
other UEs belonging to the same IMS subscription;
-
the availability (e.g. online, offline, ongoing IMS sessions etc) of the UEs;

-
the capabilities (e.g. support of audio/video formats, support of controller functionality and willingness to be an active controller  etc) of the UEs.

Determination of UEs belonging to the same IMS subscription is based on either or both of static list stored in the UE and based on IMS registration. When based on IMS registration, the UE gets notified when other UEs under the same Implicit Registration Set become available and their capabilities and contact details. The static list, which contains a list of eligible UEs and their capabilities for Inter-UE Transfer, can be either created manually by the user or provisioned to the UE i.e., the static list which has manually created by the user is verified by the serving network and then is provisioned to the UE using OMA DM. 
The availability and capabilities of the target UE(s) can be determined by the information flow described in the subsequent section.

<<End of Change>>
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