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Abstract of the contribution: This contribution proposes a system improvement on time and location based service control derived from the requirements in stage 1.
Discussion
In the TS 22.368, the Time Controlled requirement (section 7.2.2) is intended to limit the data and signalling outside the pre-defined period. At the same time, the MTC Monitoring requirement (section 7.2.9) also requires the network to closely monitor MTC device location and status, e.g. point of attachment, capability, etc. When an event of change is detected, notification to the MTC user should be triggered and some limit should be applied to the access. Therefore, in order to keep the network promptly updated about its location and status, the MTC device cannot simply disconnect the PDN connection (which may result in detach from the network) when outside of the pre-defined period.
An example of such use case is as following: an MTC device with High Definition Display outside of a shop is set to download data for advertisement every morning, and upload surveillance videos after mid-night. Out of these specified time period, it should not be allowed to send or receive data. However, the network also needs to closely monitor the status of the device to prevent theft or vandalism. 
Based on the above issue resulting from the 2 MTC features applied simultaneously, a potential improvement to the network architecture is to allow time and location based service control. Details of this issue are illustrated in the following proposed changes.
Proposal
It is proposed to insert the following text to the clause 5 of the TR23.888.
Start of Change

5.x Key Issue – Time and Location based service control

5.x.1
Use case description 
In a system that supports Time Controlled machine-type communications, the network only allows access during a defined time period, as specified in TS22.368 [x].  This means that outside of this time period the network shall be able to block the data to/from the MTC device.  This could be achieved by initiating the S1 release procedure from the MME. However, if there is any downlink data for the UE, Network Triggered Service Request procedure will be activated and data will be delivered. In order to prevent this, the network needs to disconnect the PDN connection. 
However, for certain MTC devices, the MTC Monitoring requirement also applies. In this case, the network needs to closely monitor the MTC devices’ location and status. This cannot be achieved if the PDN connection is disconnected, or when MTC device is detached from the network.
NOTE: 
An example of such use case is as following: an MTC device with High Definition Display outside of a shop is set to download data for advertisement every morning, and upload surveillance videos after mid-night. Out of these specified time period, it should not be allowed to send or receive data. However, the network also needs to closely monitor the status of the device to prevent theft or vandalism. 

5.x.2
Required Functionality 
The following architectural requirements are derived based on the requirements in TS22.368 [x] and based on the issue described above, resulting from the two MTC features applied simultaneously:

-
The network shall be able to control the access of the MTC device based on time period or location.
- 
The network shall be able to dynamically update the MTC device about the time period and location limit.
- 
The network shall be able to closely monitor the location/status of a MTC device even when it is outside of the time period for the time controlled feature.
5.x.3
Solution Description 

5.x.3.1
Solution 1 for <Name>

5.x.3.2
Impacts on Existing Nodes
5.x.4
Evaluation
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3GPP

SA WG2 TD


