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Abstract of the contribution: This document is editorial. It proposes to modify the skeleton of TR 23.812 to make the relations between different alternative solutions in Section 5 clearer. 
1. Introduction

The existing structure of Section 5 in TR 23.812 is not clear enough to differentiate distinct alternatives. Small changes are made to the titles of some clauses/sub-clauses and the levels of some sub-clauses are also changed. The content of each alternative solution is not changed. 
2. Proposed changes to TR 23.812

Change #1

5
Architecture alternatives
· Editors Note:  This section aims to come up with solutions from architecture’s point of view to resolve the problems described in Section 4.
5.1
Architecture alternative for P-CSCF overload redirection
5.1.1
General

If overload conditions are detected in P-CSCF it may redirect a UE (which is trying to perform IMS Registration) to another P-CSCF. Such a network-based redirect facilitation will aid the UE in finding another P- CSCF in a more deterministic fashion.

5.1.2
Information flow

Fig 5.1-1 shows an information flow where a UE is redirected to another P-CSCF during IMS registration.
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Fig 5.1-1 Information flow for IMS Registration redirection

1. UE sends a IMS Registration request to P-CSCF -1 that is experiencing overload condition.

2. P-CSCF – 1 sends a Registration redirection response with a redirect address of P-CSCF – 2

3. UE sends IMS registration request to P-CSCF-2.

4. P-CSCF-2 forwards the registration requests to IMS CN  for further processing.

5. P-CSCF-2 receives successful registration response.

6. P-CSCF-2 sends successful IMS registration response to the UE .

5.1.3
Co-existence with earlier releases
· Editor’s Note: This section will analyze how the new solution will impact on IMS network. ( e.g. how to interwork and get compatible with IMS earlier releases ) 
5.2
Architecture alternatives based on Load Detection Function
5.2.1
Load Detection Function (LDF)

Currently, IMS network cannot monitor the state of P/S-CSCF’s workload. In order to perform overload detection and resolution and/or load balancing between P-CSCFs or S-CSCFs, a new function called Load Detection Function (LDF) is proposed to dynamically monitor and store the load information of all P-CSCFs and S-CSCFs, (e.g., CPU and Memory Usage, currently supported number of users, or service related factors). The information can be used for P/S-CSCF selection.

The functions of LDF include:
· Monitor and store the dynamic load information of network entities( e.g., P-CSCF, S-CSCF) in an operator’s domain;
NOTE: Periodic monitoring can be used for LDF to obtain dynamic load information of network entities; this is particularly applicable when the LDF is used for Load Balancing. Threshold crossing indication mechanism can be used for LDF to obtain dynamic load information of P/S-CSCFs When their load exceeds a pre-defined threshold; this is particularly applicable when the LDF is only used for Overload Control.
· Provide a high-load P-CSCF with the address of a low-load P-CSCF to redirect a UE to that low-load P-CSCF;
· Provide I-CSCF with the dynamic load information of S-CSCFs to select an appropriate S-CSCF;
· Update the dynamic load information of network entities (e.g., P-CSCF, S-CSCF) to DNS.
The figure below illustrates the interfaces of LDF. A P-CSCF or S-CSCF periodically reports its dynamic load information to LDF via Lp/Ls interface. A P-CSCF can obtain the address of another P-CSCF in low-load state from LDF via Lp interface. An I-CSCF can obtain the load information of relevant S-CSCFs from LDF via Li interface. LDF can periodically update dynamic load information of the network elements to DNS via Ld interface, and DNS UPDATE mechanism defined in RFC 2136 can be reused to implement this functionality (Refer to Annex A).
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Fig 5.2-1 LDF Interfaces
NOTE: Considerations need to be made for the redundancy and reliability mechanisms for the LDF to ensure the availability of the LDF. .
Periodic monitoring of a CSCF's load induces an additional workload on this CSCF. Monitoring shall be designed in such a way that such added workload is negligible compared to the workload caused by normal operations of the CSCF such as SIP routing.
Editor's Note: The network management related issues should be transferred to SA5 for discussion. The relation between the LDF based load balancing mechanism and the existing network management system is for future study. 

Editor's Note: It is FFS whether or not the LDF should be defined as a separate logical entity or as a function of the CSCFs.
5.2.2 P-CSCF load balancing

5.2.2.1 
General

In order to achieve the Load Balancing between P-CSCFs, Load Detection Function (LDF) is utilized to dynamically monitor and store the load information of all P-CSCFs, e.g., CPU Utilization and Memory Usage. An interface is added between LDF and DNS to update P-CSCF load state periodically. 

The P-CSCF Load Balancing mechanisms implemented by the LDF are:
· Monitor and store the dynamic load information of P-CSCFs. This is achieved either by querying each P-CSCF, or by collecting information reported by the P-CSCFs.
· Update the dynamic load information of P-CSCFs periodically to DNS.
The figure below shows the ‘Ld’ interface between LDF and DNS, and LDF updates the dynamic load state of P-CSCF via Ld interface. A P-CSCF periodically updates its load information to LDF via Lp interface.
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Fig 5.2-2: LDF Interfaces with P-CSCF and DNS
5.2.2.2 
Information flow
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Fig 5.2-3: Information flow for P-CSCF Load Balancing
1. P-CSCF-1, P-CSCF-2 and P-CSCF-3 notify the dynamic load information to LDF periodically.
2. LDF updates the load state of the relevant P-CSCFs to DNS at a given interval.
3. UE initiates an address query for P-CSCF to DNS. 
4. DNS implements some Load Balancing algorithm and return the address of a relatively low-load P-CSCF-1. If all available LDFs go out of service for some reason, DNS is required to be aware of this failure and fall back to the static P-CSCF assignment mechanism (e.g., round robin) without considering load information.
5. UE sends IMS registration request to P-CSCF-1.
NOTE: DNS caching may break this load balancing mechanism, if the TTL of DNS entries is not set to zero or a very small value (e.g. a value that is close to the load probing period). It is up to the operator to define the TTL of DNS entries, e.g. by making a trade-off between the cost of extra DNS queries induced by lowering the TTL, and the benefits provided by this load balancing mechanism.

5.2.3
S-CSCF load balancing during initial registration

5.2.3.1
General
The dynamic load information of S-CSCFs is beneficial to improve the availability of S-CSCFs. If the dynamic load state of S-CSCFs is considered to select S-CSCF during the initial registration, the load imbalance amongst S-CSCFs could be alleviated to some extent and S-CSCFs could be utilized more efficiently. LDF (Load Detection Function) can be introduced to help implement dynamic S-CSCF load balancing for certain scenarios. 

The following observations can be made:

-
When performing load-balancing for the S-CSCF during initial registration, it is not only the current traffic load of the S-CSCFs that is of interest, but the maximum expected load that the registered users will create during busy hours. 

-
Different users imply different expected load on the system at different periods of times. A business user generates different load than residential users. A user with only one terminal using MMTEL, will have quite different behaviour than a user with multiple terminals, using MMTEL, Push-to-talk, Messaging, IMS based mobile TV, and enabled for ICS/SRVCC/Inter-UE transfer. 
Editor's Note: How to minimize the signalling induced by the querying of the LDF is FFS.

5.2.3.2
Information flow
Fig 5.3-4 shows an information flow where a relatively low-load S-CSCF is selected during IMS initial registration.
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Fig 5.2-4: Infromation flow for S-CSCF Load Balancing at initial registration

1. LDF interacts with the S-CSCFs in the same domain to obtain dynamic load informaiton of S-CSCFs. This is achieved either by querying each S-CSCF, or by collecting information reported by the S‑CSCFs.
2. I-CSCF receives a IMS registration request from a UE.
3. I‑CSCF sends the Cx query to the HSS to find an appropriate S-CSCF.
4. I-CSCF receives a Cx response, which contains the server capabilities, from HSS if no S-CSCF is assigned to the user.
5. I-CSCF sends a request, which should contain a perferable S-CSCF list, to LDF for the load information of the S-CSCFs in the list. If all available LDFs go out of service for some reason, I-CSCF would detect LDF failure quickly and fall back to the mechanism defined in Rel-8, i.e. depending on the server capabilities returned in step 4.
6. I-CSCF receives a response with the load information of the preferable S-CSCFs from LDF.
Editor's Note: DNS could be used in Step 5 and 6. This is FFS.
7. I-CSCF performs a S-CSCF selection with the consideration of S-CSCF load information.
8. I-CSCF sends the IMS registration request to the selected S-CSCF.
5.3
Alternative mechanism for S-CSCF load balancing at Initial Registration
This alternative proposes to re-use existing signalling mechanisms, but where the HSS, with its current information and knowledge, selects the appropriate S-CSCF based on different information it has. This information could include: 

-
Number of current registered user at the S-CSCF

-
Type of provisioned services of each of those users

-
Number of expected terminals each of those user may have

-
Type of user (residential or business)

-
Additional policies and information received from support system (which could include current status of the S-CSCFs, such as it is under maintenance and should not be selected etc).
5.4
Architectural alternatives to detect whether S-CSCF re-selection may be desired

5.4.1
General
This section describes mechanisms aiming to detect whether a UE is registered with a sub-optimal S-CSCF due to the fact that the most preferred S-CSCF was not available (or highly loaded ) during registration and a more optimal S-CSCF becomes available.

The detection mechanisms do not support a check on whether there are any on-going dialogs for the subscription, which should not be released by triggering S-CSCF re-selection. However, this check may be done as part of the re-selection mechanism as described in section 5.5.

NOTE: Clause 5.4 does not discuss the mechanisms for how the I-CSCF obtains information (load or availability) from the S-CSCFs to make the decision on re-selection.
5.4.2
Detection mechanism 1
5.4.2.1
Architectural details
This architectural alternative adds additional functionality and signaling load compared to Rel-8 to the I-CSCF. Message contents of SIP or Cx messages are not modified.
At UE re-registration, when the I-CSCF receives the currently assigned S-CSCF name within Cx-UAA, it may decide to check whether the currently assigned S-CSCF is the most preferred S-CSCF for the UE based on capabilities. If so, the I-CSCF sends another Cx-UAR command to the HSS, explicitly requesting capabilities. When receiving the response Cx-UAA from the HSS containing capabilities, the I-CSCF calculates the best suited S-CSCF based on capabilities, compares it with the currently assigned S-CSCF, and if different, checks whether it is available (and not highly loaded). 
5.4.2.2
Information flow
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1. – 3. Existing Rel-8 procedures are followed.
4. When the I-CSCF receives the current S-CSCF name within Cx-UAA it may decide to check, based on operator configuration (e.g. always, during the night), whether the currently assigned S-CSCF is not the preferred S-CSCF. If I-CSCF decides not to check, existing Rel-8 procedure is followed; re-selection is not performed. If I-CSCF decides to check; the procedure is continued with step 5.

5. I-CSCF explicitly requests capabilities from the HSS by sending a second Cx-UAR command. Note that parameters in Cx-UAR to explicitly request capabilities were already defined in Rel-8.

6. Capabilities are returned from the HSS (existing Rel-8 procedure).

7. The I-CSCF calculates the best suited S-CSCF based on the received capabilities. If the best suited S-CSCF is the currently assigned S-CSCF (i.e. S-CSCF 2) or the best suited S-CSCF is currently not available, existing Rel-8 procedure is followed. If the best suited S-CSCF is different from the currently assigned S-CSCF and is available, the I-CSCF may take additional steps towards S-CSCF re-selection.

NOTE 1: This procedure is similar to a procedure documented in TS 29.228[xx], where the I-CSCF generates a timeout when no response to the SIP Register was received.
NOTE 2: The described detection mechanism extends the duration of the re-registration process and the number of messages between the I-CSCF and the HSS.
5.4.3
Detection mechanism 2

5.4.3.1
Architectural details
This architectural alternative adds additional functionality (compared to Rel-8) to the I-CSCF and the HSS. It extends Message content of Cx-UAR to allow requesting both together, the current S-CSCF name and the capabilities.
At UE re-registration, when the I-CSCF receives the SIP REGISTER message, the I-CSCF may decide to check whether the currently assigned S-CSCF (if any) is the most preferred S-CSCF for the UE based on capabilities. If so, the I-CSCF sends Cx-UAR command to the HSS, indicating that the HSS, when it returns the current S-CSCF name shall in addition also return capabilities. When receiving the response Cx-UAA from the HSS containing the current S-CSCF name and the capabilities, the I-CSCF calculates the best suited S-CSCF based on the capabilities, compares it with the currently assigned S-CSCF, and – if different – checks whether it is available (and not highly loaded). 
5.4.3.2
Information flow
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1. I-CSCF receives SIP REGISTER.
2. I-CSCF may determine, based on operator configuration (e.g. always, during the night), to get capabilities in order to check whether the currently assigned S-CSCF (if any) is not the preferred S-CSCF. If it decides not to do so, existing Rel-8 procedure is followed (not shown in the figure); re-selection will not be done. If it decides to perform the check, the procedure is continued with step 3.

3. I-CSCF indicates to the HSS by means of a new parameter within Cx-UAR that S-CSCF name (if any) and capabilities are requested.

4. If the HSS does not support the new indication in Cx-UAR, the new indication is ignored and the HSS follows existing Rel-8 procedure (not shown in the figure). In this case the I-CSCF may fall back to detection mechanism 1 (see 5.3.3) step 5. Otherwise the procedure is continued with step 5. 

5. HSS returns the currently assigned S-CSCF name (S-CSCF 2) and capabilities to the I-CSCF.

6. The I-CSCF calculates the best suited S-CSCF based on the received capabilities. If the best suited S-CSCF is the currently assigned S-CSCF (S-CSCF 2) or the best suited S-CSCF is currently not available, existing Rel-8 procedure is followed (not shown in the figure). If the best suited S-CSCF is different from the currently assigned S-CSCF and it is available, the I-CSCF takes additional steps towards S-CSCF re-selection.

5.4.4 Detection mechanism 3
5.4.4.1
Architectural details 
This architectural alternative adds additional functionality (compared toRel-8) to the I-CSCF, the HSS, and the S-CSCF. It extends the functionality of the SIP REGISTER message sent from I-CSCF to S-CSCF and the Cx-SAR command sent from S-CSCF to HSS.
NOTE: It is a stage 3 issue as to how the functionality of the SIP REGISTER is extended.

A preparation step is performed at initial registration; when the I-CSCF selects a S-CSCF that is not the preferred S-CSCF (e.g. because the preferred S-CSCF is not available or highly loaded), the I-CSCF indicates to the selected (but not preferred) S-CSCF that a better S-CSCF may become available later. The S-CSCF forwards this information with Cx-SAR to the HSS which stores the information against the current S-CSCF name.

The actual detection step is then triggered by the HSS which - based on the stored information ("better S-CSCF may become available") – returns current S-CSCF name and additionally capabilities within Cx-UAA after receiving Cx-UAR from the I-CSCF. I-CSCF then may calculate the best suited S-CSCF based on capabilities and checks whether it is available (and not highly loaded).
5.4.4.2
Information flow (preparation step)
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1.- 3. Existing Rel-8 procedures are followed.
4. I-CSCF selects a less preferred S-CSCF (e.g. because the preferred S-CSCF is mot available or highly loaded).

5. I-CSCF indicates to the less preferred but selected S-CSCF that a better S-CSCF may become available later.

6. – 13. Existing Rel-8 procedures are followed. Note that in step 11 the HSS has not yet stored the information that a better S-CSCF may become available later and therefore does not return capabilities in addition to the S-CSCF name in step 12 (see 5.3.8 step 4).
14. Based on the received information in step 5 the S-CSCF forwards this information in Cx-SAR to the HSS.

15. The HSS stores the information "better S-CSCF may become available later" against the S-CSCF name.

16.- 18. Existing Rel-8 procedures are followed.
5.4.4.3
Information flow (actual detection step)
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1.- 2. Existing Rel-8 procedures are followed.
3. The HSS detects that it has stored the information "better S-CSCF may become available later" against the current S-CSCF.

4. The HSS returns capabilities in addition to the current S-CSCF name to the I-CSCF.

5. The I-CSCF, when receiving the current S-CSCF name and in addition also the capabilities, calculates the best suited S-CSCF based on the received capabilities. If the best suited S-CSCF is currently not available, existing Rel-8 procedure is followed (not shown in the figure). If the best suited S-CSCF is available, the I-CSCF may take additional steps towards S-CSCF re-selection.
5.4.5
Detection mechanism 4

The detection for need of S-CSCF re-selection is done by the interaction between the management system and the HSS. No need for interaction with other network functions. Whenever the management system detects that a subscriber needs to be moved, and based on other policies of whether it is appropriate to move the subscriber at that point in time, the management system can initiate the re-selection procedures as proposed in Clause 5.5.4.

5.5
Alternatives to re-select the S-CSCF
5.5.1
General

The following requirements need to be fulfilled by the S-CSCF reselection mechanism: 

-
It shall be possible for the operator to control the S-CSCF re-selection mechanism from the operator's management system.

-
It shall be possible for the operator to trigger the S-CSCF re-selection mechanism for a given subscriber at any given time. 

-
The S-CSCF re-selection mechanism shall have the means to force re-selection only when no on-going dialogs/subscriptions exist.  
-
For unregistered users, where the S-CSCF has kept the user profile after de-registration, S-CSCF re-selection may be applied.

5.5.2
Re-Selection mechanism 1
This alternative adds additional functionality (compared to Rel-8) to the I-CSCF, the HSS, and the S-CSCF. In addition it extends the SIP REGISTER message sent from I-CSCF to S-CSCF and the SIP 480 message sent from S-CSCF to I-CSCF.

Message contents of messages via Cx are not modified.

When the decision to try S-CSCF re-selection is taken by the I-CSCF the I-CSCF forwards the SIP REGISTER message to the currently selected S-CSCF. An new (compared with Rel-8) indication within the REGISTER message asks the S-CSCF to reject the REGISTER message, if there are no active sessions for the UE (or any other UE within the user’s subscription). If there are no active sessions, the S-CSCF returns a 480 message to the I-CSCF. I-CSCF then sends a REGISTER message to the preferred S-CSCF. Existing Rel-8 procedures then results in re-assignment of the S-CSCF. Active sessions will not be terminated, because there are no active sessions.
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1. The I-CSCF sends SIP REGISTER with a new indication "reject if idle" to the assigned but less preferred S-CSCF (S-CSCF 2)

2. The S-CSCF 2 checks whether there are active sessions for any UE of the subscription. If there are active sessions (not shown in the figure) S-CSCF 2 continues according to existing Rel-8 procedures; S-CSCF re-assignment is not performed (delayed to next re-registration).

NOTE: If there are any ongoing sessions this procedure does not result in changing the S-CSCF, this includes for instance instant messaging sessions or presence subscriptions.
3. If there are no active sessions, S-CSCF 2 returns a 480 message to the I-CSCF indicating that S-CSCF re-assignment may be performed.

4. I-CSCF sends SIP REGISTER to the preferred S-CSCF (S-CSCF 1).

5. – 18. Existing Rel-8 procedures are followed and S-CSCF is changed.
5.5.3
Re-Selection mechanism 2
NOTE: Re-selection mechanism 2 is similar to re-selection mechanism 1. The only difference is that with mechanism 2 the S-CSCF de-registers itself from the HSS, whereas with mechanism 1 the HSS performs de-registration of the S-CSCF.

This alternative adds additional functionality (compared to Rel-8) to the I-CSCF, the HSS, and the S-CSCF. In addition it extends the SIP REGISTER message sent from I-CSCF to S-CSCF and the SIP 480 message sent from S-CSCF to I-CSCF.

Message contents of messages via Cx are not modified.

When the decision to try S-CSCF re-selection is taken by the I-CSCF the I-CSCF forwards the SIP REGISTER message to the currently selected S-CSCF. An new (compared with Rel-8) indication within the REGISTER message asks the S-CSCF to reject the REGISTER message, if there are no active sessions for the UE (or any other UE within the user’s subscription). If there are no active sessions, the S-CSCF returns a 480 message to the I-CSCF and de-registers the user by sending SAR to the HSS. I-CSCF then sends a REGISTER message to the preferred S-CSCF. Existing Rel-8 procedures then results in re-assignment of the S-CSCF. Active sessions will not be terminated, because there are no active sessions.
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1. The I-CSCF sends SIP REGISTER with a new indication "reject if idle" to the assigned but less preferred S-CSCF (S-CSCF 2)

2. The S-CSCF 2 checks whether there are active sessions for any UE of the subscription. If there are active sessions (not shown in the figure) S-CSCF 2 continues according to existing Rel-8 procedures; S-CSCF re-assignment is not performed (delayed to next re-registration).

NOTE: If there are any ongoing sessions this procedure does not result in changing the S-CSCF, this includes for instance instant messaging sessions or presence subscriptions.
3. – 4. If there are no active sessions, S-CSCF 2 de-registers the user.

5. S-CSCF 2 returns a 480 message to the I-CSCF indicating that S-CSCF re-assignment shall be performed.

6. I-CSCF sends SIP REGISTER to the preferred S-CSCF (S-CSCF 1).

7. – 18 Existing Rel-8 procedures are followed and S-CSCF is changed.
5.5.4
Re-Selection mechanism 3

This alternative proposes to re-use the existing mechanism that allows S-CSCF re-selection. By using the Administrative de-registration procedure, the operator can force a subscriber to de-register and perform a new registration (at which time the subscriber will be allocated to the new S-CSCF). 

This procedure can also be done automatically if the management system has implemented such function. The Administrative de-registration procedure can be done at the time chosen by the operator if needed. 

If it is required to do the S-CSCF re-selection when no active dialogs exist, the current procedures could easily be extended with including such additional criteria in the administrative de-registration command.
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