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Abstract of the contribution:

This contribution provides the architectural assumptions for the IPv6 migration study and two additional scenarios.
Concerning the architectural assumptions following issues are proposed to be discussed:
· In early stages of IPv6 deployment, is it envisaged that some IPv6-only equipment are deployed in mobile networks?
· Do we needed to consider IMS-based services specifically, nor the interconnection with other service platforms? Or Services should be globally considered?
· Should we consider specific services such as emergency calls and legal interception for use cases description?
******************* Start of 1st  Changes *********************
4
IPv6 Baseline Architecture

4. x
Architecture assumptions
· A UE may support only IPv4 protocol, it may support both protocol versions (IPv4 and IPv6), or it may support only IPv6 protocol.

· A UE may have IPv4-only, IPv6-only or dual-stack connectivity. Connectivity here can be associated to IP address allocation. IPv4-only connectivity means that the UE will be configured with IPv4 address only. Even if the UE supports both IPv4 and IPv6 protocols, only IPv4 address or IPv6 prefix may be assigned to the UE for several reasons  such as: only one type of PDP context/EPS Bearer may be established (before release 8), customer has disabled a given IPvx stack, IPv4 address pool management policies, device power management, roaming situations, etc.

· Packets Data Networks are likely to be dual-stack but we can envisage some IPv6-only PDNs and other IPv4-only PDNs during the early stages of IPv6 integration.

· Mobile network (including the access and core) may be IPv4-only or dual-stack (IPv6-only can only be envisaged in further migration stages) meaning that appropriate network nodes may be configured with required IPv6 functions to allow native IPv6 transfer. In early stages of IPv6 deployment, it is not envisaged that some IPv6-only equipment are deployed in mobile networks, requiring for example some mandatory IPv6 tunnelling functions to convey IPv4 data. Roaming issues are in the scope since it has to be considered in IPv6 integration solutions. 
******************* end of 1st  Changes *********************
******************* Start of  2nd Changes *********************
5.4 Scenario x: Usage of IPv6-only applications while allowing UE to have IPv4-only access connectivity

This scenario assumes that legacy UEs are deployed, the transport network is IPv4-only and available applications/services are IPv4-only. 

This scenario assumes that there is no allocated IPv6 prefix to UEs accessing to IPv6-enabled services. 

This first scenario consists in allowing IPv4-only UEs and Dual-Stack UEs (as per the supported application stacks) to access to IPv4- and IPv6-enabled applications. In this scenario we consider that whatever the UE’s capability (as per connectivity type), IPv4-only or dual stack, PDP context/EPS Bearer are IPv4-based while the applications are IPv6-enabled and are provided by the operator or not. The support of this scenario may require a set of adaptation functions to be embedded in the UE or/and in the network side.

NOTE 1: Legacy networks are not impacted since maintained PDP context/EPS Bearer is IPv4-only. Transport networks are IPv4-only and there is no IPv6 activation in GGSN/PGW for example and PDN is IPv4-only. But some means are provided to allow some IPv6 communication to IPv4-only and dual stacks UEs. This scenario is valid whatever the IPv4 address type, private or public.
NOTE 2: This use case may require some specific mechanisms in networks and/or in the UE, according the situation.  
At least four different use cases can be derived from this scenario, according the type of IPv4 addresses allocated to UEs and the service UE wants to access to. We distinguish operator services and Internet services for this last parameter. Such use cases are proposed in following table:

	
	Operator services
	Internet services

	IPv4 public addresses

	UE configured with IPv4 public addresses has to access to IPv6 Walled Garden services
	UE configured with IPv4 public addresses has to access to IPv6 Internet service

	IPv4 private addresses
	UE configured with IPv4 private addresses has to access to IPv6 Walled Garden service
	UE configured with IPv4 private addresses has to access to IPv6 Internet services


 Such use case deals also with roaming services. Each scenario may be instantiated in Roaming context.

******************* end of 2nd Changes *********************
******************* Start of  3rd  Changes *********************
5.5 Scenario x: IPv6 introduction and means to solve IPv4 address exhaustion
This scenario addresses the “IPv4 address exhaustion” issue. The context is that there are not enough IPv4 addresses to set up dual PDP contexts/EPS Bearers with plain IPv4 addresses. 
The first use case would be that at least at connectivity bootstrapping phase UEs may be IPv6-only.  

This use case consists in allowing dual-stack UEs to access to IPv4- and IPv6-enabled applications/services. In this scenario, we envisage that, IPv6-only or dual-stack should access to IPv4 applications.

NOTE 1: Retained technical solutions for this scenario will have to consider also IPv4-only UE since they have to avoid impacts on service access for such UEs.    

NOTE 2: An implementation candidate of this scenario may require a dedicated behaviour of the dynamic activation of IPv4 PDP context/EPS Bearer, for example triggered by some IPv4 application needs, and only for dual stack UEs. The UE, with IPv6 PDP context/EPS Bearer may need to access to IPv4 services. 

Based on this scenario description, several use cases can be proposed as defined in the following section. We consider that a UE is configured at least with global IPv6 prefix. 

First use case: The UE, configured at least with an IPv6 prefix, has to access to IPv4 Internet services

Second use case: The UE, configured at least with an IPv6 prefix, has to access to IPv6 Internet services. In this use case, we consider that an IPv6 end-to-end communication is established between end nodes. This use-case embeds M2M use case

Third use case: The UE, configured at least with an IPv6 prefix, has to access to IPv4 operator services.

Fourth use case: The UE, configured at least with an IPv6 prefix, has to access to IPv4 Internet services.

******************* end of    3rd   Changes *********************
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