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6.1.10
IMS Emergency Session Support

6.1.10.1
Architecture model and Reference points

Emergency bearer services (i.e. IP-CAN session for the IMS emergency call) are provided by the serving network to support IMS emergency when the network is configured to support emergency services. Emergency services are network services provided through an Emergency APN and need not require a subscription depending on operator policies and local regulatory requirements. For emergency services the architecture for the non-roaming case as described in clause 5.1 is the only applicable architecture model.

For emergency services, the Sp reference point does not apply.

Emergency services are handled locally in the serving network. Therefore the S9 reference point does not apply.

6.1.10.2

PCC Rule Authorization and QoS rule generation

The PCC Rule Authorization and QoS Rule generation function selects QoS parameters that allow prioritization of IMS Emergency calls. If an IMS Emergency call is prioritized the QoS parameters shall contain an ARP value that is reserved for intra-operator use of IMS Emergency calls.

6.1.10.3
Functional Entities

6.1.10.3.1
PCRF

The PCRF shall determine based on the PDN-id if an IP-CAN Session concerns an IMS emergency session (e.g. emergency call or PSAP callback).

For an IP-CAN session serving an IMS emergency session, the PCRF makes authorization and policy decisions that restricts the traffic to emergency destinations, IMS signalling and the traffic to retrieve user location information (in the user plane) for emergency services.  An IP-CAN session serving an IMS emergency session shall not serve any other service and shall not be converted to/from any IP-CAN session serving other services.

If the UE IP address belongs to an emergency APN, the PCRF does not perform subscription check; instead it utilizes the locally configured operator policies to make authorization and policy decisions.

For IMS, it shall be possible for the PCRF to verify that the IMS service information is associated with a UE IP address belonging to an emergency APN. If the IMS service information does not contain an emergency related indication and the UE IP address is  associated with an emergency APN, the PCRF shall reject the IMS service information provided by the P‑CSCF (and thus to trigger the release of the associated IMS session), see TS 23.167 [21].

The PCRF performs according to existing procedure:

-
If IMS service information containing an emergency related indication is received from the P‑CSCF with an UE IP address associated to an Emergency APN, the PCRF initiates an IP-CAN session Modification Request for the IP‑CAN session serving the IMS session to the PCEF to provide PCC Rule(s) that authorize media flow(s).

-
At reception of an indication that the IMS emergency session is released from the P-CSCF, the PCRF removes the PCC rule(s) for that IMS session with an IP‑CAN session Modification Request.

6.1.10.3.2
PCEF

The PCEF initiates the IP‑CAN Session termination if the last PCC rule for this IP‑CAN session is removed according to existing procedure.

In addition, at reception of an IP‑CAN Session Modification Request triggered by the PCRF for an IP‑CAN session serving an IMS emergency session that removes all PCC rules with a QCI other than the default bearer QCI and the QCI used for IMS signalling, the PCEF shall start a configurable inactivity timer (e.g., to enable PSAP Callback session). When the configured period of time expires the PCEF shall initiate an IP‑CAN Session Termination Request for the IP‑CAN session serving the IMS Emergency session.

NOTE:
The configurable inactivity timer has identical value as when no PCC is used.

If a PCRF-Initiated IP‑CAN Session Modification Request, providing new PCC rule(s) with a QCI other than the default bearer QCI and the QCI used for IMS signalling, the PCEF shall cancel the inactivity timer.

6.1.10.3.3
P-CSCF

The P‑CSCF performs according to existing procedure:

-
At reception of an indication that an IMS emergency session is established (e.g. Emergency call or for a PSAP callback session), the P‑CSCF sends IMS service information to the PCRF.

Editor's note:
if the same public user identity has been registered twice, i.e. as part of an emergency registration and as part of a "normal" registration with the IM CN Subsystem; upon receipt or a SIP INVITE request, an S-CSCF may not be able to distinguish between a PSAP call back and an MT INVITE not originated by a PSAP. The indication that "an IMS emergency session in the form of a PSAP callback session is being established" requires stage 3 work. This work need not complete within the Rel-9 timeframe.
-
At reception of an indication that an IMS emergency session is released, the P‑CSCF interacts with the PCRF to revoke the IMS service information.

In addition, the P‑CSCF shall include an emergency related indication when providing IMS service information to the PCRF; see TS 23.167 [21].

6.1.10.4

PCC Procedures and Flows

At indication of IP-CAN Session Establishment that includes a PDN-id that identifies an Emergency APN the PCRF ignores subscription information from the SPR. The PCRF uses locally configured operator policies to make authorization and policy decisions.

At indication of IP-CAN Session Establishment and Gateway Control Session Establishment, the user identity (e.g. IMSI) need not be available, or can not be authenticated. In this case, the IMEI shall be used to identify the UE.

An IP-CAN session for an emergency service shall be restricted to the destination address(es) associated with the emergency service only.
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