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Abstract of the contribution: The intention of this contribution is to propose to lift the content regarding LIPA from Rel-9 TR 23.830 (Architecture aspects of Home NodeB and Home eNodeB) to the Rel-10 LIPA TR (number to be assigned).
1.
Discussion

The  following is a list of applicable sections:

-
23.830 §5.1.7 "Local IP Access in Home-based Network Requirements": all requirements are copied from 22.220, and thus are not taken over. Instead a reference to 22.220 is added in the main text.

-
23.830 §5.1.8 "Local IP Access to Internet Requirements": most requirements are copied from 22.220, and thus are not taken over. Additional architecture requirements are added to §4.3.

-
23.830 §6.3.9 "Support for Local IP Access" describes two solutions for Home Base Station Local IP Access to the Home and to the Internet. These solutions are copied into §5, with renumbering of the sections to fit two solutions
Even though 23.830 does not contain abbreviations, but "LIPA" is used a number of times and not referenced in TR 21.905.
This revised version includes also results from the discussions of S2-094497 and S2-094479.
 First change

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

LIPA:
Local IP Access
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4
Architectural aspects

4.1
Scenarios
Local IP access for the Home (e)NodeB Subsystem to the Internet shall support the following two scenarios:

-
Scenario 1: Home (e)NodeB Subsystem and backhaul are provided by the same operator.

-
Scenario 2: Home (e)NodeB Subsystem and backhaul are provided by different operators.
4.2
Key issues
4.2.1
Legal interception
-
Whether the Home (e)NodeB Subsystem provides Legal Intercept (LI) functionality for Local IP Access to the Home;
-
Location of Legal Intercept (LI) functionality for Local IP Access to the Internet for the Home (e)NodeB Subsystem;
-
Whether the Mobile Operator is in charge of legal interception or whether and how to assist the Backhaul Operator to perform legal intercept (e.g., by making the Mobile Operator's Core Network aware of the IP address assigned to the LIPA PDN connection).
4.2.2
QoS
-
Whether QoS for LIPA traffic is based on static policies (no Gx to H(e)NB).
4.2.3
Single/multiple PDN support

Multiple PDN support is not available in all UEs. The solutions have to consider the following cases:
-
Single PDN support: Only one PDN connection is used with following subcases:
-
Automatic mode: the Local Service (Home/Internet) is accessed while the UE is connected to the operator's PDN;
-
Manual mode: the Local Service (Home/Internet) is accessed by using a specific PDN.

-
Multiple PDN support: Multiple PDN connections are used simultaneously.
4.3
Architectural requirements
The solutions for Home (e)NodeB Subsystem Local IP Access shall fulfil the service requirements described in TS 22.220 [x].
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5
Architecture solutions


5.1
Architectural principles
The following architectural principles apply to all Local IP Access solutions:

-
LIPA traffic (to/from the Home or to/from the Internet) does not go through SGSN/SGW when the UE is in connected mode;
-
Downlink LIPA traffic (from the Home or from the Internet) is routed towards the Mobile Operator's Core Network when the UE is in idle mode with paging function located in the Core SGSN/MME;
-
For non-LIPA traffic, the SGW/SGSN User Plane functions are located within the Mobile Operator's Core Network;
-
Mobility management signalling between the UE and the network is handled in the Mobile Operator's Core Network;
-
Session management signalling (bearer setup, etc.) for LIPA and non-LIPA traffic terminates in the Mobile Operator's Core Network.
5.2
Solution 1 - Local IP Access solution based on traffic breakout performed within H(e)NB using a local PDN connection
5.2.1
Applicability

This solution supports the following scenarios:

-
HNB and HeNB to home
-
HNB and HeNB to internet
5.2.2
Architectural principles

Common principles applying to both UMTS and EPS:

-
Two PDN connections are assumed for simultaneous LIPA traffic (to the home and to the internet) and non-LIPA traffic;
-
Pre-Rel-9 UEs that support Multiple PDN connections can simultaneously access LIPA and non-LIPA PDN connections;
-
For LIPA traffic a Local P-GW function or Local GGSN function for EPS and UMTS, respectively is located within the H(e)NB;
-
For non-LIPA traffic, the P-GW/GGSN is located within the core network;
-
Local IP access PDN can be identified by a well-defined APN;
-
Mobility management signalling between UE and network is handled in the core network;
-
Session management signalling (Bearer setup, etc.) for non-LIPA traffic terminates in the core network;
-
Before LIPA PDN connection is established, the UE is authenticated, authorized and registered by the core network.
Additional principles applying to UMTS only:

-
(none)

Additional principles applying to EPS only:

-
LIPA session management (LIPA PDN Connectivity establishment, Bearer management, ...) is performed in the core network.
5.2.3
Open architectural issues

This section lists the open architectural issues which have been identified for this solution.

Common open issues applying to both UMTS and EPS:

-
It is FFS whether the H(e)NB provides Legal Intercept (LI) functionality

-
It is FFS whether and how to assist the backhaul operator to perform legal intercept (e.g., by making core network aware of IP address assigned to LIPA PDN connection)

-
It is FFS whether Mobility (to macro-network and another H(e)NB) is supported/required for LIPA traffic

-
It is FFS whether QoS for LIPA traffic is based on static policies (no Gx to H(e)NB)

Open issues applying to UMTS only:

-
Location of LIPA session management is FSS
Open issues applying to EPS (LTE and S4-based UMTS) only:

-
Location, number and possible subset of S-GW functions (two S-GWs (in HeNB and core network) vs. one S-GW with relocation)

-
S11 interface to the HeNB to manage bearer setup for LIPA

5.3
Solution 2 - Local IP Access at H(e)NB by NAT
5.3.1
Applicability

This solution supports the following scenarios:

-
HNB and HeNB to home
-
HNB and HeNB to internet

5.3.2
Architectural principles

-
UEs are only required to activate one PDN connection/context for LIPA (to the home and to the Internet) and non-LIPA traffic;
-
The Home (e)NodeB Subsystem has the ability to drag/insert the LIPA traffic from/into PDP context/bearers per operator policies (e.g. destination address);
-
There is a NAT inside the Home (e)NodeB Subsystem to ensure returning LIPA traffic reaches H(e)NB despite topologically incorrect source address;
-
The network shall decide whether LIPA is allowed for a bearer in a CSG depending on the subscription data and operator policy;
-
Pre-Rel9 UEs that support single PDN connections can simultaneously access LIPA and Non-LIPA.
5.3.3
Open Issues

For this solution, the only requirements are NAT and routing functionalities for the HNB.
The solution has the following issues as FFS:

-
How to provide Internet service continuity when a UE hands over to a macro cell is FFS, if this function is required.
-
It is FFS if the LIPA function needs to support NAT traversal for other home applications.

-
It is FFS on addressing the possibility that the private IPv4 address of the home IP devices conflict with operator’s services which using private IPv4 addresses.

-
Whether it is necessary or not and how to block access to Local IP access for non-CSG users at a hybrid HNB is FFS. 

-
It is FFS whether paging the UE from the HNB requires a S-GW function to reside in the HNB

-
How to do IPv6 prefix translation (NAT66) is FFS.

-
How does the routing policy configured in the HNB work for roaming CSG members, given that the HNB does not know whether the destination address belongs to the IP services network of the roaming CSG member's HPLMN. How does the home operator enforce its routing policy?
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