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Abstract of the contribution: this contribution proposes IPv6 transition network architecture, in which IPv6 migration scenarios are studied. 
1. Introduction

In 3GPP SA WG2#73 meeting, IPv6 migration has approved as SI. This contribution will add a IPv6 migration reference architecture and corresponding scenarios into IPv6 migration guidelines (TR 23.9xx). IPv6 technology could be deployed on terminals, access network, core network and service platform as well. It also can apply in both 3G and LTE network. The architecture will sketch out all network elements on which IPv6 is implemented. In addition to this, IPv4 and IPv6 coexistence scenarios are investigated to enumerate all the possible cases with regard to terminals, network and service supporting capability. It will provide targets, for which several solutions could be figure out. 
2. Proposal
The following changes are proposed to TR 23.9xx.

* * * Proposed Change * * * *
5
IPv6 migration architecture model
5.1
Reference architecture
IPv6 deployment could be taken on end-to-end network, which including terminals, access network, core network and service platform. It also can be implemented in both 3G and LTE network. The figure 5.1.1 represents a reference network architecture, in which IPv6 could be deployed on the network partly or wholly. In figure 5.1.1, the dotted line indicates a signaling flow. And, the solid line indicates a data flow.
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Figure 5.1.1: No-roaming reference network architecture

NOTE 1: Roaming cases are FFS.
5.2
Scenarios description
IPv6 offers an immense address space as well as plentiful streamlined functions for many new application demands. However, current network supporting and service providing is mostly depending on IPv4. IPv6 migration should encourage a part of network evolve to IPv6 and gradually accomplish holistic transition of service and network. Therefore, IPv4 and IPv6 coexistence will be take on for a very long time during IPv6 migration period. 

Network operators can partly introduce IPv6 into their network at early stage. Depending on their own strategies, some of network elements should be updated beforehand. The elements could be terminals, core network elements or service platforms. IPv6 migration scenarios will be various with regard to conditional combinations of different elements. In order to enumerate all the possible cases, basic components should be defined to assemble a specific scenario. With regard to an end-to-end data communication process, five components are recommended to build up a scenario. The components are terminal IP capability, type of application program, type of assigned IP address, network IP capability and service providing capability. The corresponding definitions for the component are as following:

· Terminal IP capability means if UE can support IPv4 or IPv6 connections.

· Type of assigned IP address means if network allocates IPv4, IPv6 or both IPv4 and IPv6 ( namely dual-stack ) for terminals.

· Type of application program means if application software is designed for IPv4, IPv6 or dual stack. A IPv4 application is mainly considering IPv4 legacy application program, such as current popular applications. It’s hard to make any modifications since there are a large number of such applications. Dual stack applications are IP stack independent in order to facilitate application transplant and adaptable with various IP-capable network during IPv6 transition period. IPv6 applications are designed for an IPv6 network connection only. Those applications will show up on late stage of IPv6 migration.

· Network IP capability indicates for 3GPP access network if it supports IPv4, IPv6 or dual stack in user data plane in both GPRS and SAE network. Since for transport layer, what kind of IP version, including IPv4, IPv6 or dual stack, has nothing to do with the IP version in user data plane. 

· Service providing capability indicates if service provides IPv4, IPv6 or dual stack access.
The investigation of IPv6 migration scenarios should take all possibilities of the basic components into consideration. With each component state changing and combining, all the possible scenarios would be shown up. The table 5.2.1 represents possible state for each component according to current network situations and specified signaling supporting. 

Table 5.2.1 Basic components sate
	Basic Components Name
	State

	Terminal IP capability
	IPv4 only, Dual-stack, IPv6 only

	Type of application program
	IPv4 capable, dual-stack capable, IPv6 capable

	Type of assigned IP address,
	IPv4 address only, both IPv4 and IPv6 address, IPv6 address only

	Network IP capability
	IPv4 network ,Dual-stack network, IPv6 network. 

	Service providing capability
	IPv4 service only, both IPv4 and IPv6 service, IPv6 service only


For IPv6 migration, there are mainly three steps. In First step, some 3GPP access network and terminals support IPv6 and IPv6 traffic is much smaller compared with IPv4 traffic. In Second step, with more and more 3GPP access network and terminals supporting IPv6, the percentage of IPv6 traffic in the network increases greatly and is almost equal to that of IPv4 traffic. Finally in the third step, most traffic is IPv6 traffic. 

In above steps, the following principles shall usually be followed in order to smoothly migrate to IPv6, especially in step 1 and 2, except for some special scenarios, for example for a dedicated network and terminals.

· Application supporting IPv6 shall be able to support IPv4, namely dual stack. 

· Terminals or hosts supporting IPv6 shall be dual stack.

· 3GPP access network, PDN and servers supporting IPv6 shall be dual stack,
The following tables show all the possible scenarios, which are investigated during IPv6 migration. Therein, the key scenarios have marked as high priority.

Table 5.2.2 scenarios for 3GPP access network 
	Scenario ID
	Application Program
	Terminal IP capability
	Type of assigned IP address
	3GPP Network IP capability
	Supportable after 3GPP Release 5
	Priority suggestion

	1
	IPv4
	IPv4
	IPv4
	Dual-stack
	Yes
	---

	2
	IPv4
	Dual-stack
	IPv4
	IPv4
	Yes
	---

	3
	IPv4
	Dual-stack
	IPv4
	Dual-stack
	Yes
	---

	4
	IPv4
	Dual-stack
	Dual-stack
	Dual-stack
	Yes
	---

	5
	IPv4
	Dual-stack
	IPv6
	Dual-stack
	No
	High

	6
	IPv4
	Dual-stack
	Ipv6
	Ipv6
	No
	High

	7
	IPv4
	IPv6
	IPv6
	Dual-stack
	No
	High

	8
	IPv4
	IPv6
	IPv6
	IPv6
	No
	High

	9
	Dual-stack
	IPv4
	IPv4
	IPv4
	Yes
	---

	10
	Dual-stack
	IPv4
	IPv4
	Dual-stack
	Yes
	---

	11
	Dual-stack
	Dual-stack
	IPv4
	IPv4
	Yes
	---

	12
	Dual-stack
	Dual-stack
	IPv4
	Dual-stack
	Yes
	---

	13
	Dual-stack
	Dual-stack
	Dual-stack
	Dual-stack
	Yes
	---

	14
	Dual-stack
	Dual-stack
	IPv6
	Dual-stack 
	Yes
	---

	15
	Dual-stack
	Dual-stack
	IPv6
	IPv6
	Yes
	---

	16
	Dual-stack
	IPv6
	IPv6
	Dual-stack
	Yes
	---

	17
	Dual-stack
	IPv6
	IPv6
	IPv6
	Yes
	---

	18
	IPv6
	IPv4
	IPv4
	IPv4
	No
	Low

	19
	IPv6
	IPv4
	IPv4
	Dual-stack
	No
	Low

	20
	IPv6
	Dual-stack
	IPv4
	IPv4
	No
	Low

	21
	IPv6
	Dual-stack
	IPv4
	Dual-stack
	No
	Low

	22
	IPv6
	Dual-stack
	Dual-stack
	Dual-stack
	Yes
	---

	23
	IPv6
	Dual-stack
	IPv6
	Dual-stack
	Yes
	---

	24
	IPv6
	Dual-stack
	IPv6
	IPv6
	Yes
	---

	25
	IPv6
	IPv6
	IPv6
	Dual-stack
	Yes
	---

	26
	IPv6
	IPv6
	IPv6
	IPv6
	Yes
	---


According to the above migration principles, scenarios for the service platform which may be exist in the IPv6 migration with high probability are listed in the following table.
Table 5.2.3 Scenarios for Service Platform 
	Scenario ID
	Application Program
	Server IP capability
	Type of assigned IP address
	PDN Network IP capability

	1
	IPv4
	IPv4
	IPv4
	Dual-stack

	2
	IPv4
	Dual-stack
	IPv4
	IPv4

	3
	IPv4
	Dual-stack
	Dual-stack
	Dual-stack

	4
	Dual-stack
	IPv4
	IPv4
	IPv4

	5
	Dual-stack
	IPv4
	IPv4
	Dual-stack

	6
	Dual-stack
	Dual-stack
	IPv4
	IPv4

	7
	Dual-stack
	Dual-stack
	Dual-stack
	Dual-stack

	8
	Dual-stack
	Dual-stack
	IPv6
	Dual-stack 

	9
	Dual-stack
	Dual-stack
	IPv6
	IPv6

	10
	Dual-stack
	IPv6
	IPv6
	Dual-stack

	11
	Dual-stack
	IPv6
	IPv6
	IPv6

	12
	IPv6
	Dual-stack
	Dual-stack
	Dual-stack

	13
	IPv6
	Dual-stack
	IPv6
	Dual-stack

	14
	IPv6
	Dual-stack
	IPv6
	IPv6

	15
	IPv6
	IPv6
	IPv6
	Dual-stack

	16
	IPv6
	IPv6
	IPv6
	IPv6


* * * End of Change * * * *
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