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This paper proposes a solution to guarantee that, in case the UE is simultaneously connected to a 3GPP access and a trusted/untrusted non-3GPP access with PMIPv6 on S2a/S2b, the PDN context stored on the AGW/ePDG is always up to date. 
1. Discussion
In the scenarios where the UE is simultaneously connected to a 3GPP access and a trusted/untrusted non-3GPP access with PMIPv6 on S2a/S2b, the PDN context on the SGSN/MME and on the AGW/ePDG must be kept up to date. This is because, in order to enable mobility of an active PDN connection with IP address preservation, the target access system must know the identity of the PGW that is already serving the PDN. 
This is not an issue if the target access system is a 3GPP access, since TS 23.402 already includes a procedure for updating the APN and PGW identity information on the SGSN/MME whenever the UE opens a new PDN connection, or closes an existing PDN connection, on a non-3GPP access (see section 12.1.4). Instead, no procedures exist for updating the PDN context on the AGW/ePDG if mobility happens in the opposite direction. 
An example scenario requiring this functionality is depicted in Figure 1, where, for the sake of simplicity, all the active PDN connections are assumed to be served by the same PGW:
a) The UE is located in an area with both 3GPP and non-3GPP coverage and is simultaneously connected to both the accesses. The UE has two active PDN connections, one routed through the 3GPP access and the other routed through the non-3GPP access. The involved non-3GPP access is assumed to be a trusted (or untrusted) non-3GPP access with PMIPv6 on S2a (or S2b).
b) The UE opens a new PDN connections on the 3GPP access.

c) After a while, the UE transfers the newly established PDN connection from the 3GPP to non-3GPP access. With the procedures currently specified in TS 23.402, the AGW (or ePDG) has no clue about the serving PGW, and hence cannot re-establish the PDN connection in the target non-3GPP access preserving the correspondent IP address. This happens because the AGW (or ePDG) fetches the PDN context from the AAA/HSS only upon network access authentication in the non-3GPP access (or IPsec tunnel establishment with the ePDG), while in the example scenario depicted in Figure 1 the PDN connection that is facing inter-system mobility was established by the UE at a later stage.
Two possible solutions have been identified to solve this problem:

1) Push approach. If the UE opens a new PDN connection (or closes an existing PDN connection) on the 3GPP access, the new PDN context is pushed by the AAA/HSS to the AGW/ePDG. This is similar to the solution described in section 12.1.4 of TS 23.402 for updating the PDN context on the SGSN/MME.
2) Pull approach. Whenever the UE establishes PDN connection on the non-3GPP access, the AGW/ePDG fetches the most recent PDN context from the AAA/HSS.
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Figure 1 - Example scenario requiring PGW identity notification to the AGW/ePDG
Solution (1) generates extra signalling with the AAA/HSS whenever a UE that is registered on a non-3GPP access opens, or closes, a PDN connection on a 3GPP access. Instead, solution (2) generates extra signalling with the AAA/HSS whenever the UE performs an inter-system handover for a single, or multiple PDN connections.
Which of the two approaches introduces the minimum signalling overhead towards the AAA/HSS largely depends on the usage scenario. Nonetheless, it is expected that establishing a new PDN connection, or closing an existing PDN connection, will be normally more rare than performing an inter-system handover. It is in fact becoming increasingly common among customers to stay permanently connected to one or more PDNs, so that the set of active PDNs remains unchanged for most of the time. As an example, this is useful to enable services requiring always-on connectivity, such as e-mail delivery in push mode. Having this in mind, solution (1) is identified as being the preferred approach.
2. Proposal
The following new text is proposed to be added to the TR 23.861.

Start of the first change
Annex A: Handling of multiple PDN connections

Editor’s Note: This section provides a placeholder for documenting the required solutions to enable full support for handling multiple PDN connections in beyond Rel-8 EPC. I.e. solutions solving the following limitation documented in Rel-8 TS 23.402:
TS 23.402, 8.3.0. Section 4.1.0:

"The full support for connecting an UE simultaneously to the EPC via more than one access network is out of the scope of this release of the specification. This release supports simultaneous access from more than one access network during handover between the access networks.

NOTE 2:
Even though not explicitly supported by this specification, the mechanisms specified in this specification can be used to connect a UE in parallel to the EPC via 3GPP access network and a Non-3GPP access network towards different PDNs."

A.X
Multiple PDN connections to different APNs

A.X.K
PDN GW Identity Notification to AGW/ePDG

In case of initial attach, or UE requested PDN connectivity, in the 3GPP access, the SGSN/MME updates the HSS with the PDN GW identity of the selected PDN GW and the APN associated with the UE's PDN connection. If a 3GPP AAA Server is registered in the HSS for the same UE, the HSS provides the updated APN and PDN GW identity information to the 3GPP AAA Server. If PMIPv6 is used for establishing connectivity in the non-3GPP access, the 3GPP AAA Server notifies the changes to the non-3GPP access network. This procedure can be used for both PDN GW registration and de-registration.
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Figure A.X.K-1: PDN GW address notification to AGW/ePDG

1.
The SGSN/MME sends a Notify Request (PDN GW Identity, APN, User Identity) to the HSS.

2.
The HSS checks that the user is known and that the stored SGSN/MME is the currently registered SGSN/MME for this same user. If this is successful, the HSS returns a Notify Response.

3.
Steps 3-4 are only performed if the PDN GW identity information was successfully modified in the HSS and a 3GPP AAA Server is registered in the HSS for the same UE. In this case the HSS sends a Provide APN and PGW Identity message to the 3GPP AAA Server. As a result, if PMIPv6 is used for establishing connectivity in the non-3GP access, the 3GPP AAA Server updates the non-3GPP access network with the new APN and PGW Identity data.

4.
The 3GPP AAA Server acknowledges by sending a Provide APN and PGW Identity Ack message.
Editor’s Note: Possible optimizations to minimize the amount of extra signalling between the HSS and the 3GPP AAA Server are FFS.
Editor’s Note: Whether this procedure should also support scenarios where the UE is simultaneously connected to multiple non-3GPP access networks is FFS.
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