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Introduction

This contribution proposes to enable access control to be performed for in-bound handover to a H(e)NB by including the Allowed CSG list in the Handover Restriction List IE. 

As currently defined, the Handover Restriction List IE is included in various S1-AP and X2-AP messages such as INITIAL CONTEXT SETUP REQUEST and HANDOVER REQUEST and is used by the source eNB to determine a target cell based on equivalent PLMNs and forbidden TA/LAs for the UE.
TS 36.423 section 8.2.1.2 states: 

“If the Handover Restriction List IE is
-
contained in the HANDOVER REQUEST message, the target eNB shall store the information  received in the Handover Restriction List IE in the UE context and the target eNB should use this information to determine a target cell for the UE during subsequent handover attempts. 
-
not contained in the HANDOVER REQUEST message, the target eNB shall consider that no access restriction applies to the UE.”

By including the Allowed CSG list in the Handover Restriction List IE, the source eNB can also use this information to determine if a target CSG cell is suitable for handover.
An example call flow of an X2 in-bound handover procedure to a HeNB that is a CSG cell is shown in the figure below.  

NOTE: 
No changes are required to any of the call flows for handover shown in TS 23.401 but we have chosen to represent an X2 handover for simplicity. For an S1 handover, the source and the target (H)eNB will communicate via the MME using the S1 interfaces. All the steps with the exception of (a) and (b) are the same as those in TS 23.401 section 5.5.1.1.2 Inter eNodeB handover without MME relocation and without Serving GW relocation.
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Figure 1 In-bound HeNB handover without MME and without Serving GW relocation
a.
The Source (H)eNB has stored the UE’s Allowed CSG list as part of the UE context from the MME.
Before the source (H)eNB performs a handover to a target CSG cell, it checks if the CSG ID of the target cell on the HeNB is in the UE’s Allowed CSG list. The source eNB includes the Handover Restriction List IE procedures in the Handover Request message sent to the target HeNB as part of the X2 handover.

b.
The target HeNB performs its own admission control (e.g. for SAE bearers) and responds with the Handover Request Acknowledge.

1.
The target HeNB sends a Path Switch Request message to MME to inform that the UE has changed cell, including the Cell Global Identity of the target cell and the list of rejected EPS bearers. The MME determines that the Serving GW can continue to serve the UE.

2.
The MME sends a User Plane Update Request (eNodeB address(es) and TEIDs for downlink user  plane for the accepted EPS bearers) message to the Serving GW.


In case any EPS bearers are to be released the MME triggers the bearer release procedure as specified in TS 23.401 [2] clause 5.4.4.2.

3.
The Serving GW starts sending downlink packets to the target eNodeB using the newly received address and TEIDs. A User Plane Update Response message is sent back to the MME.

4.
In order to assist the reordering function in the target eNB, the Serving GW shall send one or more "end marker" packets on the old path immediately after switching the path for each SAE bearer of the UE as defined in TS 36.300 [7], clause 10.1.2.2.

5.
The MME confirms the Path Switch Request message with the Path Switch Request Ack message. The MME may provide the eNodeB with Handover Restriction List. Handover Restriction List is described in TS 23.401 [2] clause 4.3.5.7 "Mobility Restrictions".

6.
By sending Release Resource the target eNodeB informs success of the handover to source eNodeB and triggers the release of resources. This step is specified in TS 36.300 [5].

7.
Depending on RAN configuration the eNB triggers the UE to initiate a Tracking Area Update procedure. It is RAN functionality to provide the ECM‑CONNECTED UE with the trigger information.

NOTE:
It is only a subset of the TA update procedure that is performed by the MME, since the UE is in ECM‑CONNECTED state and the MME is not changed.

Proposal

The following changes are proposed to TR 23.8xx v0.0.0. The changes are based on the skeleton proposed in S2-088160.
* * * First Change * * * *
6 Architectural issues and solutions

6.x
Architectural Issue n
6.x.1
Description of Architectural Issue n
In-bound H(e)NB handover support
6.x.2 
Solution(s) for Architectural Issue n 
6.x.2.1 
Solution 1: Including the Allowed CSG list in the Handover Restriction List IE

As currently defined, the Handover Restriction List IE is included in various S1-AP and X2-AP messages such as INITIAL CONTEXT SETUP REQUEST and HANDOVER REQUEST and is used by the source eNB determine a target cell based on equivalent PLMNs and forbidden TA/LAs for the UE. 
To support in-bound connected mode handover, it is proposed to expand the Handover Restriction List IE to also include the Allowed CSG list of the UE. This allows the source eNB to use this information to determine if a target CSG cell is suitable for handover.
NOTE:
It is a fundamental requirement for network controlled handover for the source eNB to know the target (H)eNB’s identity and certain other parameters in order to prepare the target cell for handover. TS36.300 sec 22.3.3 and 22.3.4 describes the method by which the source eNB automatically discovers any neighbouring target cells via the Automatic Neighbour Relation (ANR) Function using UE measurement reports. In addition O&M in TS 32.511 manages which cells the eNB may establish neighbour relations with, i.e., O&M may limit the cells that the source eNB may perform a handover with. In ANR, the UE reports the global Cell ID, tracking area code and all PLMN IDs that have been detected. By extending the ANR in Rel-9 to support in bound handover to HeNBs, the UE may also report the access mode (closed/hybrid/open) and the CSG ID. The source eNB will then have all the information needed to determine if the target CSG cell is suitable for handover..  
The advantages of this approach include:
- 
Allows the source eNB to efficiently determine whether a target cell is suitable for handover without any extra messages.
-
In the case a target cell is a hybrid access mode HeNB, the source eNB would know whether the UE belongs to the CSG and hence may prefer handover of the UE to the target cell.
-
No changes to any of the existing handover procedures.
-
Forward compatible for instance if the X2 interface is included in Rel-9 or later HeNB implementations.
NOTE:
Any method that requires the MME to perform the check to determine if the target cell has a CSG ID in the UE’s Allowed CSG list will (a) require an extra handshake in order to perform X2 based handover and (b) requires the MME to perform this check for S1 based handover when the source eNB sends a HANDOVER REQUIRED message which may mean a greater processing at the MME and extra delay when the source eNB requests a handover to a non-suitable CSG cell.
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