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This contribution proposes access control architecture requirements for the new SA2 TR on “Architecture aspects of Home NodeB and Home eNodeB”.

1. Discussion
Comparing to the Access control requirement introduced into Rel-8, some new requirements have been added on Rel-9. These requirements are as below (refer to TS22.220 v1.0.1):
-
For temporary members, it shall be possible to limit the period of time during which the subscriber is considered a member of a CSG (granted access rights).It shall be possible to configure a time period for each temporary member.

-
The time period shall be configurable by the Home eNodeB owner and/or the network operator operating the CSG cell and shall span from 1 decihour to several days. Unlimited membership to the CSG is allowed.

-
When the time period expires, the CSG shall no longer be considered to be available to provide services, except for emergency calls. 
-
The network operator and/or the HeNB owner under the supervision of the network operator shall be able to set a maximum limit to the number of UEs with granted access to the CSG Identity. This limit is a static setting which can only be changed/set during configuration or maintenance.

-
It shall be possible for established communication via a CSG cell to be diverted from the CSG cell. This shall be applicable in the following cases:

-
in hybrid access mode when services cannot be provided to a CSG member due to a shortage of HNB/HeNB resources

-
at the expiry of the time period for temporary CSG members

-
In a HNB/HeNB in hybrid access mode, to minimise the impact of non-CSG established communication on CSG members, it shall be possible for the network to allow the data rate of established PS communication of non-CSG members to be reduced. It shall also be possible for the network to have different admission control thresholds for CSG and non-CSG members.
A) Time Period control
CT4 has agreed that time period is a CSG-Subscription-Data stored in HSS, which is described in TS 29.272. When the MME/SGSN/MSC receives CSG-Subscription-Data from the HSS, the time period information is also sent to the MME/SGSN/MSC. 
HSS or MME/SGSN/MSC can perform the time period control based on the time period information. However, as the HSS is UE's subscriber Data storage entity and its importance on the network, it is not suitable for HSS to perform the time period control. Also on Rel-8 MME/SGSN/MSC has been required to implement the access control function. It is natural that the time period control shall also be performed by MME/SGSN/MSC.
C1: Time Period access control shall be implemented by MME/SGSN/MSC
B) Established communication continuity

When the time period expires, although the temporary member can't access the operator's network via the current CSG cell, the member may still be permitted to access the operator's network via the macro cell. According to the SA1 requirements, it shall be possible for established communication via a CSG cell to be diverted from the CSG cell when the time period expires. In order to implement that requirement, the handover procedure shall be used to assure connection continuity.

C2: Handover procedure shall be used when the time period expire for the temporary user 

Three access modes have been introduced: open access mode, hybrid access mode, closed access mode. For open access mode, H(e)NB operates as a normal cell, i.e. non-CSG cell. For hybrid access mode, H(e)NB operates as a CSG cell where at the same time, non-CSG users are allowed access. For closed access mode, only members that belong to its associated CSG are allowed access.
In order to make the best usage of a HNB/HeNB operating in hybrid access mode, when the HNB/HeNB has allowed access from non-CSG members and a CSG member wishes to access services but resource is not enough, it must be possible for the non-CSG member to be diverted from CSG Cell. In order to implement that requirement, the handover procedure shall be used to assure connection continuity. 
C3: In hybrid access mode handover procedure shall be used for non-CSG member when services cannot be provided to a CSG member due to a shortage of HNB/HeNB resources
C) Number limit
For number limit requirement, there are two scenarios, as following:

1. There is only one H (e) NB for the CSG. In this scenario, the H (e) NB may perform the number limit control, or, all UEs via the H (e) NB accesses to same MME/SGSN/MSC and the MME/SGSN/MSC performs the number limit control.
2. There is more than one H (e) NB for a CSG. In this scenario, the H (e) NB can't perform the number limit control for the CSG. If the MME/SGSN/MSC performs the number limit control for the CSG, all UEs via the CSG must be accessed to the same MME/SGSN/MSC. In the scenario, the Flex mechanism shall not be implemented.
Due to the H (e) NB GW is optional, which has been agreed in architecture for HeNB deployments in RAN3. The number limit control for CSG can't be performed in HeNB GW.

C4: The control of maximum limit to the number of UEs with granted access to the CSG shall be performed in MME/SGSN/MSC. 
D) Admission Control

As CSG related access control are performed in MME/SGSN/MSC, it is appropriate for the MME/SGSN/MSC to perform the different admission control thresholds for CSG and non-CSG members in hybrid mode and data rate reduced control of established PS communication of non-CSG members.
C5: The admission control shall be performed in MMS/SGSN/MSC based on different admission control thresholds for CSG and non-CGS. 
2. Proposal
The contribution proposes to add the following descriptions to clause 5 of TR 23.830, “Architecture aspects of Home NodeB and Home eNodeB (Release 9)".

Start of Change #1

6.x1 Architectural Issue n (Rel-9)
6.x1.1 Description of Architectural Issue n
Time Period control aspects

For temporary members, it shall be possible to limit the period of time during which the subscriber is considered a member of a CSG (granted access rights).It shall be possible to configure a time period for each temporary member.
6.x1.2. Solution(s) for Architectural Issue n
CT4 has agreed that time period is a CSG-Subscription-Data stored in HSS, which is described in TS 29.272. When the MME/SGSN/MSC receives CSG-Subscription-Data from the HSS, the time period information is also sent to the MME/SGSN/MSC. 

Either the HSS or the MME/SGSN/MSC can perform a check on the expiry of the time period during which a subscriber is granted access. However, considering the critical role in the mobile network of the HSS, it is not advisable to use the HSS to perform such check. Furthermore, in Release 8 it has been agreed that the MME/SGSN/MSC is the entity where the access control function is implemented. It is therefore natural to assume that the check on the time period during which the subscriber is granted access is performed by the MME/SGSN/MSC.
6.x1.3. Evaluation
6.x2 Architectural Issue n (Rel-9)
6.x2.1 Description of Architectural Issue n
Admission Control
It shall be possible to divert established communications via a CSG cell to a non-CSG cell. This procedure is applicable in the following cases:

-
in hybrid access mode, when services cannot be provided to a CSG member due to a shortage of HNB/HeNB resources

-
at the expiry of the time period for temporary CSG members

6.x2.2. Solution(s) for Architectural Issue n
6.x2.2.1 Solution 1
When the time period expires, the temporary member is no longer allowed to access the operator's network via the current CSG cell. The temporary member may however still be permitted to access the operator's network via a non-CSG cell. In order to assure continuity of the established communications, when the time period expires it shall be possible to invoke a handover procedure to move the established communications to a permissible cell. 
Similarly, for the hybrid access mode, it shall be possible to perform a handover from the CSG cell in use by a non CSG member to a non-CSG cell. 

6.x2.3. Evaluation
6.x3 Architectural Issue n (Rel-9)
6.x3.1 Description of Architectural Issue n
Number limit
The network operator and/or the HeNB owner under the supervision of the network operator shall be able to set a maximum limit to the number of UEs with granted access to a given CSG cell. This limit is a static setting which can only be changed/set during configuration or maintenance.
6.x3.2. Solution(s) for Architectural Issue n
6.x3.2.1 Solution 1
Two scenarios need to be considered with regards to the number limit requirement:

1. The CSG consists of a single cell. In this scenario, the HeNB may perform the number limit control. In the case where all the UEs access same MME/SGSN/MSC via the HeNB, then the MME/SGSN/MSC may perform the number limit control.

2. The CSG consists of more than one HeNB. In this scenario, the HeNB can not perform the number limit control for the CSG. In order for the MME/SGSN/MSC to be able to perform the number limit control for the CSG, it is necessary that all UEs in the CSG access the same MME/SGSN/MSC. 

As the HeNB GW is an optional entity, (as agreed in architecture for HeNB deployments in RAN3), the number limit control for CSG cannot be performed in HeNB GW. Thus the control of maximum limit to the number of UEs with granted access to the CSG needs to be performed in MME/SGSN/MSC. 

6.x3.3. Evaluation
6.x4 Architectural Issue n (Rel-9)
6.x4.1 Description of Architectural Issue n
Admission Control
If a HNB/HeNB operates in hybrid access mode, to minimise the impact on CSG members of communications established by non-CSG members, it shall be possible for the network to reduce the data rate of established PS communication of non-CSG members. It shall also be possible for the network to follow different admission control policies for CSG and non-CSG members.
6.x4.2. Solution(s) for Architectural Issue n
As CSG related access control are performed in MME/SGSN/MSC, it is appropriate for the MME/SGSN/MSC to use different admission control thresholds for CSG and non-CSG members when the CSG operates in hybrid mode and to be capable of reducing data rate of PS communication established by non-CSG members.
6.x.4.3. Evaluation
End of Change #1
3GPP

SA WG2 TD


