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Abstract of the contribution: Discusses impact to LCS Control Plane Solution Architecture #2  with multiple users (e-SMLCs) of control plane location services and discusses impact to TR 23.891.

Discussion
TR 23.981 section 6.2.5 describes control plane and user plane interworking. The detailed architecture for an E-SMLC with CP and UP interworking is replicated below:
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Figure 6.2.5-1: LCS Control Plane Architecture employing an Evolved SMLC (E-SMLC)

with integrated SPC attached to an MME

This enables a tight coupling between Control and User plane location determination techniques, and is beneficial for many location service applications, especially commercial LBS applications, allowing operators to optimally use both the control and user plane paths. The User plane architecture enables a high number of location transactions but rely only on UE based techniques for location determination, On the other hand control plane techniques can use network resources to compute location. Combining the user plane and control plane capabilities as described currently in the TR can enable different level of business/service choices for operators. An example set of operator policies is listed below:

· Control plane only – for applications A, B & C

· User plane only – for application X, Y & Z 

· User plane + Control plane – for applications I, II & III

Location requests can originate from multiple sources, e.g. emergency services, regulatory compliance (lawful intercept) or commercial location services applications. The requirements from these drivers of location technology/solution are quite different. An example is presented below:

	
	Relative importance of typical deployment/architecture requirements

	
	Security
	Accuracy
	Scalability

	Drivers of location services
	Emergency services
	Medium
	Medium
	Medium

	
	Regulatory lawful intercept compliance
	High
	High
	Low

	
	Commercial location applications
	Low
	Low
	High


While the architectural requirements of the location service drivers may be varied, operators cannot choose between regulatory and commercial obligations. Clearly they would like to fulfil both; this is hard with the current description of Architecture Option #2. For example an operator deploying solutions around Figure 6.2.5.1 may find it difficult to meet all LI requirements. An operator complying with LI and emergency services may be required introduce an eSMLC and then later not be able to introduce a UP+CP based solution. Operational aspects (e.g. security clearance for personnel) may make it desirable to segregate eSMLC on the basis of application being serviced. This introduces the need for support of multiple eSMLC in the LTE/SAE LCS option #2. 
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A high level view of the location requests in an LTE network is shown below:
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Implications of proposed changes on LCS entities–
GMLC – In addition to its usual functions associated with processing location requests like privacy, interaction with HSS to determine the serving MME, GMLC in role as visited GMLC also includes the address of the eSMLC for processing this request.  The advantages of this are:

1. Simplifies configuration on MME

2. Enables eSMLC to be chosen according to business logic in GMLC(s).

3. Enables uniform location QoS to be delivered across multiple MME as users move across MME domains

MME- LCS – AP on MME identified in the Section 6.2.2.3 (replicated below) will have to support multiple E-SMLC. The visited GMLC provides eSMLC address to MME. Multiple SMLC will be identifiable to MME with unique E-SMLC IP address. This implies that the LCS-AP will have to maintain multiple SCTP/IP associations (SCTP associations) for peer E-SMLC.  Individual requests can be streams (SCTP streams) within these associations.
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