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Abstract of the contribution: This contribution discusses the potential need for registration of the UE for VCC emergency. 
1
Introduction

This contribution discusses the potential need for dedicated IMS emergency registration of the UE for (SR)VCC emergency calls from the MSC server. There are two related problems to this discussion:

1) 
When should the MSC server anchor the emergency call in IMS?
2) 
Is there a need for emergency registration from the MSC server prior anchoring the call in IMS? 
This paper focuses on the later part of the discussion. The discussion is limited to the case that IMS Emergency calls are established over the PS access and transferred to the CS access. The other direction (emergency call established in the CS access and transferred to the CS access) is not considered.
2
Discussion
2.1
General

When the emergency call is handed over to the CS access, the question was raised at SA2 #69 whether the user would need to be registered in IMS from the CS access / MSC server. While this was brought up in relation to VCC emergency alternative 4 in TR 23.826, this is a more general problem that applies to all of the solutions, i.e., is registration in IMS needed or not. A related problem is call back, and how this can be provided after the handover.  

The current requirements to perform emergency registration prior IMS emergency calls are there to ensure that:

1)
User authentication is performed if needed. 

2)
The IMS user can perform the emergency call using its identities used in IMS (and which can be used for call back).
3)
The visited network (P-CSCF) will have the identities for the user to be able to do assertion of the identities when the emergency call is setup. 
4) There exist means to provide call back to the user in the case the user does not have a normal registration. 

The following observations can be done:

1)
The UE will already have an active emergency session via the PS access anchored in serving (visited if roaming) IMS. Such emergency session would have been established based on an existing IMS registration if local requirements would require this. 
2)
The UE will have a registration state in the CS network and will have performed authentication in CS network (assuming authenticated case). 

3)
There is no P-CSCF in the path that would need the identities of the user to perform identity assertion. The MSC server will already receive the correct identities from the access network. Furthermore, the MSC server will already be aware of the user authentication state as well. However, it should be noted that the MSC server may not hold all the user IMS identities, unless the MSC server has registered in IMS.
In most cases, a user with an ICS subscription that is CS attached, will be registered from the MSC server in IMS. However, in case the user is roaming and not allowed to do so, or has a barred subscription, a normal IMS registration could not be performed.
Similar applies to a user using SRVCC, after the handover it will have its anchor in the IMS domain. The only exception would be if roaming is not allowed, or the subscription is barred. 
2.2
Need for Emergency Registration

The question is if there is a real need for the MSC server in this case to perform a IMS emergency registration. 
Given the fact that the MSC server has the CS registration status, and authentication status, it has enough information to initiate the emergency call, and there is no real need to perform an additional IMS emergency registration. 
It should however be noted that for these limited scenarios where no registration exists, there is a need that the E-SCC AS can correlate the session from the PS leg with the session from the CS leg. The correlation could still be done, e.g., based on IMEI (instance ID), MSISDN (in case the same would be used for both PS and CS), IMSI etc (this correlation has briefly been discussed for the different alternatives in the TR). 
2.3
Support of Call back

Call back is a regulatory requirement, applicable in certain countries.  For such countries, unregistered emergency calls would not be allowed, and it requires that there exist agreements between the visited operator and the home operator to allow user to have basic roaming capabilities. Furthermore, the call back should be possible both for normal registered users as well as emergency registered. 
The call back requirements for SRVCC/VCC are not fully clear. Emergency is a local service, which implies that it can be performed without the full involvement of the home network. However for call back, the home network will be implicitly involved (as the call back is always routed through home network).  

Reviewing the different solution alternatives for both VCC and SRVCC emergency, it could be noted that all of these has the restriction on call back in roaming scenarios that the user will need to be allowed to use SRVCC/ICS when roaming. If not, call back will not always be possible, as the user may in such case not be anchored / reachable from the home network with the same identities it started the emergency session with in the PS domain.  This is because that, unless SRVCC/ICS is used, the user will only be reachable with the CS identities after the handover. It is then very likely, that the IMS identities, for which the emergency session was initiated with, will not be the same. 
Therefore, it appears to be prudent to add the clarifying requirement that VCC/SRVCC emergency call shall only be allowed in the visited network in case the user is allowed to execute normal ICS/SRVCC in the visited network. 
3
Conclusion
Specific IMS emergency registration is not needed from the MSC server. Therefore, it is proposed to remove this from the alternative 4, and clarify that normal IMS registration should be used whenever possible. 
Proposed changes to TS 23.826

Begin Change
5.2
Architectural Requirements

1)
The use of GTT device (e.g., TTY) for CS emergency call [5] needs to be considered. The solution shall not require changes to the TTY device or the interface toward the terminal.

2)
The solution shall be based on domain transfer procedures specified in Rel-07 VCC TS 23.206.

3)
The solution shall consider support of domain transfers of emergency Calls in areas where multiple visited IMS networks may be available to the user.

4)
Support of the solution shall be optional in the UE and network. A UE or network that does not support the solution shall not be impacted.

5)
The solution should be able to provide continuity of location support following domain transfer by providing the PSAP with an accurate initial and updated location estimate, according to applicable regional requirements and subject to the constraints of the PSAP interface.

6)
The VCC procedure should be triggered only when both the UE and visited network (both the source and target access technology) support VCC for emergency calls.

7
VCC for emergency shall only be attempted for intra-operator transitions (where IMS and CS core operators are the same). 

8
Emergency calls shall not be transitioned from CS to IMS.

9
UE shall not attempt to perform transfer of an emergency call if it is not certain the relevant capabilities are supported by the network.

10
Emergency calls are not automatically anchored for VCC unless they meet certain criteria that are to be defined.
11
If call back is required, session transfer from PS to CS of the emergency call shall only be allowed in the serving (visited if roaming) network in case the user is registered and allowed to use ICS/SRVCC in the serving (visited if roaming) network.
Next Change
6.4.3.1
Registration in IMS

A pre-requisite is for the UE is to be IMS registered over the PS access, in accordance with the requirements in TS 23.167 [4]. The registration in the IMS by the MSC Server enhanced for ICS is specified in TS 23.292, and may be performed in the case the UE is attached to CS, and holds an ICS subscription.
 









End Change
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