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Abstract of the contribution: Discussion of the options for solving the shared PUID issue for SRVCC UE’s
1
Introduction
We saw in the last SA2 meeting that a problem has been identified with the current SRVCC architecture such that if multiple UE’s are sharing a PUID, are active in sessions at the same time, and the SRVCC procedures are invoked for one of the UE’s, it isn’t possible for the SCC AS to identify which of the UE’s is to have its session transferred.

There were three contributions proposing solutions to this problem. Issues and concerns were raised against each, and no agreement could be reached on any one of them. As things stand, therefore, Release 8 UE’s that support (or perhaps, are to be supported by) SRVCC procedures cannot share PUID’s.
In order to try to find a way forward before the end of Release 8, this paper describes those approaches again (briefly) with some modifications, identifies their key characteristics, identifies some decision criteria, and makes a recommendation. 

2
Solutions on the table at the last meeting

2.1
Solution 1: Instance ID using IMEI
Brief description
-
An MSC server enhanced for SR-VCC that is also enhanced for ICS and that has already registered on behalf of the UE with IMS (via SGs), performs the registration with an instance id that matches the instance id used by the UE to register via an IP-CAN, thus SRVCC calls in this state can be associated with this instance id.

-
An MSC server enhanced for SR-VCC that is either not enhanced for ICS or has not completed IMS registration on behalf of the UE prior to the SRVCC procedure, includes the instance id or equivalent data in other signaling associated with the SRVCC call toward the SCC AS.  Example mechanisms may include UUS or CAMEL, 
-
The MSC Server enhanced for SR-VCC and the UE both use the same algorithm to construct the instance id from the IMEI, so that the existing PS session and the incoming session to transfer to CS can be correlated. (CT1 has agreed on the use of IMEI to generate instance id at both the UE and the MSC Server enhanced for SR-VCC, but details are FFS.)
Issues
-
To avoid the use of CAMEL for all SR-VCC calls with an MSC Server that is either not enhanced for ICS or does not complete IMS registration on behalf of the UE prior to the SR-VCC procedure, the instance id or equivalent information must be transported from the MSC to the SCC AS via the MSC/MGCF reference point and within IMS SIP signaling.  The only known mechanism on the existing MSC/MGCF reference point is UUS, although many networks do not support UUS.  In order to reliably correlate the SRVCC call with the correct UE, the MSC must assure routing of the SR-VCC call through networks that fully support whatever mechanism is used to transport the correlation information.  In most cases, the MGCF must be collocated with the MSC and the intervening IMS networks must keep the SR-VCC calls within IMS networks during transit routing to the SCC AS.   
 

2.2
Solution 2: IMS registration with MSISDN
Brief description

-
Solution 2 builds on solution 1 to provide a means to efficiently correlate the SRVCC call with a PS session in many cases where solution 1 would otherwise require the use of CAMEL signaling.
-
MSISDN is added to standard IMS registration signaling performed by the UE via Gm over an IP-CAN. (in a backward compatible manner).  The SCC AS receives the MSISDN associated with the UE during 3rd party registration and can use it to correlate subsequent SR-VCC calls for the UE.
-
The IMS registration procedure is repeated via the IP-CAN if UE changes MSISDN
-
If Calling Party Number (MSISDN) will be successfully delivered by ISUP and/or SIP on the signaling path from the visited network to the home IMS network, and the MSISDN is uniquely assigned to the UE, then ISUP and/or SIP signaling is sufficient to correlate the SR-VCC call with a PS session; otherwise, CAMEL or UUS is used to communicate IMEI to the SCC AS so that the SSC AS can recreate the instance id and correlate the SR-VCC call with the previous PS session (according to solution 1). 
Issues
-
Some ISUP networks remove/change calling party number, some ISUP networks may remove UUS, and MSISDN may be shared between IMSIs in the CS domain, so invocation of CAMEL triggers at the MSC Server enhanced for SR-VCC is needed for some users in some networks in these cases.
-
Support of CAMEL means that the HSS must be able to provide CAMEL trigger information to the MSC Server enhanced for SR-VCC, e.g., by requiring the UE to perform CS attach prior to the SR-VCC procedure while still connected via an IP-CAN (via SGs) or by downloading it in packet attach data at MME.  The HSS should selectively download the CAMEL triggers only when required to avoid unnecessary use of CAMEL signalling.
2.3 Solution 3: Correlation ID assignment by S-CSCF
Brief description

-
The S-CSCF identifies the MSISDN associated with an SRVCC call and passes a correlation ID (could be the MSISDN itself) to the SCC AS
Issues
-
CAMEL is required if the CLI isn’t passed transparently via ISUP

-
The MSISDN will not be sufficient to identify the UE if the MSISDN is shared between IMSIs in the CS domain
-
Requires changes in the HSS subscription to associate a “correlation-id” with an IMPI

-
Requires changes to the Cx protocol to deliver the “correlation-id”.

-
Requires changes at the S-CSCF to store and insert the “correlation-id” in the SIP-signalling.

-
Depending on the correlation-id, may require IETF changes to deliver the correlation-id on the ISC interface.
3
Impact analysis
Solution 1 requires: -

-
Collocation of the MGCF with the MSC Server enhanced for SR-VCC.
-
A means of signaling the instance id or equivalent information through IMS, e.g., using UUS.
-
That transit routing procedures via all IMS networks between and including the serving and home networks route SR-VCC calls exclusively via IMS networks without exiting to the PSTN.  Exception may be allowed to transit ISUP networks capable of carrying the required signaling.
Solution 2 requires: -
-
Modified IMS registration procedure

-
Requires the option to provide CAMEL trigger info to the MSC Server enhanced for SR-VCC. (CAMEL only needed if MSISDN not unique or intervening network drops calling party number and UUS). 
Solution 3 requires: -

· Modifications to the HSS, Cx protocol, S-CSCF and (possibly) ISC.
· Unique MSISDN assignment (i.e. the network has the knowledge that the MSISDN can never be shared).
 

4
Summary
Neither of the first two approaches are particularly "heavy" to specify. Solution 3 requires modifications to the HSS, S-CSCF, Cx and (possibly) ISC  which we don’t believe are appropriate for support of SR-VCC.

Although both options can benefit from requiring the UE to CS attach prior to the SR-VCC procedure (using SGs), this was not agreed in prior meetings.  We assume that the UE will typically not be CS attached prior to the start of the SR-VCC procedure.
For the first two solutions the main decision point seems to be regarding which of the following impacts is less undesirable: -
MSC Server enhanced with SR-VCC collocated with MGCF OR Support of CAMEL for SR-VCC 
 

5
Recommendation
If requiring MGCF to be collocated with MSC Server enhanced for SRVCC is acceptable to all operators and vendors, we can support picking solution 1. It must be understood that IMS transit routing data must be provisioned to assure that the correlation information survives transit from the serving network to the home network.

To avoid requiring the collocation of the MGCF with the MSC Server enhanced for SR-VCC and the requirement to appropriately provision transit routing for SR-VCC calls, we can support solution 2.  This solution requires the option to deliver CAMEL data from the HSS to the MME during packet data attach, along with the other data required uniquely for SR-VCC.
ALU recommends solution 2 as a small enhancement to solution 1 while providing much more configuration and deployment flexibility.
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