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4.1
Session setup efficiency
4.1.1
Problems description
4.1.1.1
General

There are a considerable number of network elements involved in call session setup in IMS network. Therefore, interfaces and interactions between network elements is a little complicated and not that efficient. An analysis of the IMS initial registration and session setup procedure is required in order to identify possible enhancements to simplify the current IMS architecture. 

4.1.1.2 Current IMS initial registration procedure
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Figure 4.1: IMS initial registration procedure

The current IMS initial registration procedure described in TS23.228 and TS 24.228 is as follows:
1.
After the UE has obtained IP connectivity, UE sends REGISTER to P-CSCF for initial registration.
2.
Upon receipt of REGISTER, P‑CSCF shall query DNS to discover the entry point to the home network (i.e. the I‑CSCF). 
3.
And then P-CSCF sends the REGISTER to the I‑CSCF.
4.
The I‑CSCF shall send UAR to the HSS and HSS shall check whether the user is registered already. The HSS shall indicate whether the user is allowed to register in that P‑CSCF network according to the User subscription and operator limitations/restrictions if any.
5.
Response UAA is sent from the HSS to the I‑CSCF. It shall contain the S‑CSCF name, if it is known by the HSS, or the S‑CSCF capabilities, if it is necessary to select a new S‑CSCF. When capabilities are returned the I‑CSCF shall perform the new S‑CSCF selection function based on the capabilities returned. If the checking in HSS was not successful the UAA shall reject the registration attempt.
6.
The I‑CSCF, using the name of the S‑CSCF, shall determine the address of the S‑CSCF through a name-address resolution mechanism. The I‑CSCF also determines the name of a suitable home network contact point, possibly based on information received from the HSS. I‑CSCF shall then send REGISTER to the selected S‑CSCF.
7.
Since REGISTER from I-CSCF is not protected, S-CSCF shall send MAR to HSS to perform authentication and HSS shall prepare the authentication data for this user.

8.
Response MAA is sent from the HSS to the S-CSCF and it contains the authentication vector.

9.
The authentication challenge is sent in the 401 Unauthorized response towards I-CSCF.

10.
The authentication challenge is sent in the 401 Unauthorized response from I-CSCF to P-CSCF.

11.
Similarly the authentication challenge is sent in the 401 Unauthorized response from P-CSCF to UE.

12.
UE shall send REGISTER to P-CSCF and it contains the response to the authentication challenge.

13. Upon receipt of REGISTER, P‑CSCF shall query DNS to discover the entry point to the home network (i.e. the I‑CSCF). Due to load balance mechanism of DNS, probably I-CSCF is not the same as the one in step 2.

14-17.The operations are similar as step 3 ~6. Eventually REGISTER message containing the response of the authentication challenge is transmitted to S-CSCF.

18.
S-CSCF verifies the response of the authentication challenge and if it’s ok then sends SAR to HSS.
19. HSS shall store the S‑CSCF name for that user and return the response SAA to S‑CSCF, which contains service profile information for that user.
20-22. S‑CSCF shall return the 200 OK through I‑CSCF, P-CSCF to UE to indicate the initial registration is successful.

4.1.1.3 Problem analysis of IMS initial registration procedure 
One of the most important roles for I-CSCF is to assign S-CSCF based on S-CSCF capabilities set during initial registration. In IMS network, service layer is independent of control layer, service logic is mainly implemented in service layer (e.g. application servers), so service capabilities of different S-CSCF tend to make no difference, therefore, it’s beneficial to review the rationality of I-CSCF functionalities and investigate any potential functionality simplification.
From the above initial registration procedure, we can see that for a normal registration procedure totally four queries of DNS and HSS are required even if the P-CSCF, I-CSCF and S-CSCF serving the UE are located in the same home domain. Moreover step 13 to 16 seems duplicate as step 2 to 5, and thus the registration procedure seems redundant and inefficient to some extent
Compared with SIP registration procedure in RFC3261 (SIP: Session Initiation Protocol), the initial registration procedure seems more complicated, and it’s natural and worthwhile to seek a simpler and more efficient registration procedure.

4.1.1.4 Current IMS session setup procedure
For simplification we select the following procedure of the establishment of sessions without preconditions.(No resource reservation required before session becomes active)
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Figure 4.2: IMS session setup procedure

The current IMS session setup procedure described in TS23.228 and TS 24.228 is as follows:

1. UE sends INVITE to P‑CSCF-1 to initiate a session. This message should contain the initial media description offer in the SDP.
2. P-CSCF-1 forwards INVITE to S-CSCF-1 and S‑CSCF-1 invokes whatever service logic is appropriate for this session attempt.
3. S‑CSCF-1 shall query DNS to discover the entry point to the I-CSCF-2 of the home network. When the destination name of the destination user (e.g. dialled phone number or SIP URI), and the originating user is a customer of the same network operator, forward the SIP request or response to an I‑CSCF within the operator's network.
4. I‑CSCF-2 (at the border of the terminating user's network) shall query the HSS for current location information.
5. HSS responds with the address of the current S‑CSCF-2 for the terminating user.
6. I‑CSCF-2 forwards the INVITE request to the terminating S-CSCF-2 that will handle the session termination.
7. S‑CSCF-2 invokes whatever service logic is appropriate for this session setup attempt and then forward INVITE to P-CSCF-2.

8. P-CSCF-2 forwards INVITE to UE-2.
9-14. UE-2 sends back the response 180 Ring, which contains the media description answer in the SDP. This message is sent to the originating UE-1 through the established session path.

15-20. UE-2 accepts the session with a 200 OK response. The 200 OK response is sent to the originating UE-1 through the established session path

21-24.UE-1 acknowledges the 200 OK with an ACK, which traverses back to UE-2.
4.1.1.5 Problem analysis of current IMS session setup procedure
From the above session setup procedure, we can easily see that it takes a message at least 5 hops to go through the session path end to end. Imagining the following two cases, the session setup procedure seems redundant and a little complicated.

a. If the calling and called subscribers are not roaming and located in the same domain of a operator’s network, the signalling interaction between P-CSCF, S-CSCF and I-CSCF seems to be redundant and unnecessary.

b. If the calling or called subscribers are roaming, but still located in the same operator’s network, the signalling interaction between P-CSCF, S-CSCF and I-CSCF seems a little complicated. (This is a typical case especially for a operator with a vast number of subscribers or running networks in different countries.) 
4.1.2
Summary

According to the analysis of the initial registration and session setup procedure in IMS network, some identified redundancy and complexities in the signalling flows might result in reduced efficiency and increasing maintenance efforts during network deployment and operations. The following aspects are supposed to be considered to optimize IMS network architecture.

a. Revisit the functionalities of some network elements (e.g. I-CSCF) to study the feasibility of functionalities simplification.

b. Investigate possible ways to simplify IMS network architecture (e.g. reduce the number of network elements) to reduce the signalling hops.
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