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Abstract of the contribution: In the current specification, the limited PCC deployment detection mechanism is incomplete. This contribution is trying to correct it.

Introduction

The limited PCC deployment is specified in Annex K and Annex L of TS 23.203. In Annex K, no limited PCC deployment detection is specified. In Annex L, HPCRF and OCS shall detect limited PCC deployment based on local configuration according to roaming agreements. If HPCRF want to detect based on local configuration according to roaming agreements, actually HPCRF must obtain the location information of UE. But in case of limited PCC deployment, HPCRF can’t get the location information of the UE if Non-GTP (e.g. PMIPv6, DSMIPv6) mobility protocol is used. Obviously, this mechanism is incomplete.

Following figure is the attach procedure with PMIPv6 on S2a in home routed case with limited PCC deployment.
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In home routed case, the A-GW/BBERF is located in VPLMN and P-GW/PCEF is located in HPLMN. Because the VPLMN doesn’t deploy the PCC, there are no interactions between A-GW and PCRF after step 3. The HPLMN deploys the PCC, so the P-GW/PCEF interacts with PCRF after step 4. 

If VPLMN deploy the PCC, the location information of the UE is transferred from BBERF to PCRF by Gateway Control Session (See A.5.4.2 of TS 23.203). But now, no Gateway Control Session exists and location information of UE can’t be transferred to PCRF. 
Since the Non-GTP mobility protocols are unable to transfer the location information of the UE at present, the P-GW can’t get this information. HPCRF also can’t get this location information of the UE from P-GW by IP-CAN session. Same issue is raised when DSMIPv6 or MIPv4 is use.

In conclusion, the HPCRF can’t detect whether VPLMN deploys the PCC or not based on local configuration according to roaming agreements because it doesn’t know where the UE is.
Solution alternatives
If GTP mobility protocol is used, the HPCRF needn’t determine whether the VPLMN deploy the PCC or not.

If Non-GTP mobility protocol is used, the HPCRF shall determine whether the VPLMN deploy the PCC or not. In this case, if HPCRF doesn’t get the Gateway Control session message from VPLMN, HPCRF determines that PCC isn’t deployed in VPLMN.
For the above analysis, it can be concluded:

If the HPCRF gets the GTP mobility indication (e.g. User Location Information, Serving Network, APN-AMBR, etc.) through IP-CAN session from PCEF in HPLMN, The HPCRF needn’t determine whether the VPLMN deploy the PCC or not.

If the HPCRF doesn’t get the GTP mobility indication (e.g. User Location Information, Serving Network, APN-AMBR, etc.) through IP-CAN session from PCEF in HPLMN and doesn’t get any Gateway Control session message from VPLMN, HPCRF shall determine that PCC isn’t deployed in VPLMN.

If the HPCRF doesn’t get any PCC message from the HPLM and the VPLMN, HPCRF shall determine that PCC isn’t deployed in VPLMN.

Proposal

It is proposed that the new method of limited PCC deployment detection can be adopted. The related CR is S2-086842
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